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Preface

This document contains Loca Operating Procedures (LOP) and overview material necessary for
operation of the Space Network (SN) Web Services Interface (SWSl) Client software.

This document is under the configuration management of the Fight Programs and Projects Directorat€' s
Space Network Project (Code 452) Configuration Control Board (CCB). Configuration Change
Requests (CCR) to this document may be submitted to the Space Network Project’'s CCB dong with
supportive materid judtifying the proposed change. Changes to this document shal be made by
Documentation Change Notice (DCN) or by complete revision.

Questions concerning this document or proposed changes should be addressed to:

SWSI Product Manager
Space Network Project

Code 452

Goddard Space Flight Center
Greenbelt, MD 20771
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Abstract

The primary function of the Space Network (SN) Web Services Interface (SWS)) is to provide a
standards-based cross-platform customer interface for performing Tracking and Data Relay Satelite
(TDRS) and Demand Access System (DAS) scheduling and red-time service monitoring and control.
A secure interface is provided to dlow these functions to be peformed ether from the NASA
Integrated Services Network (NISN) Internet Protocol (IP) Operational Network (IONET) or from
the Internet.

This Client Software User’s Guide provides the necessary information and guiddines for SWSl usersto
perform the required steps for operation of the SWS Client in support of SN customer mission
operations.

Keywords: ~ SWSI, NCCDS, SN, TDRS, DAS, DASCON
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Section 1. Introduction

1.1 Purpose

This Space Network (SN) Web Services Interface (SWSI) Client Software User’'s Guide provides
ingructions for operating the SWSl Client software in support of SN customer mission operations.

1.2 Background

The primary function of SWSl isto provide a Java-based web interface to the Network Control Center
(NCC) Data System (NCCDS) and to the Demand Access System (DAYS) to perform SN customer
scheduling, real-time service monitoring and control, and state vector storage. The SWS provides the

following capabilities
Standards-based customer interface for performing TDRS scheduling, red-time sarvice
monitoring and control

Access from the Internet and NASA Integrated Services Network (NISN) Open & Closed
Internet Protocol (1P) Operational Network (IONet)

Secure access through encryption, certification, and authentication
Cross-platform competible client gpplication
Java-based Graphica User Interface (GUI)

Supports full NCCDS/Misson Operations Center (MOC) interface, including flexible
scheduling

Ability to tranamit customer state vectorsto SN

Orbiting or dationary date vector generation based on user input of geocentric (postion &
velocity) or geodetic (latitude, longitude, & atitude) coordinates

Internet and Open |ONet access to TDRSS Unscheduled Time (TUT)
Test mode for performing Engineering Interface (EIF) testing and user training

Minima user requirements — Windows or Unix workgtation with Java Virtud Machine
(freeware), web browser, and SWSI client application software

1.3 Document Organization

This document is organized into 12 sections and 4 gppendices. Following the Introduction (Section 1),
this document presents procedures and reference materid on the specified topicsin the following order:
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SWSI Overview (Section 2)

Client Ingallation and Setup (Section 3)

Generd Operating Guiddines (Section 4)
Startup and Login (Section 5)

Main Control Panel (Section 6)

Alerts (Section 7)

Scheduling (Section 8)

Performance Data Monitoring (Section 9)
Service Reconfiguration (Section 10)

State Vectors (Section 11)

SSC Adminigtration (Section 12)

Alert Messages (Appendix A)

NCC Active Schedule File Format (Appendix B)
DAS Active Schedule File Format (Appendix C)
UPD Detail Panel Contents (Appendix D)

UPD Log File Format (Appendix E)

Glossary

Abbreviations and Acronyms

1.4 Applicable Documents

1.

Network Control Center Data System (NCCDS) System Requirements, 1998, 451-SRD-
NCCDS/1998
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Section 2. SWSI Overview

2.1 SWSI System Description

A block diagram showing the high levd SWS architecture is shown in Fgure 2-1. A detaled
knowledge of dl the SWS hardware and software components is not absolutely required to operate
the SWS Client software. However, a high-leve view can be hepful toward understanding how to
configure a client workstation to operate with the SWSI servers and to diagnose problems when errors
should occur.

The main hardware components of SWSl are as follows:

Client Workgtation - user’s desktop workstation, which can be any desktop that supports Sun
Microsystems Java Virtud Machine (VM) 14.1.

Backend Server — hogts most of the SWSI server gpplications; manages user login sessions,
database storage, and the communications with NCCDS and DAS.

Open Server — proxy server to dlow Open IONet and Internet-based users to connect to
SWSI and to access TUT. User requests are directed to Backend Server through the NISN
Secure Gateway usng a sngle predefined set of rules. This dlows for the addition of new
customers and users without the need for adding new Secure Gateway rules.

The main software components of SWS are as follows:

Client — executes on Client Workstation, provides Graphica User Interface (GUI) for
performing SWS client operations.

Application Server — server process that the Client connects to in order to access SWS
sarvices, keeps track of user requests and provides responses back to the Client. The
Application Server runs on both the Open Server and the Backend Server.

Isolator — server process that provides an interface for the Client with the SWS Database;
processes user requests and generates responses, communicates with the Client through the
Application Server. A separate |solator isrequired for each Application Server.

SWSI-NCCDS Interface (SNIF) — server process that communicates with the NCCDS using
the messaging protocol defined in the NCCDS/Mission Operations Center (MOC) Interface
Control Document (ICD). A separate SNIF is required to communicate with each NCCDS
(operations and test).

SWSI-DAS Interface (SDIF) — server process that communicates with the Demand Access
System (DAS). Only one SDIF isrequired since thereis no test DAS.
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Database — backend data storage; holds dl customer configuration and scheduling data; dlows
access to customer schedules from any Client Workdtation from any IP network for any
authorized user.

Open TUT Server —web server that mirrorsthe TUT web service provided by NCCDS on the
Closed IONet. The Open TUT Server datais updated hourly.
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2.2 System Environment

This section describes the environment in which the SWSl operates and briefly discusses the
interactions with externd systems with which the SWS interfaces.

Network Control Center (NCC) Data System (NCCDS) Operations

The NCC serves as the centra contral facility of the Spaceflight Tracking and Data Network (STDN),
which consists of the Space Network (SN) and Ground Network (GN). The SN includes the Tracking
and Data Rday Sadlites (TDRSs) and two ground terminds, the White Sands Ground Termind
(WSGT) and the Second TDRSS Ground Termind (STGT). The NCC schedules, controls, and
ensures the reliability of the SN. The NCC is located within the Data Services Management Center
(DSMC) a STGT. The SWSI communicates with the operationd NCCDS on behdf of SWS
customers through implementation of the NCCDS/MOC Interface Control Document (ICD) protocol.
All communications use Transmisson Control Protocol (TCP) and are limited to those messages
designated for full support customers.

Auxiliary Network Control Center (ANCC)

The ANCC sarves primarily as a test facility for testing new NCCDS software releases and for
performing Engineering Interface (EIF) tests with customer MOCs. ANCC is located a WSGT.
SWSI interfaces with the ANCC to dlow SWSl customers to perform interface testing and user
traning.

Service Planning Segment (SPS)

The SPSisthe primary NCCDS subsystem used for performing SN service planning. SPS receives and
vaidates customer service requests, generates and maintains the schedule, and disseminates the
schedule to the appropriate SN elements and customers. The SPS aso receives acquisition data from
the Flight Dynamics Facility (FDF) and SN customers, stores the data, and disseminates acquisition
datato WSGT and STGT. The SWSl maintains TCP connections with SPS for performing scheduling
and vector storage on behdf of each SWSI customer.

Communications and Control Segment (CCS)

The CCS is the primary NCCDS subsystem used for performing SN service cortrol and service
assurance. Customers are able to perform real-time reconfiguration of an ongoing service through the
use of Ground Control Message Requests (GCMRs). CCS is used to monitor the performance of
active events and passes this information to austomers in the form of User Performance Data (UPD)
Mmessages.

NCCDS Protocol Gateway (NPG)

The NPG performs message protocol trandation between legacy entities that communicate in 4800 BBs
and newer entities that use TCP messages. Since CCS communicates using 4800 BB protocol and the
SWS communicates using TCP, the SWSl establishes red-time connections with the NPG, using the
NPG asa TCP proxy for the CCS.

NCCDS TDRSS Unscheduled Time (TUT) Server

33 452-UG-SWSl



The TUT World Wide Web (WWW) Server provides information about unscheduled TDRS
resources. It conssts of start and stop times of unscheduled use of the Single Access (SA), Multiple
Access Forward (MAF), and S-band Multiple Access Forward (SMAF) antennas, and Multiple
Access Return (MAR) and S-band Multiple Access Return (SVIAR) links for each TDRS. Thisdatais
essentialy the unused time in the schedule. The NCCDS TUT Server provides this service only to
customers located on the Closed IONET.

Demand Access System (DAS)

The DAS expands the existing TDRSS Multiple Access Return (MAR) capabilities by building upon the
Third Generation Multiple Access Beamforming Subsystem (TGBFS). The exising TDRSs provide
pre-scheduled communication service to customers by using ground-based electronics to process
ggnds emanding from customers that are relayed by the TDRS on-board phased array antenna
gysems. The TGBFS expands the capability of the TDRSs MAR system and dlows service to be
provided on a demand bass rather than on a pre-scheduled basis.

DAS Controller (DASCON)

The DASCON is responsible for scheduling and controlling dl DAS-related hardware at the White
Sands Complex (WSC). The SWSI communicates with the DASCON on behdf of SWS customers
through implementation of the DAS/SWSI Interface Control Document (ICD) protocol. All
communications use Transmission Control Protocol (TCP).

NISN Secure Gateway

The NISN Secure Gateway is a rule-based firewall used to prevent penetration of hosts on the Closed
IONET from less secure networks. A small number of rules is used to dlow connection between the
Open Server and the Backend Server components. All message traffic is channeled through this path.
The rule st is gatic, meaning that Secure Gateway changes are not required in response to SWS
customers being added or removed.

2.3 Concepts and Terminology

A mgor advantage of using the SWS as a user interface to NCCDS is that a detailed understanding of
the messaging interface as defined in the NCCDS/MOC ICD is not required in order to access NCCDS
sarvices. All the details of the message protocol are dready implemented by SWSI on behaf of the
user. However, some degree of understanding of the ICD and SN scheduling is required in order to
intelligently schedule SN services and to interpret results. Rather than duplicate ICD information in this
User's Guide, references are made to gppropriate sections of the ICD and other documents where
additiond information is available.

Nevertheless, in order to provide complete information in a single guide, a brief description of some
common acronyms and terms that are prerequisite to understanding SWSl usage are given below.
More detalled information can be found in the NCCDS Operations Concept Document, the NCCDS
System Requirements Document, and inthe ICD.

Active Period - period of time covered by published schedules.
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Active Schedule - the callection of dl events for which customer requests have been granted.

Alternate Schedule Add Request (ASAR) - dternative schedule request that allows a second
choice request to be scheduled if the first choice cannot be accommodated.

Event - A combination of services (forward and return links, tracking, and end-to-end test) ina
partticular time sequence and with specific durations dlocated to a particular customer
gpacecraft using asngle TDRS for a continuous period of support.

Event ID - uniquely identifies a schedule event. It is the same vaue as the Request ID of the
associated request message.  For events scheduled by an NCC operator, it is in the range
9,000,000 to 9,999,999.

Fixed Event - event that has been scheduled for which resource and time alocations have been
findized.

Hexibility - non-rigid specification of request parameters and SN services, which results in
increased overal scheduling success.

Hexible Event - event that has been scheduled, but for which resource and time alocations may
not have been findly determined.

Forecast Period - period of time in advance of publication (transmisson) of the weekly
schedule, during which schedule requests are received and the schedule is devel oped.

Freeze Time - customer specified point at which NCCDS freezes requested start times and
durétions for aflexible event.

Ground Configuration Message Request (GCMR) - sent by customer to NCCDS to
reconfigure an ongoing service.

Premium Service - event scheduled in response to a request received less than 45 minutes prior
to the requested event start time and billed at a premium rete.

Priority - The relaive level of importance of each schedule add request, as specified by the
customer (e.g., emergency, critical, normal, or supplementd).

Prototype Event - combination of service specification codes, service durations, and relaive
gart times defined in advance for a customer spacecraft for use in the scheduling process.

Replace Request (RR) - customer request to delete a previous request or scheduled event and
replace it with another. If the NCCDS is unable to effect the replacement, the origind event
remains on the schedule.

Request ID - ID code in the range 0,000,001 to 8,899,999 that uniquely identifies a request
message (SAR, ASAR, RR, SDR, GCMR, etc.) submitted to NCCDS.

Schedule Add Request (SAR) - request to add a single event to the schedule.
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Schedule Delete Request (SDR) - schedule request to delete a previous request or scheduled
event.

Schedule Request - request to change a customer schedule (eg., add, delete or replace an
event).

Schedule Result Message (SRM) - message sent from NCCDS to customer indicating
disposition (granted, rejected, declined, etc.) of a schedule request.

Service - functiond support for a customer provided by the SN for a continuous period of time.
Servicesincude forward links, return links, tracking, and end-to-end test.

Service Parameter - parameters (data rate, frequency, etc.) associated with aservice.

Service Specification Code (SSC) - code that specifies the configuration of a sngle service for
agiven customer.

SN Customer - misson or project supported by the Space Network for operations,
smulations, or testing.

Support Identification Code (SIC) - unique four-digit identification code for a customer
Spacecraft.

Support Identifier (SUPIDEN) — seven-character code used to identify the satellite or task
being supported. It is broken into three parts: class, SIC, and function. Class identifies the mgor
entity for which the support is being provided (eg., Houston, network, GSFC). The SIC
identifies the mission being requested. The function is an identification of the type of support
being provided (e.g., launch smulation). SUPIDEN codes and their meanings are explained in
the Support Identification Code Dictionary, 532-808.

SWSI Operator — DSMC personnel responsible for operation of the SWS| servers.
SWSI User — individua operator of SWS Client gpplication.

TDRS Scheduling Window (TSW) — specification for a TDRS (generated by the customer or
the customer designated facility) of a time period when the customer’s spacecraft may be
supported by that TDRS. The TSW may be based on antenna view congtraints, attitude and
blockage effects, and any other mission timdine congtraints that apply.

User Performance Data (UPD) — sent from NCCDS to customer to provide performance and
data quaity information during an ongoing service.

User Schedule Message (USM) — message sent from NCCDS to customer that provides
details of agranted schedule request. SWS uses USMs to construct an Active Schedule.

Wait List Request (WLR) — request to place a declined request on await lis.
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Section 3. Client Installation and Setup

3.1 Customer Setup

The first $ep in becoming a SWSl user is to arrange to obtain SN services through the Customer
Commitment Process. This process is described in Section 4 of the Space Network Users Guide
(SNUG). The Customer Commitment Office, NASA/GSFC Code 453, is responsible for arranging
service for new missons.

Once an agreement has been reached, the misson planning phase is used to establish a DSMC
configuration for the misson. The prospective customer project supplies the DSMC with information
needed to fulfill misson support requirements. Customer information is maintained in the NCCDS
database. Specific information in the database that is adso required to configure a SWSl customer are
the fallowing:

Spacecraft Identification Code (SIC)

SUPIDENSs

Service Specification Codes (SSCs) and initid service parameter values

Prototype Event Codes
This information is described in more detal in the SNUG. In addition, the following SWS-specific
information needs to be provided for inclusion in the SWS server configuration and database:

Schedule Request purge time — specifies in days how long after requested event gart time to
keep Schedule Requests before they are purged from the SWSI database. This affects how
many requests are displayed in the Schedule Request Summary Panel as described in Section
8.6.

Active Schedule upload — whether or not the customer would like to recelve an Active
Schedule file on connected workstations. This text file contains information about al granted
requests scheduled to occur in the future with respect to tranamisson time of the file. The
customer must aso provide the following information about the upload process and file content:

0 Whether to send a new file when it changes and, if so, how often to check for changes,
in minutes (default 5 minutes).

0 Whether to periodicadly send a new file regardiess of whether there are changes and
how often, in minutes (default 60 minutes).

0 Whether toincdludeinitia service parameter vaues.
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0 For enumerated parameter types, whether to send the numeric value or an enumerated
text dring.

User Accounts — each SWSI user must have a separate account (group accounts are not
dlowed). The customer should provide a ligt of users requiring access, to include full user
name, company, misson name, geographic location, phone number, and email address. Also
for each user, indicate whether they are alowed Misson Manager privileges. This dlows the
user to edit theinitid SSC parameter values.

Internet Protocol (IP) Addresses — a list of IP addresses for al client workstations requiring
connection to the SWSl Server(s). The customer may request access for any combination of
workgtations located on the Closed IONet, Open IONgt, or Internet. Though not always the
case, |P addresses for adl workstations connecting to the SWSI Servers are treated by the
SWS DBA as For Officid Use Only (FOUO). Transmission of |P addresses to the DBA
should be done by the following accepted means for FOUO informetion: voice, fax, or PGP
eectronic mall.

Note that SWSl maintains separate databases for operations and test modes, alowing separate settings
(SSCs, user accounts, etc.) for each mode.

3.2 Client Workstation Setup

Following are the minimum hardware and software requirements for running the SWS Client
goplication:

Java Runtime Environment (JRE) verson 1.4.1.

Any platform supporting JRE 1.4.1, dthough the SWSl Client gpplication has been thoroughly
tested on only Windows 98/NT/2000, Solaris 7 & 8, and Linux.

128 Mbytes Random Access Memory (RAM).

2 Mbytes hard disk space (application size, excluding log space).

1024x768, 16 bit color display.

Connection to Internet or NASA’s IP Operation Network (IONet) (Open or Closed).

Web browser (e.g., Netscape, Internet Explorer) to view TDRSS Unscheduled Time (TUT),
and to download SWSI Client software and digital certificates.

Software and ingdlation ingructions are available from the Internet and Open IONet a https.//sws-
server.nascom.nasagov/ certs/ and from the  Closd IONet a  https//sws-
server.ops.nascom.nasa.gov/certy. The download sites adso contain the gppropriate JRE version for
Windows, Solarig/Sparc, and Linux workstations. The following general steps are required in order to
st up aclient workgtetion:
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1. Provide the SWSI DBA with your IP address as described in Section 3.1, so that you can
access one of the download sites.

2. Generae a certificate through one of the SWSl web sites. Each user should generate their own
certificate with their own private passphrase. Certificates and passphrases should not be
shared.

3. Download the appropriate JRE verson, either from the Sun web Ste or from the SWSl web
gte, and ingdl it on your workgtation. On the SWSl web site, it is available through the Client
Software link.

4. Download the latest version of the Client software from one of the SWSl web Stes. Separate
versions are provided for Windows and Unix ingalations.

5. Ingdl the Client software on your workstation using the detalled ingructions provided on the
web ste. For multiple users on a single workgtation, it is recommended that each user have the
software indalled in a separate folder/directory. This may duplicate some information on your
hard disk, but the extra space used is minima and greetly smplifies the ingalation.

It should be understood that as new versons of the Client software are released to provide
enhancements or fix bugs, the workstation requirements may change. Thisis especidly true of the JRE
verson. The laest verson of the SWS Client software, requirements, and ingructions is dways
available vialinks from the main SWSl web page a the siteslisted above.

3.3 Client Invocation and Usage

A Unix shdl script and Windows batch file are provided with the Client ingtdlation so that the user can
dart the gpplication without having to type afull command line. Following is a sample Client invocation
if the user would like to invoke it interactively or would like to edit the provided script. This command
should be executed while in the same folder/directory as where the provided jar files are located:

java—cp SWSI-cots,jar;SWSlclient.jar gov.nasa.gsfc.swsi.client.MainControl Panel <propdir>

Where <propdir> is the location of the property files described in the following section. If invoked with
a“-v’ option asfollows

java—cp SWSI-cotsjar;SWSl client.jar gov.nasa.gsfc.swsi.client.MainControl Panel —v

Then the Client just prints the verson number and exits, amilar to the following:

SWSI Client Application Build 3 Patch 15 Beta2 12/03/2002

3.4 Property Files

Property files are essentialy configuration or preference files that are used to set up and contral the
execution d the SWS Client gpplication. The sample property files provided with the SWSl Client
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download are sufficient to get Started using the application, with the exception of the names of the digita
certificate files as described in the ingdlation indructions. However, there are some useful propertiesin
these files that can be used to customize Client operation for the user. Thesefiles are described below.

In generd, the property files may be changed with any text editor. Properties may be provided in any
order. A “.” character separates the property name from its assigned value. A “!” or a“#’ character
at the beginning of aline is used to enter acomment. Boolean properties, which should be evident from
examining thefileg(s), can have avaue of true or false.

3.41 Secure Socket Layer (SSL) Properties (SSL.prop file)

The SSL.prop file contains the properties used for establishing an encrypted connection to the SWS
sarver. Following isasample SSL.prop file

I Client SSL properties
Set Debug : fal se
ClientDebug : true

Server | PAddress : swsi-server.nascom nasa. gov
Server Port Nunber : 4100

ei f Mode: fal se

sel ect SI CsAt Login : false

UseSSL : true
CipherSuite : SSL_RSA EXPORT_W TH RC4_40_MD5

I path to CA fingerprints property file
caPropFilePath : ./CA prop

CertificateAuthorityFile : ./certs/SWSl-ca-cert.der
ClientCertificateFile : ./certs/user-cert.der
PrivateKeyFile : ./certs/enc-user-key. der

CertificateExpirati onWarning : 30
Account Expi rati onVarning : 30
AckFrequencyMul tiple : 30

I nput Buf fer Si ze : 2048
Qut put Buf fer Si ze : 512

I automatic reconnection options
Aut oReconnect : true
MaxReconnect Attenpts : 10

I ReconnectDel ay (tinme between reconnection attenpts) in seconds
Reconnect Del ay : 60

The meaning of each property is given below:
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SetDebug — defines whether debug output is generated by the SSL security system.  If true,
generate debug output. This is normdly only useful to a developer when trying to troubleshoot
problems. This can generate a lot of output, thus dowing down the SSL connection, 0 it is
normaly st to false.

ClientDebug — defines whether debug output is generated by the Client gpplication. As with
SetDebug, thisis normdly only useful to a developer when trying to troubleshoot problems.

ServerlPAddress —domain name or IP aldress of the server used in the Login Pand. Thisis
normally st to swsi-server.nascom.nasa.gov for connection from the Internet or Open |ONet,
or swsi-server.ops.nascom.nasa.gov for connection from the Closed IONet.

ServerPortNumber — Trangmisson Control Protocol (TCP) port number for the socket
connection to the server used in the Login Pand.

eifMode (optional) — defines whether to open the Login Pand with EIF mode sdected. If false
or not present, OPS mode is selected.

SdectSICsAtLogin — for multimission users, defines whether a didog will appear prior to
completion of login to alow sdection of which SICs will be used for that sesson. This is
normaly st to false Since most users are authorized for only asingle SIC. Setting to false dso
indicates to use al authorized SICs for each session.

UseSSL — defines whether the socket connection to the server will be encrypted. Since the
operationd servers do not alow unencrypted connections, this should aways be st to frue.

CipherSuite — defines the algorithm used to establish the SSL. connection to the server. Thisis
normaly st to match the setting on the server and should not be changed unless under the
direction of the SWS| DBA.

CaPropFilePath — file name of the propertiesfile that contains the fingerprint(s) of the Certificate
Authority’s public certificate thet is to be accepted. The file is didributed with the Client
software, and the user should change neither the file nor the property vaue.

CertificateAuthorityFile — file name o the certificate authority’s public digita certificate. Thisis
used to check the digital signature on the certificate presented by the server for authentication.
The fileis digtributed with the Client software, and the user should change neither the file nor the

property vaue.

ClientCertificateFile — file name of the user’s public digitd certificate. The user enters thiswhen
ingdling the Client software for the firgt time, or when ingaling a new certificate with a different
file name.

PrivateK eyFile — file name of the user’s encrypted private key file. Thisis used to digitdly sign
the public digita certificate for presentation to the server. The user enters thiswhen ingdling the
Client software for the firgt time, or when ingaling a new certificate with a different file name.
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CertificateExpiraionWarning — number of days before a certificate expires that the user will
receive an expiration warning during login. The warning will gppear during each login sesson
until a new cetificate is indaled. Certificates are generated with an expiration of 365 days.
Thewarning vaueisinitidly set to 30 days.

AccountExpirationWarning — number of days before a user’s account expires that the user will
receive an expiration warning during login. The warning will appear during each login sesson
until the account is renewed. The SWS DBA sets the account expiration time.

AckFrequencyMultiple — maximum time, in seconds, that the Client should wait before sending
an acknowledgment (ack) to the server when the Client is recaiving no data The Client
normaly sends an ack after receiving data from the server, but only after the Client is able to
process al the outstanding data on the socket. The redundant ack produced by this time
ensures that the Client continues to recelve data even if the server fails to receive the norma
ack. The ack timeout adso functions as a keegpaive message to notify the Client when a
connection problem has occurred, so that the connection doesn't remain in a haf-open state
where the server has closed the connection but the Client may think it is still open.

InputBufferSze — TCP socket read buffer size, normaly set to match the server’s output buffer
sze. The user should not change this unless directed to do so by the SWSI DBA or System
Adminigrator.

OutputBufferSze — TCP socket write buffer Sze, normaly set to match the server’ sinput buffer
sze. The user should not change this unless directed to do so by the SWSI DBA or System
Adminigrator.

AutoReconnect — option to try to automatically reconnect to the server if the socket connection
to the server islost.

MaxReconnectAttempts — if AutoReconnect is true, this property is the maximum number of
reconnection attempts that will be made each time the connection is logt. If AutoReconnect is
false, this property has no effect.

ReconnectDelay — if AutoReconnect is true, this is the dday in seconds between each
reconnection attempt.
3.4.2 Logging Properties (log.prop file)

The log.prop file contains the properties having to do with the processng of input and outpuit files, as
well as some miscellaneous properties. Following isasample log.prop file

I'SWEl Client Log settings

Bri ngToFront : false
WiteTolLog : true

LogDir : ./l og/current
ArchiveDir : ./l og/archive
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MaxAl ert sToDi splay : 10000

I max file in bytes
MaxLogFi | eSi ze : 100000
Swi t chLogFi | eAt Max : true

I output paths for real-tinme data files
ttmoutputPath @ ./ttm
rctdOutputPath : ./rctdm

UPDDef aul t Fi l ePath : ./ UPDs. prop
UPDPri mar yExpi rationTinme : 10
UPDSecondar yExpi rationTinme : 30

I option to perform UPD | oggi ng <true or false>

UPDLoggi ng : fal se

I Directory for current UPD log files

UPDLogDi r : ./upd/current

I Archive Directory for UPD log files

UPDAr chi veDir : ./upd/archive

I mximumlog file size that triggers archive <size in bytes>
UPDMaxLogSi ze : 50000

I switch for whether the Active Schedules will be witten to file <true
or fal se>

asEnable : true

I directory were Active Schedules will be witten

asQutputPath : ./active_sched

I Paths for State Vector Inports, Poll Time is in mnutes, [1, 1440]
Vect or QueuePol | Tine : 5

Vect or QueueNCC : ./sv_NCC

Vect or QueueDAS : ./sv_DAS

Vect or Archi veNCC : ./sv_NCC/ archi ve

Vect or Archi veDAS : ./sv_DAS/ archi ve

The meaning of each property is given below:

BringToFront — option to bring the Alert Pand to the front (on top of any open pands or
windows) when an adert message is received. Note that if the Set Warnings option in the Alert
Pandl is set and a critica message is received, the pop-up message will bring the Alert Pandl to
the front even if the BringToFront property is false. For more details on the Alert Pand, see
Section 7.

WriteTolL og — indicates whether aerts should be logged. Alerts are logged to afile if thisis set
to true.

LogDir — directory where the current (active) log fileis created.
ArchiveDir — directory to which archived (old) log files are moved.
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MaxAlertsToDisplay — buffer Sze for the Alert Pand. This indicates how many messages are
kept on the scrollable pand. When the number of messages exceeds this amount, the earliest
messages are removed.

MaxL ogFileSize — maximum output log file sze in bytes. When the log file reeches this Sze and
SwitchLogFileAtMax is Set 10 true, the current log fileis closed and anew log file is Started.

SwitchLogFleAtMax — indicates whether anew log file should be sarted if the current log file's
szed reaches the MaxLogFileSize.

ttmOutputPath — directory to which files containing Time Transfer Messages (TTMS) received
from NCCDS are written.

rctdOutputPath — directory to which files containing Return Channed Time Delay (RCTD)
messages received from NCCDS are written.

UPDDefaultFilePeath — for User Performance Data (UPD), this property defines the path to the
propertiesfile that defines the default UPD layouts to use for each SIC and service type.

UPDPrimaryExpirationTime — time in seconds by which another UPD must arrive after which a
sarvice isflagged as expired.

UPDSecondaryExpirationTime — time in seconds by which another UPD mugt arrive after
which asarviceis removed from the list of active services in the UPD Summary Frame.

UPDL ogging — defines whether UPD messages received from NCCDS or DAS are logged.
UPDLogDir — directory where UPD messages received from NCCDS or DAS are written to.
UPDArchiveDir — directory to which archived (old) UPD messages are moved.

UPDMaxLogSize — maximum UPD log file Sze in bytes. When the UPD log file reeches this
gze, the current UPD log fileis closed and anew UPD log file is started.

asEnable — defines whether the Active Schedules received automaticaly from the SWS server
arewritten tofiles.

asOutputPath — directory where Active Schedule files received automaticaly from the SWS
server arestored. If asEnable isfalse, this property has no effect.

VectorQueuePalI Time — time (in minutes) delay between searches for state vector files.
VectorQueueNCC — directory that is searched for user-created NCC state vector files.
VectorQueueDAS — directory that is searched for user-created DAS state vector files.

VectorArchiveNCC — directory to which old NCC date vector files are moved after
transmisson.

VectorArchiveDAS — directory to which old DAS date vector files are moved after
transmission.
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Section 4. General Operating Guidelines

4.1 Introduction

The SWS Graphicd User Interface (GUI) conssts of numerous SWSl panels that provide the means
for auser to interact with the SWSI system. The GUI isloaded onto the client workstation and accepts
user input from the keyboard and mouse. User data requests are sent to the SWS server for
processing.

4.2 Panels and Windows

A pand or window is a display areathat is surrounded by a border. Some borders can be resized by
moving the cursor to their edge and holding down the left mouse button while dragging the cursor. The
edge of the window can be dragged to enlarge or reduce the current display size. Pandls and windows
are used interchangesbly throughout this guide. An example of awindow is shown in Figure 4-1.

Mlinittize Restore Clase
Button  Button  Button

Title Bar %= Login Panel
Host

——{5WEi-SEVEN NASCOM. Nasa.00y

Fort

4100

Text User |D
Boxes |

Fassword

FassPhrase

" Operations mode
¢ Test (EIF) mode
[ Initiate Password Change?

Last lagin:

Mumhber of failed login atternpts:

Ladin Eaefe]e]s | Done |
Active Inactive
Button Button

Figure 4-1. Sample Window
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4.3 Mouse Movement

To perform a mouse click or clicks, move the cursor to the designated GUI component (button, menu
selection, etc.) and press and release the left mouse button once.  Clicking using the right mouse button
will be explicitly stated as click with the right mouse button.

4.4 Minimize Button

The Minimize button is located on the upper right hand corner of most windows. Clicking on the
Minimize button reduces the window to an icon. On Windows platforms, this icon gppears on the task
bar. Note that not al panels or windows are iconifidble.

To restore aminimized window, point to theicon of the desired window and double click the left mouse
button. The window opens a the same position it occupied before being iconified.
4.5 Close Button

On Windows platforms, the Close button is located on the upper right hand corner of al windows.
Clicking on the Close button normally causes the window to be removed from the user’ s display.

4.6 Window Title Bar

The Window Identification bar, located at the top of each window, displays the name of the window.
Only one window will be active a atime. The title bar of the active window is shown in a different
color than that of inactive windows. To establish an active window, move the cursor to the desred
window and dlick the left mouse button. Characters typed on the keyboard are sent to components
within the active window.

4.7 Active Buttons

Buttons with black text labels are active and perform an action if clicked upon.

4.8 Inactive Buttons

Buttons with gray text labels are desensitized and inactive. Buttons in this state will not perform any
actionsif clicked upon.

4.9 Radio Button

A radio button is alabeled set of choices with a smdl button to the left of each choice. Only one vaue
in a radio button may be sdlected a atime. The currently sdlected vaue is represented by the button
that |ooks depressed (pushed in).
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410 Combination Box

A combination box provides a way to select one of a set of options and is Smilar to aradio button in
operation. A combination box looks like atext box that shows the current selection with a down arrow
button on theright. When pressed, the down arrow displays a menu of text choices.

4.11 Scrollbars

A strollbar is an object that dlows you to view a large window within a smaler window cdled a
viewport. Manipulating a scrollbar dlows you to view portions of a larger window through the
viewport. A scrollbar has three components: the scroll arrows, the scroll region, and the scroll box.
The scroll box will change size depending on the percentage of information visible in the viewport. If dl
informetion is visble, the box will occupy the entire region (if the scrollbar remains visble). Scroll bars
may be oriented verticaly or horizontaly. Use the scrollbar by dlicking on the scroll arrows or by
dragging the scroll box.

4.12 Time Component

A number of time entry objects can be found throughout the SWS! client. 'Y ou can modify each of the
components by using the up or down arows or by typing the new vaue. Position the mouse cursor
over the vaue of the time component you wish to change (year, day, hour, minute, or second). Left
click on that field. Click the arrow buttons to increase or decrease the highlighted fidd or type in the
new vaue.

413 Text Box

Some windows contain one or more Text boxes. A Text box is any place within which the user can
type text or numbers on the screen.

4.14 Dialog Box

Didog boxes are usudly smdl windows containing a textua message that provide information pertinent
for the current operationd context. They may solicit a response from the user and may be of type
Information, Alert, Note, or Error.

4.15 Menu Bars

Windows may have a bar of pulldown menus that provide various operations for control. The window
menu bar is located directly below the window title bar. Menu Bar pulldown menus are accessed by
moving the cursor over the desired label and clicking on the left mouse button. To sdect a menu entry
on the resulting pulldown menu, drag the cursor dong the menu until the desired option is highlighted.
Then dick the left mouse button.
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Note: “...” indicates that another submenu will be displayed. Entries without a*“...” perform an action
immediady.
4.16 Tabular Displays

Tabular displays show datain tables. These tables can usudly be sorted by column by dlicking on the
column header. Columns can be reordered by dragging a column header across other headers. Entries
can be selected by clicking on the desired row.
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Section 5. Startup and Login

5.1 Startup

To gart the Client gpplication, use one of the startup scripts provided with the Client digtribution.  For
Unix systems, use the runclient.csh script. Be sure to first edit the script for your environment as
described in the ingdlation ingructions. For Windows systems use the runclient.bat batch file or the
shortcut created as described in the indalation ingtructions.  For ether platform the Client may aso be
invoked as described in Section 3.3.

If the Client is started successfully, the startup screen shown in Figure 5-1 isdisplayed. After sometime
while the Client initidizes, the Main Control Pand and the Login Pand gppear. An overview of the
functions available through the Main Control Pand is provided in Section 6.

Build 2 Patch 14 1150652002

Figure 5-1. Startup Screen

5.2 Logging In

The Login Pand shown in Figure 5-2 is displayed when the Client first starts up and whenever the user
logs off. Thispane contains entries for the following:

51 452-UG-SWSl



Host — domain name or IP address of the server to connect to. Initidly set according to the
ServerIPAddress property inthe SSL.prop file

Port — Transmission Control Protocol (TCP) port number to connect to on the server. Initidly
set according to the ServerPortNumber property in the SSL.prop file

User ID — user account name for logging into the server.
Password — user password. Each password character appears as an asterisk as it is entered.

PassPhrase — passphrase for the security certificate vaidation. This is the same passphrase
entered when generating a certificate as described in step 2 of Section 3.2, Client Workdtation
Setup. Each passphrase character appears as an asterisk asiit is entered.

= Login Panel
Host

SWSi-SRIVEF NASCOM.NASa. oy
Fort
4100

Llser D

FPassword

FPassPhrase

¢ Operations mode
¥ Test(EIF) mode

[ Initiate Password Change?
Last login:

Humber of failed login attermpts:

Login Cancel

Figure 5-2. Login Panel
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Additiondly, the pand contains options for operations or test mode. The mode selected a startup is
controlled by the eifMode property in SSL.prop. In operations mode, the user is connected to the
operationa NCCDS at the Data Services Management Center (DSMC) at the White Sands Complex
(WSC). In test mode, the user is connected to the Auxiliary NCC (ANCC) at WSC for performing
Engineering Interface (EIF) tests or user training. Note that the SWSl server maintains separate
databases for operations and test modes. The database contains User IDs and Passwords, S0 it is
possible that an operations account may not be identica to atest account; i.e., a User ID may be vdid
only for operations mode, or a User ID that exigts for both modes may have different passwords for
each mode.

An option dso exigs for changing password after a successful login. 1t is advisable to change password
on aregular basis in case it should become compromised. However, the server automaticaly tracks
how long a password has been active and will expire a password after 60 days. When that happens,
the user will be forced to change password after successful login.

Other information displayed in the pandl are last login date and number of falled login attempts. The last
login date is blank at startup and is not displayed until after the first login sesson has completed by
logging out and again displaying the Login Pand. It then shows the date of the user’s previous login.

The number of failed login attempts indicates how many times alogin was attempted and failed, possibly
because of an improperly entered User ID or password. After three failed login attempts with the same
User ID, the server disables the user’s account and the user must contact the SWSI DBA to have it
reactivated.

Tologin, enter User ID, Password, and PassPhrase. If the desired Host, Port, and Mode are different
than what is displayed in these fidds, then they may be changed a thistime. To complete the login
process, click on the Login button. At this time the Client attempts to connect to the server and displays
the status box shown in Figure 5-3. Connection establishment aso involves generation of digita keys,
which may teke 15-20 seconds. Key generation is only required the first time for each Client
invocation, so subsequent connection attempts occur much more quickly.

Establizhing Connection l

Connecting to Server

Figure 5-3. Establishing Connection Status Box
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Once a connection is established, the Login request is sent to the server and the status box shown in
Figure 5-4 is displayed.

Login Sent I

Login request sent to Server,
Waiting for rephy.

Figure 5-4. Login Sent Status Box

If the Login request is accepted, the status box shown in Figure 5-5 is displayed. The server retrieves
initid setup information from the SWS database and sendsit to the Client. This setup information
includesthe list of SICs, SUPIDENS, and SSC codes for which the user has authorization, dong with
other ligts, such as TDRS names and display layout information. Retrieva and transmisson of this
information may take 15-20 seconds.

Login Accepted l

Login accepted.
Please wait while
client performs setup.

Figure 5-5. Login Accepted Status Box

Once setup information is received, the Security Warning Banner shown in Figure 5-6 is displayed.
Clicking OK closes the didog box and dlows the user to continue. Clicking Cancel returns back to the
Login Pand.
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WARNING ]|

.-""‘j MASA IT SECURITY YWARMMG BANMER
-

5. GOWVERNMMENT RESOURCE
You have accessed an LS. Government Resource.
Ay atternpt to modify or exploit this resource or associated
infarmation other than for instructed use iz STRICTLY PROHIBITED
and may be punishable under the Computer Fraud and Abuzse Act of 1986,

% GOVERMMEMT S STEM MORMTORIMG
The government may monitar and audit the uzage of this resource.
All perzons are hereby notified that use of this resource
constitutes consent for monitaring, keystroke recording or auditing.

Cancel |

Figure 5-6. Security Warning Dialog

= Select SICs for Session

1730 (NG

8603 (NG

SELECT CAMCEL

Figure 5-7. SIC Selection Dialog

55

If the SelectSICsAtLogin property in SSL.prop is st to true and the user is authorized for more than
one SIC, then the SIC Sdlection didog box shown in Figure 57 is displayed. This dlows the user to
select which SICs are active for thissesson. The NCC and DAS labd s for each SIC indicates whether
the SIC is authorized for using NCC (legacy) and/or DAS services. Any combination of SICs may be
sdected by CTRL-clicking the desred SICs.  Shift-clicking dlows sdlection of a range of SICs.

Clicking SELECT ingructs the Client to accept the sdlected list of SICs. Clicking CANCEL ingructs
the Client to use dl authorized SICsfor this session regardless of any selection(s).
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After successful SIC sdlection, the login process is complete and the Main Control Panel appears as
shown in Figure 5-8. An overview of the functions available through this pand is provided in Section 6.

= Swsl _ O]
Uzer  Scheduling  ControlMontor  State Wector  Admin Time  Help
Lpp Server Izolator SHIF SDIF

Connected | Connected | Connected |

Figure 5-8. Main Control Panel

5.3 Changing Password

A password change may be initiated either by the user by sdecting Initiate Password Change in the
Login Pand, or by the server when the password has reached its 60 day expiration. In either case the
didog shown in Figure 5-9 gppears after the Client has established a connection with the server.

& Pleaze enter a new password: |_ (O] x|

Flease be sure to enter a new password of at least 8 characters.

Flease include a mix of characters from at least 3 ofthe following
categories: uppercase, lowercase, numetic, or nan-alphanumeric.

Enter old passwaord:

Enter nesy password:

Re-enter new password:

Submit Cancel

Figure 5-9. Password Change Dialog

After entering the user’s old password, a new password should be selected that meets the stated
criteria. The password must be at least eight characters long and contain at least one character from
each of three categories of characters. For example, a password with at least one uppercase, one
numeric, and one non-aphanumeric (punctuation mark) character would be a vaid password. After
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entering the new password twice for verification, the user clicks Submit to send the request to the
sarver. Clicking Cancel causes the user’s password not to be changed and for the user to login using
the old password. If the old password is expired, the user will be forced to return to the Password
Change Didog and enter anew password.

After submitting the password change, the text box shown in Figure 510 appears. Processng of the
change request by the server may take 15-20 seconds.

Paszword Change Submitted I

Password Change Submitted,
Please wait. . .

Figure 5-10. Password Change Submitted Status Box

Once the password change has been accepted, the diadog box in Figure 5-11 gppears. Clicking elther
OK or Cancel closes the didog box and dlows the user to continue.

INFORMATION H|

['\ia) The password was succezsfully changed.
Additional infarmation may fallow:
Paz=word change wwasz successful

Cancel |

Figure 5-11. Password Change Accepted Dialog

5.4 Connection Problems and Automatic Reconnection

Occasondly the TCP connection between the Client and the server will be lost. This can happen due
to a congested network, poor network performance, or a temporary falure of some network
component. The Client has the ability to automatically reconnect to the server should the connection be
log. The following propertiesin SSL.prop control reconnection behavior:

AutoReconnect — if true, auto-reconnect is enabled.
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MaxReconnectAttempts — if AutoReconnect is true, this property is the maximum number of
reconnection attempts that will be made each time the connection is logt. If AutoReconnect is
false, this property has no effect.

ReconnectDelay — if AutoReconnect is true, this is the dday in seconds between each
reconnection attempt.

If the connection is lost during a session, the status box shown in Figure 5-12 isdisplayed. Successive
attempts are then made to reconnect to the server. When successful, the login process will occur
automatically, culminating in an dert indicating that reconnection was successful.

At any time during the reconnection process, the user may interrupt by selecting Log-out from the User
menu on the Main Control Pandl.

Auto-Reconnect l

The connection to the server was lost.
Attempting to automatically reconnect.

Figure 5-12. Auto-Reconnect Status Box

5.5 Login Problems

If a problem or error should occur during the login process, an error diadog similar to that shown in

Figure 513 will appear. Table 5-1 ligsdl the error messages thet can appear along with a description
and solution.

ERROR

Q Aninvalid passphrase was entered.
Pleaze correct this and try again.

Figure 5-13. Sample Login Error Dialog
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Table 5-1. Login Error Messages

Error Message

Explanation

An invalid passphrase was entered.

The passphrase entered doesn’t match the passphrase chosen when the
digital certificate was generated.

No connection could be made to host swsi
server.nascom.nasa.gov at port #4100.

The Client was unable to connect to the server. The host and/or port name
were entered incorrectly, the server is unavailable, a network problem is
preventing communication with the server, or the client workstation’s IP
address is blocked from accessing the SWSI server.

The re-entered password did not match the first entry.

For a password change, the two new password entries did not match.

Failure changing password.
The old password entered was invalid.

For a password change, the old password entry doesn’t match what the
server expects.

Failure changing password. Password validation
failed: Invalid length password: 3

For a password change, the new password must be a minimum of eight
characters.

Failure changing password.
Password validation failed: Didn’t meet password
requirements.

minimum requirements are: 3

contains lower case character: false

contains upper case character: false

contains numeric character: true

contains special character: false

For a password change, the new password must have at least one
character from each of three categories. In this case only one category,
numeric characters, is represented.

Login failed for <userid>.

Please make sure the account for <userid> has been
activated, and that this user ID and the password
entered are correct. Also make sure that another user
is not logged in with the same ID from the same IP
address.

The server rejected the login attempt for one of the following reasons:

1. The user ID does not exist on the server.

2. The password was entered incorrectly.

3. The account has been deactivated because of too many failed login
attempts.

4. There is already another user with the same User ID logged in from
the same IP address. Only one login session is allowed per User ID
per IP address.

5. A previous session was interrupted by a lost connection that the
server has not yet detected. The server may take up to two minutes
to detect the loss, during which time the user will be unable to log in
because of the single User ID per IP address rule.

If still unable to login after correcting all of these problems, or if you

suspect your account is not properly activated, contact the SWSI DBA or

DSMC operator.

No reconnection could be made to host swsi
server.nascom.nasa.gov at port #4100. The server
may be down. Please try again later using manual
login.

Automatic reconnection failed.

Certificate Expiration Warning

Your digital certificate will expire in 26 days.
Please visit the SWSI web page to generate a new
certificate.

A new digital certificate needs to be generated. See Section 3.2 for
instructions.

Account Expiration Warning

Your account will expire in 14 days.

Please contact the SWSI System Administrator or DBA
to renew your account.

User account is about to expire and must be renewed by the SWSI DBA at
DSMC.

59 452-UG-SWSl




Section 6. Main Control Panel

6.1 Server Process Status
When the Client isfirst started, the Main Control Pandl gppears as shown in Figure 6-1.

= SWSI =l E3

Igser Scheduling  Controlfdonitor  State Wector  Admin Time  Help

 hppServer  Isolstor  SNIF SDIF

Figure 6-1. Main Control Panel at Startup

The body of the panel contains connection indicators for the Application Server, Isolator, SWS-
NCCDS Interface (SNIF) and SWSI-Demand Access System (DAS) Interface (SDIF) server
processes. These processes are described in more detal in Section 2.1. The Status of al processesis
shown as red Disconnected until the user performs a successful login, as which time the pand appears
amilarly to what is shown in Figure 6-2.

= SWS| H=E

Igser Scheduling  Controlfonitor  State Wector  Admin Time  Help

: SNIF  SDIF

Figure 6-2. Main Control Panel after Login

Although the status provided is more useful to a SWSl server operator than to a Client user, it does
provide the user some information that can help in assessng overal system datus and to coordinate
problem resolution with the SVS| operator at the Data Services Management Center (DSMC) at the

White Sands Complex (WSC). In generd, this is what green Connected Status indicates for each
process:

Application Server — the user is successfully connected and logged in.
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Isolator — the server will accept and process user requests, such as reoading summary pands
and submitting schedule requedts.

SNIF — messages can be exchanged with the NCCDS.
SDIF — messages can be exchanged with the DAS.

If the SWSl sarver is operating normaly, then al the processes should be indicated as green
Connected.

6.2 Menu Options

Figure 6 3 shows the menu options provided by the Main Control Panel. Most options are disabled
until the user has logged in. NCC and DAS specific submenus under the Scheduling menu are only
enabled if the user is authorized for SICs configured for NCC and/or DAS rdated services. The Admin
menu is only enabled for users with Misson Manager privilege.

SWSI
User Scheduling Control/Monitor  State Vector Admin Time Help
Log-in NCC > Alerts Import Edit SSCs M GMT Clock | About SWSI
UPDs Generate

Log-out | Create SAR Geocentric Local Clock § About User
Preferences | TDRS Scheduling Window UPD Logging Generate Geodetic
Exit DAS >

| Resource Availability

| Request

| Create RAR

| Playback Planning
Schedule Request Summary
IActive Schedule Summary I
Print >
| Schedule Request Summary
| Active Schedule Summary

Figure 6-3. Main Control Panel Menu Options

6.3 User Menu

The User Menu contains options for logging in and out of SWS server, for setting display preference,
and for exiting the Client.

6.3.1 Log-in Menu Option

The Log-in menu option is avalable only if the user is not dready logged in.  Sdlection of this option
causes the Login Pand to be displayed. Thelogin processis described in Section 5.
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6.3.2 Log-out Menu Option

The Log-out menu option is avallable only if the user islogged in. Sdecting Log-out causes the user to
be logged out of and disconnected from the server. After the connection has been terminated and the
user logged out, the status of dl server processes changes from green Connected to red Disconnected
and the Login Pand appears.

6.3.3 Preferences Menu Option

The Preferences menu option is a submenu that alows selection of the Java Look and Fed (LAF). The
following options are available:

Metal Look and Fesl
Motif Look and Feel
Windows Look and Fedl
Macintosh Look and Fedl

The latter two options are proprietary and only available on the corresponding platform.

6.3.4 Exit Menu Option

The Exit menu option is used to exit from the Client gpplication. Upon termination, the user is logged
out from the server and the connection is closed.

6.4 Scheduling Menu

The Scheduling Menu provides options for requesting TDRS service and for reviewing and printing the
status of those requests. These options are described in more detail in Section 8.

6.41 NCC Scheduling Submenu

The NCC Scheduling Submenu alows the user to access NCC-specific scheduling options. The
following options are available:

Create Schedule Add Request (SAR)
TDRS Scheduling Window (TSW)

6.4.2 DAS Scheduling Submenu

The DAS Scheduling Submenu dlows the user to access DAS-specific scheduling options. The
following options are available:

Resource Avallability Request
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Create Resource Allocation Request (RAR)
Payback Planning

6.4.3 Schedule Request Summary Menu Option

The Schedule Request Summary menu option causes the Schedule Request Summary Panel to be
displayed. This pand displays atabular summary of schedule requests previously submitted to NCC or
DASfor dl SICsfor which the user is authorized and has sdlected to be active for this session.

6.4.4 Active Schedule Summary Menu Option

The Active Schedule Summary menu option causes the Active Schedule Summary Pand to be
displayed. This pand displays a tabular summary of al schedule requests that have been granted and
added to the NCC or DAS active schedule for dl SICs for which the user is authorized and has
selected to be active for this session.

6.4.5 Print Submenu

The Print Submenu contains options for printing Schedule Request Summary and Active Schedule
Summary informeation.

6.5 Control/Monitor Menu

The Control/Monitor Menu provides options for viewing derts and real-time performance data, and for
controlling or reconfiguring ongoing services.

6.5.1 Alerts Menu Option

The Alerts menu option is used to display the Alert Messages pand, dlowing the user to monitor rea-
timederts. Thispand isdescribed in more detail in Section 7.

6.5.2 User Performance Data (UPDs) Menu Option

The User Performance Data (UPD) menu option is used to display red-time performance data for
ongoing services. Options within the UPD Summary Panel are used to control or reconfigure ongoing
sarvices through the use of Ground Control Message Requests (GCMRs) for NCC services and
reconfiguration requests for DAS sarvicess UPD monitoring and reconfiguration capabilities are
described in more detail in Sections 9 and 10.

6.5.3 UPD Logging Menu Option

The UPD Logging menu option controls whether or not UPD deata is logged to a file on the client
workgtation. 1f UPD Logging is checked, then logging is enabled. UPD logging is described in more
detail in Section 9.4.
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6.6 State Vector Menu

The State Vector Menu provides options for importing, generating, and transmitting Improved
Interrange Vectors (IIRVS) to NCCDS and/or DAS. These options are described in more detail in
Section 11.

6.6.1 Import Menu Option

The Import menu option dlows the user to select a user-generated file containing an IRV for
transmission to NCCDS and/or DAS. A standard file chooser is displayed, alowing the user to browse
directories on the client workstation and salect the state vector file to be transmitted.

6.6.2 Generate Geocentric Menu Option

The Generate Geocentric menu option alows the user to create and tranamit a state vector entered in
Geocentric Coordinates (XY Z position and velocity).

6.6.3 Generate Geodetic Menu Option

The Generate Geodetic menu option alows the user to create and transmit a state vector entered in
Geodetic Coordinates (latitude, longitude, and dtitude).

6.7 Admin Menu

The Admin Menu provides privileged user access to misson administration options.

6.7.1 Edit Service Specification Codes (SSCs) Menu Option

The Edit Service Specification Codes menu option alows the user to edit the default parameter settings
for NCCDS and DAS SSC codes. Users must be authorized with mission administration privileges for
this menu option to be enabled. SSC adminidtration is described in more detail in Section 12.

6.8 Time Menu

The Time Menu provides clock displays for diplaying the current date and time. A sample time display
is shown in Figure 6-4. Year and Julian days are used for the date display and 24-hour timeis used for
the time display. Separate clocks are provided for Greenwich Mean Time (GMT) and Locd Time.
Both clocks are dependent on the locdl time and location settings of the client workstation, for which the
user isresponsible.

&
20027318 00:30:10 GMT

Figure 6-4. GMT Clock Display
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6.9 Help Menu

The Help Menu makes available an eectronic verson of the Usar’'s Guide and the About SWSI
options.

6.9.1 About SWSI Menu Option

The About SWSI menu option is used to determine the verson of the SWSl Client software currently
running on the client workstation. An example of the About SWSl didog box is shown in Figure 6-4.
Clicking OK closes the About SWS! diaog box.

About SWSI ]|

L@ Space Metwork (M) Weh Services Interface (SWSN
Build 3 Patch 14 11062002

developed by

Cotnputer Sciences Corporstion

and...

Mational Aeronautics and Space Administration
Goddard Space Flight Center

For more information or to report bugs
hitp: fewesigsfc nasa.goys

Figure 6-5. About SWSI Informational Dialog

6.9.2 About User Menu Option

The About User menu option provides information about the user’s current login session, including User
ID, SWSl Server name, mode, and SIC sdlections. An example of the About User didog box is
shown in Figure 6-5. Clicking OK closes the About User diaog box.
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About Uzer i

i

©

=t

U=zer: sardells

SWWEl Server: sywSi-server nascom nasa.goy

Login mode: EIF

Authorized for NCC SICs: 1294 8603

Avuthorized for DAS SiCs: 1284

Authorized az an MCC mission manadger .

Authorized az a DAS mizsion manager.

Tirme of previous login: Wed Jan 01 14:24:02 EST 2003
Murnber of failed login attermpts since previous login: 0
Expiration Date of Certificate: Fri, Sep 26 (269), 2003 GMT
Account Expiration Date: Thu, Oct 11 (2857, 2012 GhT

Figure 6-6. About User Informational Dialog
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Section 7. Alerts

7.1 Alert Message Panel Overview

The Alert Message Pand is displayed automatically when the first dert is received or generated by the
Client gpplication. This panel may aso be displayed manualy by selecting the Alerts menu option in the
Control/Monitor menu on the Main Control Panel. Figure 7-1 shows a sample Alert Message Pandl.

= Alert Messages [_ (O]

iEiIe Edt Log

Severity Source SIC Time Message |

4 1

Pause || LastAlert 2002/334 14:20:21 Status Information |Logging On | Messages 0007

Figure 7-1. Alert Message Panel

Each entry consgts of the following items:
Severity — color-coded indication of dert severity. Thefollowing severity levels are defined:
o0 Information (green) — indicates successful processing with additiond informetion.

o Wamning (ydlow) — indicates successful processng by SWSI, but with warning
information, such as arequest rejected by NCCDS or a communication problem.

o Criticd (red) — a SWSl software, system, or database problem has occurred. The
problem requires resolution by a SWSl operator, sysem administrator, DBA, or
developer.

Source — subsystem generating the dert (Client, ISO, SNIF, or SDIF)

SIC — Support Identification Code that the dert pertainsto. Alerts are displayed only for SICs
for which the user is authorized and has sdected to be active for thissesson. A SIC of “0000"
is used to broadcast dertsto al connected users.

Time— time that dert was generated by the source subsystem.
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Message — dert message text.

Alerts can be sorted by any column by clicking on the column header. New derts are added to the
bottom of the sorted derts. All columns can be resized by clicking and dragging the boundary between
column headers. Columns can be re-ordered by clicking and dragging columns Sde-to-side. Rows can
be sdlected for deletion or printing by clicking and dragging over the desired rows. Any combination of
rows may aso be selected by CTRL-clicking the desred rows.  Shift-clicking alows sdection of a
range of rows.

The message text will often exceed the length of the pand. The pand can be scrolled horizontaly to
view the tota message and/or the panel can be resized to make more of the messages visble.

A complete listing of dert messagesis provided in Appendix A.

7.2 Status Bar
The Status Bar islocated at the bottom of the Alert Message Pand and consigts of the following items:

Pause/Scroll button — dternates between pausing and automaticaly scrolling of the messages.
In Scroll mode, derts are added to the pand as they are received, with the pand automatically
scrolling to the latest derts.  Pause mode alows the user to stop automatic scrolling to view
particular derts without having them scroll off the pandl.

Lagt Alert — time that most recent alert was received.

Status — severity of most recent dert.

Logging — indicates whether logging is currently turned on.
Messages — tota number of aert messages received for this session.

7.3 Properties and Alert Message Logging
The following properties from log.prop are used to control the Alert Message Panel and dert message
logging behavior:

BringToFront — option to bring the Alert Pand to the front (on top of any open panels or
windows) when an aert message is received. Note that if the Ser Warnings option in the Alert
Panel is set and a critica message is received, the pop-up message will bring the Alert Panel to
the front even if the BringToFront parameter is false.

WriteTolL og — indicates whether aerts should be logged. Alerts are logged to afile if thisis set
to true.

LogDir — directory where the current (active) log fileis created. This directory must exist prior
to running the Client application.
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ArchiveDir — directory to which archived (old) log files are moved. This directory must exist
prior to running the Client goplication.

MaxAlertsToDisplay — buffer sze for the Alert Pand. This indicates how many messages are
kept on the scrollable panel. When the number of messages exceeds this amount, the earliest
messages are removed.

MaxL ogFileS ze — maximum output log file Sze in bytes. When the log file reaches this Sze and
SwitchLogFileAtMax is S&t to true, the current log file is closed and anew log file is Sarted.

SwitchLogFileAtMax — indicates whether a new log file should be sarted if the current log file's
szed resches the MaxLogFileSize.

Log files are automaticaly created with names of <UserlD>_ #.1og where <UserlD> is the UserlD the
Client is logged in under and “#’ is an automaticaly generated sequence number. When the Client
application isfirgt started, the LogDir is searched for any exiging log files. If any are found, the file with
the largest sequence number is checked to seeif it exceeds the MaxLogFileSize. 1f not, anew header
and derts are written to the file until it is full. Once the file is full (MaxLogFileSize reached) and if
SwitchLogFileAtMax is true, the log file is closed and moved to the ArchiveDir. The sequence
number is then incremented and anew log file is Sarted.

7.4 File Menu
The Fle Menu contains options for printing and exiting the Alert Message Pandl.

7.41 Page Setup Menu Option

The Page Setup menu option is used to specify printing options prior to printing dert messages. A
sample Page Setup dialog is shown in Figure 7-2. (platform specific? Try on Solaris). Specify print
options on this didog and dick OK to accept print option changes. Clicking Cancel resetsal print
optionsto previoudy sdected values.
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Page Setup |

— Paper
Size: [Letter (85 % 11 in) =]
Source: i.-‘-‘-.utu:u _ﬂ
— Orientation — Marginz [inches]

I1 Bight: |‘I"
i~ Landscape Top I1" Baottam: I'I"

' Partrait Left:

Cancel | Printer. .. |

Figure 7-2. Page Setup Dialog

7.4.2 Print Menu Option

The Print menu option is used to print dert messages. Sdecting Print causes the selected messages to
be printed. If no messages are selected, then dl the messagesin the Alert Messages Panel are printed.
Any combination of derts may aso be sdected for printing by CTRL-clicking the desired rows. Shift-
clicking dlows sdection of arange of derts.

7.4.3 Exit Menu Option

The Exit menu option is used to close the Alert Message Pand. Alerts will till be received and logged.
If critical aerts are received and the Set Warnings option is on, popup warning messages will ill be
generated. If the BringToFront in log.prop is s&t to true, the Alert Message Pand will automaticaly
resppear for any aert that is received regardless of severity.

7.5 Edit Menu

The Edit Menu contains options for deleting messages, selecting or unsdlecting messages, and setting the
warning levd.
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7.5.1 Delete Menu Option

The Delete menu option is used to remove dert messages from the Alert Message Pandl.  Sdlect the
dert message by clicking on the desired dert, and then sdect the Delete menu option. The Sdlect All
may be used to sdect al dert messages for deletion. Any combination of aerts may aso be sdected
for deletion by CTRL-dlicking the desred rows. Shift-clicking allows sdlection of arange of derts.
7.5.2 Select All Menu Option

The Sdect All menu option is used to highlight al messagesin the Alert Message Pandl. Sedlecting Print
or Delete while al messages are sdlected causes tha action to be performed on dl messages in the

pand.

7.5.3 Unselect All Menu Option

The Unsdlect All menu option is used to remove highlighting from al messages in the Alet Message
Pand.

7.5.4 Set Warnings Menu Option

The Set Warnings menu option is used to enable or disable the display of a critica warning didog box
every timeacritical adert messageisreceived. If acheck mark appears before the Set Warnings option,
then the option isenabled. A sample of acriticd dert didog is shown in Figure 7-3.

WARNING

& A Critical Alert has occurred at 20020334 2002817

Figure 7-3. Critical Alert Dialog

7.6 Log Menu
The Log Menu contains options related to logging dert messagesto afile.

7.6.1 Write Menu Option

The Write menu qgotion is used to enable or disable the writing of adert messages to a log file. This
option is preset by the WriteToLog property in the log.prop file. If acheck mark appears before the
Write option, then the option is enabled. The Logging fidd in the status bar also provides an indication
of whether or not logging is enabled.

7-5 452-UG-SWSl



Section 8. Scheduling

8.1 Introduction

This section contains a detailed description of how to use the SWS Client application to schedule SN
sarvices. It is not meant to be a comprehensve guide on how to schedule the SN or how to interface
with the NCCDS or DAS. For more detailed information, refer to the SN Users’ Guide (SNUG), the
NCCDS Operations Concept Document, the NCCDS System Requirements Document, the
NCCDS/MOC ICD, and the DAS/SWSI ICD.

8.2 Creating an NCC Schedule Add Request

The Create SAR Pand dlows the user to submit a Schedule Add Request to the NCC. The pand is
shown is Figure 81. A smilar pand is used for generating Alternate SARs (ASARS) and Replace
Reguests (RRs). A View SAR pand with the same layout is used for viewing previoudy submitted
schedule requests. A new SAR may be created by selecting the Create SAR option in the Scheduling
menu.
8.2.1 Main SAR Panel
The Create or View SAR Panel conssts of the following event-leve items

Message Class— SAR, ASAR, or RR.

Request ID — only appears when viewing previoudy submitted requests that have been assigned
a Request ID. The server assigns the Request ID after the SAR, ASAR, or RR has been
submitted.

ReferencedRequestiD — only appears for ASARS or RRs.  Refers to the Request ID of the
origina SAR or ASAR for which an ASAR or RR isbeing created.

Explanation — only appears when viewing previoudy submitted requests for which aresponsein
the form of a Schedule Result Message (SRM) has been received from NCCDS. Contains the
result and explanation codes for the last SRM received, along with atext explanation.

SUPIDEN — Support Identifier.

TDRS — TDRS name. For flexible scheduling this may be a TDRS set name consisting a group
of actual TDRSs. NCCDS determines which actua TDRS is scheduled for the event.

Priority — indicates reletive priority for thisevent. “1” isthe highest priority, “9” isthe lowest.
Nomind Event Start Time — requested event dart time.
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Plus Tolerance — amount of time after the Nomina Event Start Time that the event may actudly
be scheduled.

Minus Tolerance — amount of time before the Nomind Event Start Time that the event may
actually be scheduled.

Freeze Interva — amount of time before event sart time that the NCCDS will freeze requested
dart times and durations.  This gpplies only to SARs that specify flexible start times and
durations.

Use TSWs to condrain scheduling — congtrain scheduling according to a customer-supplied
TDRS Scheduling Window (TSW), which specifies time interva's when the customer spacecraft
is able to communicate with aTDRS.

Wait Lig if unscheduled — if SAR is submitted during Active Period, this flag requests that the
SAR be placed on await ligt in case it cannot otherwise be scheduled.

Mes=age Cla=s iR ReguestD 000000 Explan=bon
SUFDEHN B1294C3 'l ToRE 047 =1
RefemrcedRequast IO [ Frinnty i ]
T Protodwon Events ¥ BBD 0] I
Hame | Troe |_ Hommal Evant Sz Time [20oz [==a [oo k= |po _..Jﬂ
Lo hisF ﬂ
iz MAF
B2 WAR Fluz Talarants b0 o Bo | il I 1Jze TaWs fo consirain scheduling
B0 [ECT
BI1 AR :
=01 EETF Minus Talerance ho b Bo el I™ Wsit List A unscheciled
02 EETR
HI1 S5AF
HI3 384F Fraeza Fiava e ik
HOG SEaF
HI7 SEAF
Loz S8R k-]
Bamca Request
Futriher gsc | SewiceTwe | Momind Stan | MomirslDuration|  caM SESM | piTolerance | [Tokrance Win Dution |
1 &02 MAF [T (IR -
2 B0z WER neomng 0x3nno
=l
SEqCyE e LY Sl B | TEqIovE Al | ol Sendie Pam@Mmemrs. |
EubmA | Cance |

Figure 8-1. Create SAR Panel
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To specify sarvice-leve detalls when cregting a SAR, the user must firgt select a SUPIDEN, then select
whether a Prototype Event or individua services (SSCs) will be specified. Selecting Prototype Events
clears the Service Request list and causesthe list of available Prototype Event codes for that SUPIDEN
to be displayed. A single Prototype Event may then be selected and added to the request. The
Prototype Event code selected is displayed in the Service Request lit, but not the services that make up
the Prototype Event. Since SWS does not provide this information, the user must know what services
are included in the Prototype Event.

Sdecting SSC causes the ligt of available SSCsfor that SUPIDEN to be displayed. SSCs may then be
selected and added to the request. Services that are part of the request are listed in a tabular Service
Request area. Thistable shows the services and ther flexibility parameters. A service may be removed
from a request by sdecting the service and clicking the Remove button. All services may be removed
by dicking the Remove All button. Services must be listed in the order specified in Section 7.2.1.5 of
the NCCDS/MOC ICD. SWS dlows the services to be placed in any order, but NCCDS may reject
the request if the ordering specified in the ICD is not followed. Services may be reordered by selecting
a sarvice and dlicking the Move Up or Move Down buttons. For a normal event, the ordering is as
follows

1. All forward service SSCs.
2. All return service SSCs.
3. All tracking service SSCs.

For asgmulation event, the ordering is as follows:
1. Forward service no. 1 SSC.
Simulation service (EETF) SSC for forward service no. 1.
Forward service no. 2 SSC.
Simulation service SSC for forward service no. 2.
Forward service no. n SSC.
Smulation service SSC for forward service no. n.
Return service no. 1 SSC.

Smulation service (EETR) SSC for return service no. 1.

© © N o u &~ W DN

Return service no. 2 SSC.
10. Smulation service (EETR) SSC for return service no. 2.
11. Return service no. n SSC.

12. Smulation service (EETR) SSC for return service no. n.
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13. All tracking service SSCs.

8.2.2 Service Flexibility Parameters

The sarvice-leve flexibility parameters may be modified by selecting the service and dicking the Modify
Service button. This causes the subpand shown in Figure 8-2 to be displayed. The Nomina Duration
and Nomina Start are required standard parameters that specify the duration and relative art time for
the sarvice.  The five remaning parameters are optiona service-leve flexibility parameters that are
described in detail in Table 7-3 and in Appendix D of the NCCDS/MOC ICD.

_'-"'iEdit Service Flexibility Parameters
SURIDEN  B1284C3H Serice Number 01
S3C A0Z Fequest D [T Il
MNominal Start Moo sl
Mominal Duration fo b fo o k]
Flus Taolerance [_ I_I_' _ﬁiﬂ
Minus Tolerance l_ l_ i_- ﬁi_‘ﬂ
[ Minimum Duration | N N ﬂﬂ
[T Coupled Service Murmber (CSM) |
[T Semice Bounded By Service Mumber (SESM) ]
Update | Cancel |

Figure 8-2. Service-level Flexibility Parameters

8.2.3 Service Parameters

Theinitid vaues of the parameters of a service may be viewed and edited by selecting the service and
cicking the Parameters button. This causes a window similar to that shown in Figure 83 to be
displayed. Thelist of parameters shown is dependent on the type of service. The window conssts of a
heeder that identifies the service and a split pane, with Fixed (non-editable) Parameters in the top half,
Respecifiable (editable) Parametersin the bottom half, and a splitter bar separating the two. The splitter
bar can be moved to display more or less of the Fixed Parameters or Respecifiable Parameters.
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& MAF Schedulable Parameters
SURPIDER B1294C5 55C AD1 Type MAF

Fixed Parameters

Maximuim Data Rate [1000 hps

Liser Interface Channel |L04

Respecifiable Parameters

TSW Set D | |
Liser Despun Antenna Type |MHo type & Motype ¢ Type2 © Type
Data Rate | 125 125 bps
Receive Fregquency 210640410 |210640419 10 Hz

DupplerCDmpenSatinnRequiredl\'e:a i~ Mo+ Yes
save | Ciear || cancel |

Figure 8-3. Service Parameter Values

When the window first gppears, the header contains a notice in red saying, “Default values requested”.
The Client then requests the default initid SSC values from the server. Once the vaues are received,
the window is updated and the header is changed to say, “Defaults received” in green (as shown in
Figure 83). If the parameters have been previoudy edited for this service request, then the header is
ingtead changed to say, “Exigting vaues shown” in ydlow. The user may then edit the initid vaues and
make the parameter value changes that apply to this service request. The current noneditable values
are shown in the left column for reference. Changes are made by editing the vaues in the right column.
By holding the cursor over an editable numeric text box, the user can digplay the vaid range of vaues
for that parameter. Thisis shown as a popup tooltip.

After making the desired changes, click the Save button to save the changes or click the Cancel button
to discard the changes. The Clear button will reset dl the parameter values to their SSC default values,
dlowing the user to sart over. Thisis true even when coning or replacing a SAR, which meansthat dl
the cloned vaues may belost. Clicking Save causes dl the changes to be vaidated and saved for the
selected sarvice. Vdidation includes format checks (i.e., making sure that the input can be parsed as
numbers) and limit checks. Failed validation causes a popup message to be digplayed identifying the
parameter thet failed and why. If the limit checks failed, the limits will be displayed aswell. The user is
then requested to correct the input before it can be saved. Saving the parameter values does not submit
the request. The user can proceed to edit the parameters of other services or, if finished, to submit the
request using the Submit button on the main SAR Pandl.
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8.2.4 Submitting a Schedule Request

Once the user hasfinished entering dl the information for a schedule request, the request is submitted by
clicking on the Submit button. This causes the request to be sent to the server, where a unique Request
ID is assgned and the message is formatted for transmission to the NCCDS. Alerts are generated by
the server for each step in the message exchange that results in the request either being reected, or
granted and placed on the active schedule. The Alert Message Pand may be used to monitor the
progress of this exchange.

Following isatypica sequence of events for a successfully scheduled active period request:
1. Theschedule request is transmitted to the NCC.

2. The NCC responds with an SRM indicating that the request has been accepted and queued
for processing.

3. The NCC sends another SRM indicating that the request has been granted.

4. The NCC sends a User Schedule Message (USM), which provides details about the newly
scheduled event. The SWSl server uses this information to add the event to the Active
Schedule in the SWSI database.

Following isatypical sequence of events for aforecast period request:
1. Thescheduleregquest istransmitted to the NCC.

2. The NCC responds with an SRM indicating that the request has been accepted and queued
for processing.

Since the request was made during the forecast period, no response will be received as to whether the
request was granted or rejected until the NCC performs a batch scheduling run and activates a new
schedule. When that happens, the NCC will send an SRM indicating whether the request was granted
or rgjected, dong with aUSM that SWSl uses to add the event to the Active Schedule.

Following isatypica set of dertsfor the case where a schedule request is successtully granted:

SAR 1D #0100845, SUPIDEN T8603EE transmitted to NCC

SRM received for SAR ID #100845, SUPIDEN T8603EE: Queued, use of TSWs not requested or not applicable

SRM received for SAR |D #100845, SUPIDEN T8603EE: Granted, fitsin newest TSWs, based on customer
request

Fixed Normal USM received for Event |D #100845, SUPIDEN T8603EE, TDE, Start Time 02/295 05:10:00

In this case, snce the request was successful, dl the aerts are of green (Information) severity.
Following is a case where arequest is rejected:

SAR ID #0102790, SUPIDEN D8603WD transmitted to NCC
SRM received for SAR ID #102790, SUPIDEN D8603WD: Rejected: Requested event start too close to current
time
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The SRM dert is of yelow (Warning) severity to indicate that there was a problem with the request
such that iswasn't granted.

The SWS server generates an aert for dl SRMs and USMs received from NCCDS.  The explanations
shown in the SRM dert are the same asis described in Table 7-5, Valid SRM Result and Explanation

Code Combinations inthe NCCDS/MOC ICD.

8.2.5 Error Alerts

Liged in Table 81 are derts indicating that a problem occurred in transmitting a schedule request

outside of anormal rejection by NCCDS.

Table 8-1. Schedule Request Error Alerts

Error Alert Message Severity Explanation

Error transmitting SAR ID #xxxxxxx, SUPIDEN xxxxxxx | Yellow There was an error in transmitting the message to NCCDS. The

to NCC, will retry later message is saved and transmission will be attempted later.
Another alert will be displayed when transmission is successful.

Unable to connect to NCC, will attempt later to send Yellow There was a problem connecting to the NCCDS. The message is

SAR ID #xxxxxxx, SUPIDEN Xxxxxxx saved and transmission will be attempted later. Another alert will
be displayed when transmission is successful.

Schedule Request ID #xxxxxxx invalid: Unable to find Red The SWSI database has not been properly configured for the SIC.

Schedule Connection entry for SIC The message is dropped. The SWSI DBA at DSMC should be
contacted to correct the error.

Schedule Request ID #xxxxxxx invalid: <reason for Red The Schedule Request is not properly formatted and will be

invalid request> dropped. This error should not occur and is an indication of a SWSI
software error. SWSI development support should be notified.

8.3 DAS Resource Availability Request

TBS

8.4 Creating a DAS Resource Allocation Request (RAR)

TBS

8.5 DAS Playback Planning
TBS

8.6 Schedule Request Summary

The Schedule Request Summary Pand displays the previous schedule requests submitted for dl SICs
for which the user is authorized and has selected to be active for this sesson. The number of requests
displayed is dependent on the Schedule Request purge time discussed in Section 3.1. The pand is
shown in Figure 84. A summary of each request is shown in tabular form. The pand is displayed by
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sdecting the Schedule Request Summary option in the Scheduling menu. The pand initidly appears with
the Reload button disabled and labeled Data Requested. Once the data is received from the server,
the pand is updated to display the data and the Reload button is enabled and labeled Reload. If the
Reload button is pressed, it gets disabled and relabeled Data Requested until the latest datais received.

f;Schedule Requests Summary at 20024318 00:30:57
! Page Setup | Print Al | Reload |
Start Time Reguest ID SUFIDEN | TORS Msg Class RefReq.ID Status Creation Time I
2002/293 21:44:00 2204 B1234C5 171 SAR ] Deleted 2002i291 16:17:699 ii
2002/294 31:45:00 2207 B1284C8 171 SAR a Deleted 2002291 16:18:48
2209 B1284CS SOR 2207 NCCRQueued 2002291 16:19:40
2002/295 17:55:00 2330 B1234M5 TODS SAR a Rejected 2002/291 18:35:47
2002/294 20:00:00 2458 B1294M5 TDE SAR 1] Completed 2002294 17:05:00
2002/294 20:05:00 2460 B1294MS TDE SAR ] Completed 2002294 174627
2002/294 20:05:01 2463 B1234EE TOE SAR a Rejected 2002294 18:20:43
20027294 20:05:01 2464 B1294EE TOE SAR 1] Completed 2002294 18:21:38
20027294 21:00:00 2470 B1234EE TDE SAR 1] Completed 2002i294 18:39:03
2002/294 31:01:00 2472 B1234EE TOE SAR a Completed 2002294 18:12:08 o
Wiew | Delete | Clane Generate Replace Generate Alternate | Generate Vait List
7 | MGG
Resubrnit Close | View- DAS
ALl

Figure 8-4. Schedule Request Summary Panel

The pand title shows the time at which the latest data was retrieved from the SWSI database, or will
have no time tag if datais yet to be recelved. It should be understood that requests made after the time
in the title will not beincluded in the display. To view the latest data, a Reload must be performed.

Requests are initidly sorted by Start Time. Data can be resorted by clicking on any column header.
The columns are initidly ordered as shown in Figure 84. Columns can be re-ordered by dragging a
column header with the mouse. Once re-ordered, the new order remains in effect until the window is
closed. Requesting updated data with the Reload button does not change the column order.

All previoudy submitted schedule requests are displayed when the pand is first opened. Users can
sdlect to view only NCC or DAS requests, or switch back to viewing dl requests by using the View
radio button and sdecting NCC, DAS, or ALL, respectivdy. Thiswill filter the exigting list of requests,
but not display the latest data. Clicking the Reload button is required to retrieve the latest data.

The panel congds of the following items:
Sat Time— requested gtart time for the event.

Request ID — unique identifier assgned by the SWSl server prior to transmission to NCC or
DAS.
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SUPIDEN — Support Identifier. SIC isdisplayed instead of SUPIDEN for DAS requests.

TDRS — TDRS name. For flexible scheduling this may be a TDRS set name congsting a group
of actual TDRSs. NCCDS determines which actua TDRS is scheduled for the event.

Msg Class — class of request message. The list of valid message classesis shown in Table 8-2.

Ref. Reg. ID —for ASARSs, RRs, Schedule Delete Requests (SDRs), and Wait List Requests
(WLRs), the Request ID of the origind request that is being referred to.

Status — Satus of the request. The ligt of valid Status values and their meanings is shown in

Table 8-3.

Creation Time — the date and time that the request was crested by an authorized user.

Table 8-2. Message Class Values

Message

Class Description System
SAR Schedule Add Request NCC
SDR Schedule Delete Request NCC
RR Replace Request NCC
ASAR Alternate Schedule Add Request NCC
WLR Wait List Request NCC
RAR Resource Allocation Request DAS
RADR Resource Allocation Deletion Request DAS
RAMR Resource Allocation Modification Request DAS
PBKR Playback Request DAS
PBKDR Playback Deletion Request DAS
PBKMR Playback Modification Request DAS

Table 8-3. Request Status Values

Status Meaning

Saved Request has been stored into the SWSI database.

Queued Request has been queued for transmission to NCC or DAS.

Transmitted Request has been transmitted to NCC or DAS.

Granted Request has been granted (i.e., accepted into the active schedule)

Declined NCC has declined request due to conflict.

Rejected NCC has rejected request for some reason.

NCCQueued Request has been queued by NCC and is waiting to be processed. If request
submitted for forecast period, it will remain in queue until batch processing
performed and schedule activated.

Waitlisted Request has been placed on the NCC wait list.

Deleted NCC, DAS, or an authorized SWSI user has deleted request.

Completed NCC event has occurred and is complete.

Expired NCC request start time has passed without the request being scheduled.

Pending Request has been queued by DAS.

Invalid NCC request has been rejected by SWSI server because of software error or
SWSI database not being properly configured.
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The buttons in the lower portion of the pand are enabled or disabled, depending upon which request is
sdlected and what the Satus of the sdected request is. The following button descriptions assume that
the selected request enables the button.

8.6.1 Viewing a Request

To view the detals of an individud request, sdect the request and click the View button. The
appropriate pane will display the contents of the selected request. For request other than delete
requests (SDR, RADR, or PBKDR), this pand will look smilar to the pand that was used to create the
request, but without the ability to edit or sibmit. Click the Cancel or Close button in the pand that
displays the request to close that pand. For delete requests, the display pand shows request
identification information, the request’s status, and an explanation of any datus codes. Figure 85
shows the panel for an SDR. Displays of RADRs and PBKDRs look similar.

For a view SDR, the Client application aready has dl the information needed to display to the user.
For dl other types of requests, the Client must first retrieve the request details from the SWS database.
A pop-up window appears with the title “Details Requested” and text indicating the ID of the request
being retrieved. Once the details are received, the pop-up message is removed and the gppropriate
pand detalling the request is displayed. Similar Client behavior occurs for the Clone, Generate
Replace, Generate Alternate, and Generate Wait List buttons.

= Delete Request [ _ O]

Reguest 1D 0002209 Explanation

[26/66) Oueuesd, use of T3Ws not
requested or not applicable

ReferencedRequest D oo0z220v

SUPIDEM B1294C5

Close |

Figure 8-5. View Schedule Delete Request Panel

8.6.2 Deleting a Request

All requests other than SDR, WLR, RADR, or PBKDR may be ddeted if the request status is
Transmitted, Granted, NCCQueued, or Waitlisted. The user may delete a request by sdecting the
request and clicking the Delete button. A didog box appears asking for confirmation of the delete
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request. Clicking Yes causes a ddetion request (SDR, RADR, or PBKDR) to be generated and
transmitted to NCC or DAS, and a pop-up box saying “Deletion request sent” to be displayed.

For SDRs transmitted to NCC, the same types of derts that appear for a SAR will dso be generated
for an SDR; i.e,, the SDR was tranamitted, an SRM was received, etc. If the SDR is “accepted”, an
SRM will be recaeived indicating that the referenced request is being deleted. However, the only SRM
receved for the SDR itsdf is one indicating that the SDR has been queued for processing
(NCCQueued). The SDR therefore remains forever in an NCCQueued state from a SWSl standpoint,
even though the SDR may have been successfully processed.

Deleting a request does not cause it to be removed from the Schedule Request Summary. When the
SDR is accepted, the status of the deleted request is Smply updated to Deleted.

8.6.3 Cloning a Request

SARs and RARs may be cloned by sdecting the request and pressing the Clone button. The Client
retrieves the request details and a SAR or RAR panel is displayed with those details prefilled. The user
can then make any desired changes, such as to the Event Start Time, and submit the request as a new
SAR or RAR. Note that care should be taken with the respecifiable parameter display for a cloned
SAR. The Clear button on the parameter display will reset dl the parameter values back to the SSC
default vaues, and not the original SAR’ s parameter values.

8.6.4 Replacing a Request

All requests other than SDR, WLR, RADR, and PBKDR may be replaced if the request status is
Transmitted, Granted, NCCQueued, or Waitlisted. The user may replace a request by sdecting the
request and clicking the Generate Replace button. The Client retrieves the request details and displays
the appropriate pand with the reference ID set to the selected request and the request details set to the
referenced request’s details. The pane will look smilar to the pand that was used to create the
referenced request, but with a reference ID set.  The user can then edit the details and submit the
replace request.

For NCC RRs, if the RR is granted, then the RR inherits the message class and reference request 1D of
the request that it replaced. For example, an RR that replaced an SAR will show up in the Schedule
Reguest Summary Pandl as a SAR &fter it has been granted. An RR that replaced an ASAR will show
up as an ASAR with the same reference request ID asthe ASAR that it replaced.

8.6.5 Generating an Alternate SAR

SARs, RRs, and other ASARs with a status of NCCQueued may have an Alternate SAR generated
agang them. The user may generate an ASAR by sdecting the request and clicking the Generate
Alternate button. The Client retrieves the request details and digplays a Create Alternate SAR Panel
with the reference ID set to the selected request and the request details set to the reference request
detalls. The user can then edit the details and submit the ASAR. If an ASAR is granted, then the
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message class is changed by the SWS server to SAR and it will gppear as such in the Schedule
Request Summary Pandl.

8.6.6 Generating a Wait List Request

SARSs that have been declined may be waitlisted. The user sdects the request and clicks Generate
Wait List. The pand shown in Figure 8-6 is displayed. The Referenced Request ID is autometicaly
st to the Request ID of the referenced request. The user enters the Expiration Time.  If thistime is
reached without successful scheduling of the request on the Wait Lig, the request is removed from the
Wait List and an SRM is sent by NCC to indicate that the wait listing process did not result in an event
being added to the schedule.

E%g Create Wait Lizt Hequest M=] E3

Regquest D GEEEGEE Explanation

Referenced RequestIDr 0001642

SUPIDEM  AO0338CS

Expiration Time 2001 [324 22/[18 22 4| W
sunmit || cancel |

Figure 8-6. Create Wait List Request Panel

8.6.7 Resubmitting a Request

If a previoudy submitted request should be lost before it is received and processed by NCCDS, the
Client gpplication alows resubmisson of the request with the same Request ID. The user sdects the
request and clicks Resubmit. A pop-up message will be displayed saying that the request was
resubmitted.

8.7 Active Schedule Summary

The Active Schedule Summary Pand displays al the requests accepted by NCC and/or DAS and
scheduled to occur in the future for al SICs for which the user is authorized and has sdlected to be
active for this sesson. The pand is shown in Figure8-7. A summary of each event is shown in tabular
form. The pand is displayed by sdecting the Active Schedule Summary option in the Scheduling menu.
The pand initidly gppears with the Reload button dissbled and labeled Data Requested. Once the
data is received from the server, the pand is updated to display the data and the Reload button is

812 452-UG-SWSl



enabled and labeled Reload. |If the Reload button is pressed, it gets disabled and relabeled Data
Requested until the latest detais received.

The panel title shows the time a which the latest data was retrieved from the SWSI database, or will
have no time tag if datais yet to be received. 1t should be understood that requests made after the time
in thetitle will not beincluded in the display. To view the latest data, a Reload must be performed.

Data for NCC and DAS events are sent separately from the SWSl server to the Client. The SWSI

server maintains the schedule of NCC active events, while the schedule of DAS active events is

maintained by and obtained from DAS. If only part of the data has been received, the title will include a
comment to that effect. Users can select to view only NCC or DAS events, or switch back to viewing
al events by usng the View radio button and sdecting NCC, DAS, or ALL, respectively. Thiswill filter
the exiging lig of events, but not disolay the latest data.  Clicking the Reload button is required to
retrieve the latest data.

“_"_ﬂ-.r.riue Schedule Summarp [MCC onlp data received] at 2002/ 2 D0-43:02
Fage Satup | Prnt &l I Faload I
Fe... Ewenl Hurnberof | Prolobpe S-Band k- Brarid
VR Brart Tima Soop Time |u] SLFIDEN TORES LIGM Trna Benitas Evar IR Frl Gl PH Coida
BO0MHA00:49:00  POOMM A A300  Di02IE  B1294EE TDE Fizzd-Premium [ I nz o2 ﬂ
2002r31 3 0L:4500 200231 B 051 5:00 M 023z B1294C5 TQE Frad-Homal - |2 0z o2
2002319 DE:45:00 2002031 B 071 500 0102320  B139dcS TOE Figad-Hormal - |2 0z 1]
[002HS 07 45:00  [ROOZH B 0AA 500 (0102333 B4 29425 TOE Fivad-Mormal |2 [ o2
20027318 09:45:00  [Z00Z31810:1 5:00 0102334  B1294C3 TOE Fred-Homal - |2 0z o2
OO0 S 10:4500  [EO023 8414 500 0102325  B{ 29425 TOE Fiomd-Hormal [ 0z 1]
2002731 24500 2002031 B 134 5:00 0102337  Bi3194C8 TOE Frzad-Homnal |2 0z o3
200213191 3:45:00 2002131 8141 5:00 0102338 B1394c5 [TOE Fixed-Hormal 2 nz o3
[OO2HE 154500 [ROOAHBAG1500 (402341 B4 29405 TOE Fivad-Mormal |2 [ o2
20027319 16:45:00  [200Z318 171 5:00 0102342  B1294C8 TOE Frad-Homnal - |2 0z o2
(2002314 1 B:45:00 (2002434 B 1 94 5:00 01 02344 Bi 29425 [TOE Fix=d-Hormal |2 [P 1] -
PG
Display Bervice I Daleda I Generals Replace | Close | Sawe | View: © DAE
i+ BLL

Figure 8-7. Active Schedule Summary Panel

Events are initidly sorted by Start Time. Data can be resorted by clicking on any column header. The
columns are initidly ordered as shown in Figure 8-7. Columns can be re-ordered by dragging a column
header with the mouse. Once re-ordered, the new order remains in effect until the window is closed.
Requesting updated data with the Reload button does not change the column order.

If an event isin progress, the background of that event is colored green. The Generate Replace button
is disabled for ongoing events.

The pand congsts of the following items:

Pend D/R — indicates whether an NCC event is pending deletion or replacement. Pending
means that an SDR or RR is either queued by SWSI for transmission to NCC, or has dready
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been tranamitted by SWS, but that a response has not yet been recaeived from NCCDS. If an
SDRor RRispending, a“D” or “R” isdisplayed in this column.

Start Time— gart time for the event.
Stop Time - stop time for the event.

Event ID — used by NCC or DAS to uniquedly identify the event. The Event ID isidenticd to
the Request ID of the original request that was generated to request service. For events
scheduled by an NCC operator, it is in the range 9,000,000 to 9,999,999. For events
scheduled by a DAS operator, it isin the range 8,900,000 — 8,999,999.

SUPIDEN — Support Identifier. SIC is displayed instead of SUPIDEN for DAS events.
TDRS - TDRS name.

USM Type — in NCC terminology, the type of User Schedule Message (USM) received from
NCC that was used to describe the event. DAS does not generate USMss, but the DAS event
type (DASMAR or DASPBK) is nonethdess liged in this column. The lig of vaid USM
Typesisshown in Table 8-4.

Number of Services— number of services associated with this event.
Prototype Event ID —for NCC events scheduled using a Prototype Event.
S-Band PN Code — PN code assgnment received from NCC only.
K-Band PN Code - PN code assignment received from NCC only.

Table 8-4. USM Type Values

USM Type Description

Fixed-Normal NCC Normal Support, Fixed Schedule
Fixed-Premium NCC Premium Support, Fixed Schedule
Fixed-Sim NCC Simulation Support, Fixed Schedule
Flexible-Normal NCC Normal Support, Flexible Schedule
Flexible-Sim NCC Simulation Support, Flexible Schedule
DASMAR DAS MAR Service

DASPBK DAS Playback Event

For NCC services, the FHexible USMs differ from the Fixed USMs in that some of the parameter vaues
have not been findized. Which parameters are not finalized depends on whet flexibility was specified in
the origina request. For example, if a TDRS set name was specified rather than an individua TDRS,
then the actual TDRS that will be usad to support the event may not be findlized. The same rule applies
to the Single Access (SA) Antenna, User Interface Channel 1D, Event Start Time, Service Start Times,
and Service Stop Times. At the Freeze Time specified by the user, the NCCDS will findize dl these
parameters and tranamit a Fixed USM. Refer to Section 7 of the NCCDS/MOC ICD for further
information on how to use flexible scheduling.
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The buttons in the lower portion of the pand are enabled or disabled, depending upon which event is
selected and whether that event has a pending SDR or RR, or if that event is ongoing. The following
button descriptions assume that the selected event enables the button.

8.7.1 Displaying Event Service Details

To view the sarvice detalls of an individua event, select the event and dlick the Display Service button.
The pand shown in Figure 8-8 is displayed for events other than a DAS Playback Request (DASPBK).
The columns are initidly ordered as shown in Figure 8-8. Columns can be re-ordered by dragging a
column header with the mouse.

The items displayed in the top portion of the pand are event-levd detals inherited from the Active
Schedule Summary Pandl. The remainder of the pand contains aligt of services for the event with the
following detals

Service Type — type of service

SSC — Service Specification Code used to schedule the service.
Start Time— dart time for the service.

Stop Time— stop time for the service.

Link ID — antenna number for Single Access (SA) service, or Link ID for Multiple Access
Return (MAR) sarvice.

_"=_ Service Display at 2002/318 00:43:29

5upidenl51294c5 E'-.fer‘ltIDiEHEIESSﬁ

Start Time|2002/318 10:45:00 TDRS|TDE
Stop Time|2002/318 11:16:00 Prototype D)
S-Band PN CDHEE

K-Band PN CDdE[EE

Semice Type S5 I Start Time Stop Time Link 1D
SSAF HO1 20025318 10:45:00 (20020318 11:15:00 2 -
SEAR Loz 20025318 10:45:00 I2E|E|2131 g 11:15:00 2

Farameters... HEREraE EEE =S = = Close
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Figure 8-8. Event Service Display

The following buttons allows specific actions to be performed on sdlected services:

Parameters — view sarvice parameter values. A pane smilar to the Service Parameter panel
shown in Figure 8 3 isdisplayed. Only one column will appear for the respecifiable parameters
and editing of the parameter values will be disabled.

Generate GCMR — endbled only for ongoing services. Sdecting a service and dicking this
button will cause a Ground Control Message Request (GCMR) menu to be displayed, alowing
the user to reconfigure the service. The menu pand varies depending on whether the selected
sarvice is an NCC or a DAS MAR servicee GCMRs may aso be initiated through the User
Performance Data (UPD) Summary Pand. GCMRs are described in detail in Section 10.

View Trangtions- TBS

8.7.2 Deleting an Event

Events may be ddeted in the same way that schedule requests are deleted trough the Schedule
Request Summary Pand. Only events that are not dready pending deletion or replacement may be
deleted. Ongoing events may be ddeted, resulting in early termination of service.

An event is deleted by sdecting it and dicking the Delete button. A dialog box appears asking for
confirmation of the delete request. Clicking Yes causes a deletion request (SDR, RADR, or PBKDR)
to be generated and transmitted to NCC or DAS, and a pop-up box saying “Deletion request sent” to
be displayed.

For SDRs transmitted to NCC, the same types of derts that appear for an SDR that gppear for an
SDR generated via the Schedule Request Summary Panedl; i.e., the SDR was transmitted, an SRM was
received, etc. If the SDR is*accepted”, an SRM will be received indicating that the referenced event is
being deleted. The origind SAR that requested this event will appear in the Schedule Request Summary
Pand with a status of Deleted. On the next Reload of the Active Schedule Summary Pand, the event
will no longer be listed.

8.7.3 Replacing an Event

Events may be replaced in the same way that schedule requests are replaced through the Schedule
Request Summary Pand. Only events that are not dready pending deletion or replacement may be
replaced. Ongoing events or events scheduled by the NCC operator may not be replaced.

An event is replaced by sdlecting it and dlicking the Generate Replace button. The Client retrievesthe
associated request details and displays the appropriate pand with the reference ID set to the selected
request and the request details set to the referenced request’ s details. The pand will look smilar to the
pane that was used to creste the referenced request, but with a reference ID set. The user can then
edit the details and submit the replace request.
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For events scheduled by an NCC operator, no details for the associated requests for these events will
exist in the SWSl database. For these cases, the response to a Generate Replace will be a pop-up
window with the following message:

SWSI does not have any record of this request.
The reference request may have been submitted
directly through the NCC.

Please contact the NCC directly
to submit this Replace Request.

8.7.4 Saving the Active Schedule to a File

The Save button alows the user to save the Active Schedule Summary to a Comma Separated Vaues
(CSv) file. The deta is written to the file in order of Event Start Time. The fird line of the fileis a
header line, amilar to the table header, documenting the order of the vauesin each subsequent line. The
location of the output file is set by the user through a standard file chooser. Following is the contents of
asample output file:

Pendi ng, start, st op, event | D, SUPI DEN, TDRS, usnilype, nunber O Ser vi ces, pr ot ot ypel D, sBandPNc
ode, kBandPNcode
, 1999/ 181 01:00: 00, 2002/ 340 15:42:11,0011820, A3782M5, TDW Fi xed- Normal , 2, , 04, 04
, 2001/ 289 00: 10: 00, 2002/ 340 15:42:11, 0000073, B1419CS, TDW Fi xed- Noral , 2, , 04, 04
D, 2001/ 289 01:11:11, 2002/ 340 15:42:11, 3794208, AO338EE, 047, Fi xed-Nornmal ,1, ,4 ,4

This process is manud and only event-level details are provided when saving the active schedule to a
file. An automated process adso exids to save event-leve detalls as well as service-leve details and
parameter values. This process is described in detail in Section 8.8.

8.8 Active Schedule File Storage

SWS has the capatiility to automaticaly store a file containing dl information for an Active Schedule,
induding sarvice-leve information and parameter vaues, in atext file on the Client workstation. When
the user is logged in and the Client connected to the SWSl server, the Client will receive Active
Schedule updates for al SICs for which the user is authorized and has selected to be active for that
sesson. The parameters for this process, including how dten the file is updated and what it should
contain, are stored in the SWSl database. The initia settings for these parameters are established
during the customer setup process described in Section 3.1 and are changed as needed by the SWS
DBA in coordination with the cusomer. Regardless of the parameter settings, the current Active
Schedule is updated on the Client workstation whenever the user logsin.

Thefollowing propertiesin log.prop control Active Schedule file storage behavior:

asEnable — defines whether the Active Schedules received automaticaly from the SWS server
are written to files.
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asOutputPath — directory where Active Schedule files recaived automaticdly from the SWSI
sarver are stored. If asEnable isfalse, this property has no effect.

Active Schedule filenames are of the form:

<MODE>_<SystemID> <SIC>_adf.txt

Where:
MODE = OPS or EIF
SystemID = NCC or DAS
SIC = Support Identification Code

The MODE is the same mode, operations or test (EIF), sdected a login time. Separate files are
written for schedules received from NCC and DA S for each SIC.

The files are overwritten with each update. A cooperative file access protocol usng a semaphorefileis
used to guard againgt problems caused when both the SWSI Client and a user gpplicationtry to access
the file a the sametime. Before the SWS Client writes thefile, it triesto create anew “lock” file. The
file naming is the same as for the active schedule file itsdf, except that the postfix “lock” is used. For
exanple, the eactive schedule file OPS NCC 1294 asftxt has a lock file named
OPS NCC 1294 adf.lock associated with it. This lock file is written to the same directory that the
active schedule file is written to. 1f a new lock file is successfully created, the SWSl Client writes the
active schedule file. Once the file is written, the lock file is deleted. Any user gpplication reading the
active schedule files should do the same; i.e,, check for and create a lock file before reading the active
schedule file and deleting the lock file after completing the read. If the lock file aready exidts, the user
application needs to wait until the lock file disappears.

Regarding a crashed SWS Client or user gpplication, the file lock written by the SWS Client has asits
contents the word “SWS”. If the SWS Client crashes, it is responsible for clearing the file lock when
it is executed again. If the user gpplication is reading the active schedule file, the word “USER” should
be written to the lock file. If the user gpplication crashes, the user is responsble for clearing the file lock
when it is executed again.

The format of the Active Schedule file is described in detall in Appendix B for NCC events and in
Appendix C for DAS events.

8.9 TDRS Scheduling Window (TSWs)

SWS is unable to create TSWSs, but has the capability of transmitting user-created TSW files to the
NCC through the TDRS Scheduling Window (TSW) menu option under the NCC submenu under the
Scheduling menu. A standard file chooser is displayed, dlowing the user to browse directories and
sdlect the TSW file to be transmitted. A user is only dlowed to submit TSWs for SICs for which the
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user is authorized and has selected to be active for this session. If an attempt is made to send a TSW
for some other SIC, the error didog shown in Figure 8-9 is displayed.

Unzupported SIC I

Q The SIC of 1419 found in the fils:
Clitswel 1419

iz nat inthe list of supported NCC SICs for this user.
TSWWs not sent!

Figure 8-9. TSW Unsupported SIC Dialog

Once a vdid file has been sdected, the confirmation didog box shown in Figure 810 is displayed.
Information from thefile, including SIC, TSW Set 1D, and Timespan, alows the user to verify that thisis
the correct fileto send. If the information is correct, the user clicks OK and thefile is sent to the SWS
server for transmisson. The didog box shown in Figure 8-11 appears when thisis complete.

Confifm SIE |

l@ The TSW file: C:by Documerts (Don't BackupiTom®ark Stuffillsers Guidetzwl 1294
haz a SIC of: 1294
a TS Set ID of: LST4SAVIEYY
ahd covers the timespan of:
02080030000 - 02075031 500
If this infarmation iz correct,
press Ok to zend the file.

Cancel |

Figure 8-10. TSW File Confirmation Dialog

TSW File Sent

-
‘\1‘) The T=W file has been sent to the server.
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Figure 8-11. TSW File Sent Dialog

If tranamisson of the TSW to NCC is successful, a green Information dert is recaived, smilar to the
fallowing:

TSW File TS12942002335_193814, SUPIDEN B1294MS, TDRS TDW, Set ID LST4SAVIEW transmitted to NCC

The TSW filename isa SWSl server-generated name based on the date and time of file creation and the
SIC and has no relation to the name of the file selected by the user. No response is received from the
NCC acknowledging receipt of the TSW, asis the case with an SRM for a Schedule Request.

If the SWSl server is unable to connect to the NCC to tranamit the message, aydlow Warning dert is
received, Smilar to the following:

Unable to connect to NCC, will attempt later to send TSW File TS12942002335_193814, SUPIDEN B1294MS,
TDRSTDW, Set ID LST4SAVIEW

The TSW file should follow the same format as the TSW message described in Table 712 of the
NCCDS/MOC ICD, with the exception of the following items:

Message ID (item 2) — automdticaly generated by the SWS server.

User ID (item 5) — stored in the SWSl database and automaticaly inserted into the message by
the SWS sarver.

Password (item 6) — stored in the SWS database and automaticaly inserted into the message
by the SWS server.
Theseitems may be left blank in the TSW file provided to the SWSI Client.

The TSW undergoes vdidation checks before transmisson to NCC. A ydlow Warning dert is
received if the vaidation check fals, with an dert message sating “TSW File Invalid” and areason for
falure. Table 8-5 ligsthe adert messages received due to an invaid TSW.

Table 8-5. Invalid TSW Alerts

Error Alert Message Explanation

TSW File xxxx invalid: file too large (max size 8600 bytes) | The maximum allowed size for a TSW file has been exceeded.

TSW File xxxx invalid: invalid size The file size is less than the minimum size. There isn’t even
enough data for a header (items 1-11).

TSW File xxxx invalid: invalid message type The Message Type (item 1) should be “99".

TSW File xxxx invalid: invalid message class The Message Class (item 3) should be “25".

TSW File xxxx invalid: invalid Timespan Start The Timespan Start (Item 9) is not a valid format
(YYDDDHHMMSS).

TSW File xxxx invalid: invalid Timespan End The Timespan End (Item 10) is not a valid format
(YYDDDHHMMSS).

TSW File xxxx invalid: TSW count/message length The file is not the correct length based on the Number of TSWs

mismatch (item 11).
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8.10 Printing

Options are available for the user to print either the Schedule Request Summary or the Active Schedule.
This can be done usng either the Print submenu under the Scheduling menu, or by dicking the Print
All button in the respective summary pand. When the print request is submitted by ether method, the
Client sends aprint request to the SWS server and the didog shown if Figure 8-12 appears. After the

server responds with the results, a platform-dependent print dialog will gppear to dlow the user to print
the results.

Detailz Requested

r@ Details for the printaut
have been requested.

Figure 8-12. Print Details Requested Dialog
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Section 9. Performance Data Monitoring

9.1 Introduction

Performance data encompasses al red-time messages sent by NCCDS to SWSI during an ongoing
event, including User Performance Data (UPD) messages, Return Channel Time Delay (RCTD)
measurements, Time Transfer Messages (TTM), and Acquigtion Falure Notification (AFN). These
messages are generated from within the NCCDS by the Communications and Control Segment (CCS).

CCS dlows customers to sdectively enable and disable performance data transmisson. SWS

configures its interface with CCS such that performance data is aways enabled for dl missons that it
supports. Whether a SWS user actualy sees the data is dependent on whether the appropriate UPD
pands using the Client software are opened. There is a condition that may occur in the communication
between SWSI and CCS where performance data may not be transmitted even though an event may be
ongoing. In this case, the user will need to contact NCCDS operations personnd a the DSMC to
ensure that the Site associated with their mission has been configured as“up” on CCS.

9.2 User Performance Data Summary

The UPD Summary Pand provides a summary of al ongoing services for which UPD messages are
being received for dl SICsfor which the user is authorized and has salected to be active for this sesson.
A sample pand is shown in Figure 3-1. The pane is displayed by sdlecting the UPDs menu option in
the Control/Monitor menu.

E%User Performance Data Summary |- (O] =]
Time |  supiDEMEIC | Status Service | TDRS | UnkEventio | SubmitGomR
2002/010 20:30:55 | B1294EE . SMAR DG |TOH o1
2002010 20:30:55 | B1294EE | Good SMaF [ToH I
Close |

Figure 9-1. UPD Summary Panel
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A summary of each UPD stream is shown in tabular form. Each stream is uniquely identified by TDRS,
Link 1D, and UPD sarvice type (is this accurate?). The listing is dynamic, with streams appearing and
disgppearing as new UPD types are received and existing types disgppear.  The following properties
from log.prop specify the timeout vaues that are used to control this behavior:

UPDPrimaryExpiraionTime — time in seconds by which another UPD mugt arrive after which a
sream isflagged as expired. Set to 10 secondsin Client distribution.

UPD SecondaryExpirationTime — time in seconds by which another UPD must arrive after
which a service is removed from the ligt of active reams in the UPD Summary Frame. Set to
30 secondsin Client ditribution.

The panel congds of the following items.

Time— time tag from UPD message.
SUPIDEN/SIC — Support Identifier. SIC isdisplayed instead of SUPIDEN for DAS services.

Status — overdl dtatus for the service. Thisis aso a button that, when clicked, opens a UPD
Detail panel as described in Section 9.3. The tatus button is labeled with the maximum severity
of UPD detail data as determined by limit checks performed on the data from the UPD detail
pane. This button dso provides an indication of the dtatus of the incoming data A listing of
possible color-coded satus vauesisgiven in Table 9-1.

Service — UPD sarvice type. A lig of vadid types is shown in Table 32. These types are
derived from the UPD sarvice types described in detail in Section 8 of the NCCDS/MOC ICD.
Each type aso contains data from the associated header packets. Separate UPD service types
are provided for the various Data Group (DG) configurations. Optional Data Quality
Monitoring (DQM) datais included with the appropriate return service packet.

TDRS— TDRS name.
Link/EventlD — antennaor Link ID for NCC sarvices, Event ID for DAS services.

GCMR - for services for which this is possible, this is a button that causes a Ground Control
Message Request (GCMR) menu to be displayed, alowing the user to reconfigure the service.
The menu pand varies depending on whether the seected service is an NCC or a DAS MAR
savicee. GCMRs may dso be initiated through the Active Schedule Event Service Display.
GCMRs are described in detail in Section 10.

Table 9-1. UPD Service Status Values

| Color

| Label | Explanation
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Green Good UPDs are active. No limit-checked parameter failed.

Yellow Warning UPDs are active. At least one limit-checked parameter is at the warning
level. No limit-checked parameters are worse than the warning level.

Red Out of Tolerance UPDs are active. At least one limit-checked parameter is out of tolerance.

Red Invalid Data An invalid value was received for at least one parameter. This usually
indicates an NCCDS or SWSI software error. DSMC operations or SWSI
development support should be notified.

Gray with Green Striped One Chnl Bad UPDs are active. The parameters for one return channel (I or Q) passed

Border validation while the other channel failed.

Gray UPD’s Ended UPDs are not active. Timeout expired without updates for this service.

Gray with Red Striped Border Stale Data Stale data was received from NCCDS. The data is a repeat of data

received in a previous UPD.

9.3 UPD Details

Table 9-2. UPD Service Types

UPD Type Associated Service Type
MAF MAF
SMAF SMAF
SSAF SSAF
KSAF KSAF
KaSAF KASAF
MAR MAR
SMAR DG1 SMAR
SMAR DG2 SMAR
SSAR DG1 SSAR
SSAR DG2 SSAR
KSAR DG1 KSAR
KSAR DG2 KSAR
KaSAR DG2 KASAR
KaSARWB DG2 KASARWB
EETF EETF
EETR EETR
DASMAR DASMAR

The UPD Detall Pand is used D display the values of dl UPD parameters for a given sarvice,. A
separate pand is created for each UPD stream.  The pandls are displayed by clicking the associated
service button on the UPD Summary Pand. A sample pand is shown in Figure 9-2.
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F25 UPD: KSAF - STANDARD layout
File Edit Execution Layout
TODRS: TDE SIC: 1419
Service Start Time: 2002/010 20:46:20 UPD Time: 2002010 20:47:20
Link Mumber: 1 Status:
SLUPIDER: B1419C5 Link Status: Fending
Azimuth: +40.0 deg
Elevation: +40.0 deg
Polarization: RCP
Signal EIRP: +00.0 dBYY
Radiated Freguency: 13775.00000 MHzZ
Power Maode: Marrmal
Dappler Comp: an
FM Modulation: Yes
Clock Presence:
Drata Density: A6 %
A 000.0 deg
Rall: 000.0 deg
Fitch: 000.0 deg

Figure 9-2. UPD Detail Panel

The UPD Detail Pand consdts of atitle, menu bar, header pand, and body pand. The title gives the
UPD sarvice name and the current layout name. The header panel provides additiond information
about the sarvice, including TDRS ID, SIC, scheduled service start time (where does this come from?),
time tag from the latest UPD recelved (is this right?), antenna or link number, and the current UPD
gatusin color (green Active or red Ended).

The body pand at the bottom shows the values for each parameter. Parameter value limit checking is
supported, with values displayed according to color codes described in Table 9-3. Vdidation results
are dso used in determining the service atusin the UPD Summary Pandl as described in Table 9-1.

Table 9-3. UPD Detail Item Coding

Data Color | Description

Black Label (static)

Blue Non-limit checked parameter value

Green Limit-checked parameter value, data in good range

Yellow Limit-checked parameter value, data in marginal range

Red Limit-checked parameter value, data is out of tolerance or
invalid

The UPD Detal Pand supports customization of pand layout. On initid Client inddlation, dl detall
pands are displayed using a sandard layout as indicated in the pane title.  This layout describes a
default layout describing which parameters are displayed and what limit checking is performed. Editing
of the pand layouts is outside the scope of this document. The standard layouts are described in
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Appendix D. The following subsections describing menu options for the detail panel excludes those
options having to do with layout editing and selection.

9.3.1 Window Print Menu Option

The Window Print menu option from the File menu is used to print the current window contents. More
Jetail?

9.3.2 Window Snapshot Menu Option

The Window Snapshot menu option from the File menu is used to save an image showing the current
window contentsto afile. More detail?

9.3.3 Close Menu Option

The Close menu option from the File menu closes the current window.

9.3.4 Pause Menu Option

The Pause menu option from the Execution menu is used to temporarily hat data updates to the detall
panel. When Pause mode is sdlected, a check mark appears to the left of the Pause option in the
Execution menu.  Sdlecting the Pause option again resumes data updates. In Pause mode, summary
gatusis not computed and the status shown in the UPD Summary Panel is not updated. Try this out?
9.3.5 Update Menu Option

The Update menu option from the Execution menu is used to display the most current data while in
Pause mode. However, the corresponding summary status in the UPD Summary Panel is not updated.
The pand 4ill remainsin Pause mode after sdlection of the Update option. Try out?

9.4 UPD Logging

The UPD logging menu option from the Control/Monitor menu controls whether or not UPD data
received from NCCDS and DAS is logged to afile on the Client workstation. The following properties
inlog.prop control UPD logging behavior:

UPDL ogging — defines whether UPD message logging is endbled at Client sartup.

UPDLogDir — directory where UPD messages received from NCCDS or DAS are written to.
UPDArchiveDir — directory to which archived (old) UPD messages are moved.
UPDMaxLogSize — maximum UPD log file Sze in bytes When the UPD log file reaches this
sze, the current UPD log file is cdlosed and anew UPD log file is started.

UPD log files are of the form:
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SIC <SIC> a_YYYY_DDD_HHMMSS.upd

Where:

SIC = Support Identification code.

YYYY_DDD HHMMSS = timetag from firg UPD in file.
Separate files are created for each SIC for which the user is authorized and sdected to be active for this
sesson. UPDs for al services associated with a given SIC are stored in the same file. File rollover
occurs either when the UPDMaxLogSize is reached or when any one of the UPD streams being stored

ends as defined by UPDSecondaryExpirationTime and disappears from the UPD Summary Pand (is
this correct?).

The format of the UPD log file is described in detail in Appendix E.

9.5 Return Channel Time Delay Message

NCCDS Return Channd Time Delay (RCTD) Measurement messages are automaticaly stored in afile
on the dient worksation when they are received. The location of the file is defined by the
rctdOutputPath property in log.prop. RCTD files are of the form:

<MODE> <SIC> YYYY_DDD_HHMMSSictd

Where:
MODE = OPS or EIF
SIC = Support Identification code.
YYYY_DDD_HHMMSS = time that message was received.

At time of receipt, a green Information dert smilar to the following is aso displayed:

RCTDM Received, SUPIDEN B1294EE, TDE SSAR1

The message is stored in binary in the same format as described in Table 8-16 of the NCCDS/MOC
ICD.

9.6 Time Transfer Message

NCCDS Time Transfer Messages (TTMs) are automaticaly stored in a file on the client workstation
when they are received. The location of the file is defined by the ttm OutputPath property in log.prop.
TTM filesare of the form:

<MODE> <SIC> YYYY_DDD_HHMMSSitm
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Where:
MODE = OPSor EIF
SIC = Support Identification code.
YYYY_DDD_HHMMSS = time that message was received.

At time of receipt, a green Information aert Smilar to the following is dso displayed:

TTM Received, SUPIDEN B1294EE, TDE SSAR1

The message is stored in binary in the same format as described in Table 8 18 of the NCCDS/MOC
ICD.

9.7 Acquisition Failure Notification

Acquisition Falure Notification (AFN) messages received from the NCCDS result in ayellow Warning
dert being digplayed, smilar to the following:

Acquisition Failure, SUPIDEN D8603WD, 275 SSAR1
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Section 10. Service Reconfiguration

The panel shown in Figure 10-1 is the Ground Control Message Request (GCMR) menu pand for
reconfiguring ongoing NCCDS sarvices. This pand is displayed dther through the Event Service
Display described in Section 8.7.1 or through the UPD Summary Panel described in Section 9.2.

= GCM Menu ]|

TORS SUPIDEM SERVICE
TDE Ml F

GCM Type

Service Reconfiguration

Submit Close

Figure 10-1. GCM Menu Panel

The following selections are provided in the GCM Type menu:
Service Reconfiguration
User Reacquisition Request
Forward Link Sweep Request
Forward Link EIRP Reconfiguration — Normal Power
Forward Link EIRP Reconfiguration — High Power
Expanded User Frequency Uncertainty Request
Doppler Compensation Inhibit Request
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With the exception of the Service Reconfiguration, sdecting any one of these possible options and
dicking Submit causes the request to immediately be sent to the SWSl server. In cases where a

GCMR is submitted which is not gppropriate for a given service, an error dert dialog box smilar to that
shown in Figure 10-2 is displayed.

ERROR

A Expanded User Freguency Uncerainty Reguest
cannat be issued on a MAF service.

Figure 10-2. Invalid GCMR Error Dialog

Selection of Service Reconfiguration Request causes a Reconfigurable Parameters Pand similar to that
shown in Figure 10-3 to gppear. This pand is amilar to the Service Parameter Pand discussed in
Section 8, except that it displays the current reconfigurable parameter vaues for that ongoing service.
The vdues in the left column reflect the initid values assgned when the service was scheduled, plus any
changes that have occurred with subsequent reconfigurations. Changes are made by editing the values

in the right column.  Clicking the Submit button causes the message dialog in Figure 10-4 to appear and
for the request to be sent to the SWSI server.

& MAF Beconfigurable Parameters

TORS: TDE SUPIDEM: B1294EE Service Type: MAF
Service Start 2002341 17:42:00 Service Stop: 20027341 18:12:00

Fixed Parameters

Maximum Data Rate {1000 hps

Lizer Interface Channel |04

Feconfigurable Parameters

User Despun Antenna Type (Mo type & MNaotype © Type2 © Type
Diata Rate |124 124 hips
Receive Frequenwlzmﬁall:lﬂﬁ# 210640854 10 Hz

Dappler Campensation Reguired [ves © Mo & Yes

Submit

Figure 10-3. Reconfigurable Parameters Panel
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Mezzage Sent

\i;) The GCMR has been sert
o the server.

Figure 10-4. GCMR Message Sent Dialog

Once any GCMR is sent to the server, a unique Request ID is assigned and the message is formatted
for transmission to the NCCDS. Alerts are generated by the server for each step in the message

exchange that results in the request either being accepted or rgjected. The Alert Message Pand may be
used to monitor the progress of this exchange.

Following isatypica sequence of events for a successfully submitted GCMR:
1. The GCMR istransmitted to the NCC.

2. The NCC responds with a GCM Disposition message indicating whether or not the message
was successfully acknowledged by the White Sands Complex (WSC).

3. The NCC responds with a GCM Status message indicating whether the GCMR was accepted
or rgjected. If regjected, areason for regjection is given as defined by the rgect codes in Table
8-13 of the NCCDS/MOC ICD.

Following isatypica set of dertsfor the case where a GCMR is successfully processed:

Reacq Req |D #0003581, SUPIDEN D8603WD, 171 SSAF1 transmitted to ANCC
GCM Disposition received for Reacq Req |D #3581, SUPIDEN D8603WD, ACK'd at 02/303 19:34:42
GCM Status received for Reacq Req ID #3581, SUPIDEN D8603WD: Accepted

In this case, since the request was successtul, al the derts are of green (Information) severity.
Following is a case where arequest is rejected:
Fwd Link EIRP Reconfig Req 1D #0104220, SUPIDEN B1294EE, TDE MAF transmitted to ANCC

GCM Status received for Fwd Link EIRP Reconfig Req 1D #104220, SUPIDEN B1294EE: Rejected (28), GCM class
inappropriate to service type or configuration

The GCM Status dert s of yelow (Warning) severity to indicate that there was a problem with the
request such that it was rgjected. Note aso that since the GCMR was rejected prior to transmission to
WSC, no GCM Disposition message was received. For GCMRs relected by WSC, a GCM
Digpodtion dert will be displayed.

Liged in Table 10-1 are derts indicating that a problem occurred in transmitting a GCMR outside of a
normal rejection by NCCDS.
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Table 10-1. GCMR Error Alerts

Error Alert Message Severity | Explanation

Error transmitting <GCMR_Type> ID #XXXXXXX, Red There was an error in transmitting the message to NCCDS. The

SUPIDEN xxxxxxx, <TDRS> <Service> to NCC, message is being dropped and will need to be resubmitted.

dropping message

Unable to connect to NCC, dropping <GCMR_Type>ID | Red There was a problem connecting to the NCCDS. The message is

#H0oxxxxx, SUPIDEN xxxxxxx, <TDRS> <Service> being dropped and will need to be resubmitted. DSMC operations
personnel should be notified of the error, as it indicates either an
operations or a database problem.

GCMR ID #xxxxxxx invalid: Realtime Connection entry | Red The SWSI database has not been properly configured for the SIC.

not found The message is dropped. The SWSI DBA at DSMC should be
contacted to correct the error.

GCMR ID #xxxxxxx invalid: <reason for invalid Red The GCMR is not properly formatted and will be dropped. This error

request>

should not occur and is an indication of a SWSI software error.
SWSI development support should be notified.
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Section 11.

State Vectors

1.1 Title
yada yada yada yada

11.2 Title
yadayada yadayada
11.3 Title
yadayada yadayada
1.4 Title
yadayada yadayada
11.5 Title
yadayada yadayada
11.6 Title
yadayada yadayada
11.7 Title
yada yada yada yada
11.8 Title
yada yada yada yada
11.9 Title

yada yada yada yada

11.10 Title
yadayada yadayada
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Section 12. SSC Administration

Users with mission manager privilege may edit the default SSC parameter vaues that are displayed in a
schedule request (SAR, ASAR, RR, RAR, or RAMR) respecifiable parameters pand. For NCC
requests, these values are used only for reference when respecifying parameters and don't necessarily
need to be accurate, especidly if no requests will be submitted with these vaues respecified. 1f NCC
requests will be submitted with respecified parameters, then it is important that the default valuesin the
SWSl database match those in the NCCDS database. Changes should therefore aways be
coordinated with the NCCDS DBA.

For DAS requests, the default values represent the actuad vaues sent in a RAR or RAMR and must be
accurate. Coordination with the DAS DBA is not required.

The process of adding or removing SSCsis strictly a SWSI DBA function that cannot be performed by
aSWS user. After the SWSI DBA adds a new code in coordination with the customer, a user with
gppropriate privilege may then edit the default parameter values. Note that new codes will not appear
to the user until the first login session after the new code is added. SSC editing is initiated by selecting
the Edit SSCs option in the Admin menu. This causes the menu pand shown in Figure 12-1 to appear.
The SIC must be sdlected first, then the SSC may be sdected from the list of SSCs for that SIC.

Clicking the Edit button causes an Edit SSC Parameters Pand similar to that shown in Figure 12-2 to

appear.

= Edit 55Cs

Edit | Cancel |

Figure 12-1. Edit SSCs Menu Panel
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& Parameter defaults for 55C A1
SIC 1294 55C AD01 Type MAF

Fixed Parameters

Maximum Data Rate |1IIIIIIIII 1000 hps
Llzer Interface Channell

Respecifiable Parameters

TSW Set D | |
Lser Despun Antenna Type [o type & Motype ¢ Type2 © Type
Data Rate 125 124 hps
Receive Frequencylm nE404149 2106404149 10 Hz

Doppler Compensation Reguired 125 Ko & Yes

] Cancel |

Figure 12-2. Edit SSCs Parameters Panel

Save

This pand is amilar to the Service Parameter Pand discussed in Section 8, except that vaues for dl
parameters, including fixed, may be edited. The vaues in the left column reflect the current default
values stored in the database. For newly adding SSCs, these vdues are dl blank. Changes are made

by editing the values in the right column. Clicking the Save button causes the modification request to be
sent to the SWSI server.

If an error should occur in saving the new vaues, a ydlow (Warning) dert smilar to the following is
displayed:
Error editing SSC BO2 for SIC 1294, change not saved

This indicates a database or software problem on the SWS server that should be resolved through the
SWSI DBA.

11-2 452-UG-SWSl



Appendix A. Alert Messages

A.1 General

This gppendix ligs dl the possible messages that can be displayed in the Alert Message pand. The
messages are liged in separate tables for each possible source of the dert. Because of the number of
SWSI-NCCDS Inteface derts, these derts are further categorized by general message type
(scheduling, GCMR, &tc).

Table A-1. Client Alert Messages

Alert Message Severity | Explanation

The following socket error occurred: Yellow An error occurred with the TCP connection with the

<java_exception_text> server.

Automatic reconnect to server was successful. Green Reconnection to server after a connection loss was
successful.

Automatic reconnect to server failed. Yellow Reconnection to server after a connection loss failed.

Vector alerts? Source internal?

Table A-2. Isolator Alert Messages

Alert Message Severity | Explanation

Error editing SSC xxx for SIC xxxx, change not saved | Yellow A server error occurred while trying to save parameter
values for an SSC being edited. The SWSI DBA should
be contacted.

Error editing SSC xxx for SIC xxxx, unlock failed Yellow A server error occurred while trying to save parameter
values for an SSC being edited. The SWSI DBA or DSMC
operations should be contacted.

Event #xxxxxxxx, SUPIDEN xxxxxxx, <TDRS> starts at | Green An event is scheduled to begin within the next 5 minutes.

YYYY/DDD HH:MM:SS

Event #xxxxxxx, SUPIDEN xxxxxxx, <TDRS> ends at Green An event is scheduled to begin within the next 5 minutes.

YYYY/DDD HH:MM:SS

<mode> SNIF is not responding Yellow SNIF did not respond to a request sent to it by the
Isolator. <mode> is OPS or EIF.

Isolator/<mode> SNIF Communications Inactive Yellow Communications between Isolator and SNIF has been
lost. <mode> is OPS or EIF.

Isolator/<mode> SNIF Communications Active Green Communications between Isolator and SNIF has been

restore. <mode> is OPS or EIF.

Table A-3. SNIF Scheduling Alert Messages

Alert Message Severity | Explanation
SAR ID #xxxxxxx, SUPIDEN xxxxxxx transmitted to Green SAR successfully transmitted to NCC.
NCC
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ASAR ID #xxxxxxX, Ref #xxxxxxx, SUPIDEN xxxxxxx | Green ASAR, SDR, RR, or WLR successfully transmitted to

transmitted to NCC NCC.

Error transmitting SAR ID #xxxxxxx, SUPIDEN xxxxxxx | Yellow There was an error in transmitting the SAR to NCCDS.

to NCC, will retry later The message is saved and transmission will be
attempted later. Another alert will be displayed w hen
transmission is successful.

Error transmitting ASAR ID #xxxxxxx, Ref #XXXxxxX, Yellow There was an error in transmitting the ASAR, SDR, RR,

SUPIDEN xxxxxxx to NCC, will retry later or WLR to NCCDS. The message is saved and
transmission will be attempted later. Another alert will be
displayed when transmission is successful.

Unable to connect to NCC, will attempt later to send Yellow There was a problem connecting to the NCCDS. The

SAR ID #xxxxxxX, SUPIDEN XXXXXXX SAR is saved and transmission will be attempted later.
Another alert will be displayed when transmission is
successful.

Unable to connect to NCC, will attempt later to send Yellow There was a problem connecting to the NCCDS. The

ASAR ID #xxxxxxX, Ref #xxxxxxx, SUPIDEN XXXXXXX ASAR, SDR, RR, or WLR is saved and transmission will
be attempted later. Another alert will be displayed when
transmission is successful.

Schedule Request ID #xxxxxxx invalid: Unable to find Red The SWSI database has not been properly configured

Schedule Connection entry for SIC for the SIC. The message is dropped. The SWSI DBA at
DSMC should be contacted to correct the error.

Schedule Request ID #xxxxxxx invalid: <reason for Red The Schedule Request is not properly formatted and will

invalid request> be dropped. This error should not occur and is an
indication of a SWSI software error. SWSI development
support should be notified.

SRM received for SAR ID #xxxxxx, SUPIDEN Green Schedule Result Message (SRM) received from NCCDS.

XXXXXXX: <result explanation> Yellow Severity depends on whether granted, rejected,
declined, etc.

<USM_Type> received for Event ID #XXXXXXX, Green User Schedule Message (USM) received from NCCDS

SUPIDEN xxxxxxx, <TDRS>, Start Time YY/DDD for event successfully scheduled.

HH:MM:SS

Error processing USM ID #xxxxxxx: <explanation of Red A USM received from NCCDS was improperly formatted,

error> or for some other reason could not be stored in the SWSI
Active Schedule. The SWSI DBA or DSMC operations
should be contacted.

Error processing SRM ID #xxxxxxx: <explanation of Red An SRM received from NCCDS was improperly

error> formatted. DSMC operations should be contacted.

Error processing Schedule Result ID #XXXXXXX: Red A schedule result received from NCCDS was improperly

<explanation of error>

formatted. DSMC operations should be contacted.

Table A-4. SNIF GCMR Alert Messages
Alert Message Severity | Explanation
<GCMR_Type> ID #xxxxxxX, SUPIDEN XXXXXXX, Green GCMR successfully transmitted to NCC.
<TDRS> <Service> transmitted to NCC
Error transmitting <GCMR_Type> ID #XXXXXXX, Red There was an error in transmitting the GCMR to NCCDS.
SUPIDEN xxxxxxx, <TDRS> <Service> to NCC, The message is being dropped and will need to be
dropping message resubmitted.
Unable to connect to NCC, dropping <GCMR_Type>ID | Red There was a problem connecting to the NCCDS. The
#H000axxx, SUPIDEN xxxxxxx, <TDRS> <Service> GCMR is being dropped and will need to be resubmitted.
DSMC operations personnel should be notified of the
error, as it indicates either an operations or a database
problem.
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GCMR ID #xxxxxxx invalid: Realtime Connection entry | Red The SWSI database has not been properly configured

not found for the SIC. The message is dropped. The SWSI DBA at
DSMC should be contacted to correct the error.

GCMR ID #xxxxxxx invalid: <reason for invalid Red The GCMR is not properly formatted and will be dropped.

request> This error should not occur and is an indication of a
SWSI software error. SWSI development support should
be notified.

GCM Disposition received for <GCMR_Type> ID Green GCM disposition message received from NCCDS,

#Hooxxxx, SUPIDEN xxxxxxx, ACK'd at YY/DDD indicating that GCMR was acknowledged by WSC.

HH:MM:SS

GCM Disposition received for <GCMR_Type> ID Yellow GCM disposition message received from NCCDS,

#Hoooxxxx, SUPIDEN xxxxxxx, No ACK received. indicating that GCMR was not acknowledged by WSC.

GCM Status received for <GCMR_Type> # XXXXXXX, Green GCM status message received from NCCDS indicating

SUPIDEN xxxxxxx: Accepted GCMR was accepted

GCM Status received for <GCMR_Type> # XXXXXXX, Yellow GCM status message received from NCCDS indicating

SUPIDEN xxxxxxx: Rejected (<reject code>), <reason GCMR was rejected.

for rejection>

GCM Status received for <GCMR_Type> # XXXXXXX, Yellow GCM status message received from NCCDS indicating

SUPIDEN xxxxxxx: Invalid <parameter name> Value of GCMR was rejected because of a invalid service

<parameter value> parameter value.

Error processing GCM ID #xxxxxxx: <explanation of Red A GCM message received from NCCDS was improperly

error>

formatted. DSMC operations should be contacted.

Table A-5. SNIF State Vector Alert Messages

Alert Message Severity | Explanation

Type x IRV ID #xxxxxxx, SIC xxxx, Epoch DDD Green State vector successfully transmitted to NCC.

HH:MM:SS.MMM transmitted to NCC

Error transmitting Type X IIRV ID #xxXxxxxx, SIC XXXX, Yellow There was an error in transmitting the state vector to

Epoch DDD HH:MM:SS.MMM to NCC, will retry later NCCDS. The message is saved and transmission will be
attempted later. Another alert will be displayed when
transmission is successful.

Unable to connect to NCC Type X IIRV ID #xXXXXXX, Yellow There was a problem connecting to the NCCDS. The

SIC xxxx, Epoch DDD HH:MM:SS.MMM to NCC, will state vector is saved and transmission will be attempted

retry later later. Another alert will be displayed when transmission
is successful.

IRV ID #xxxxxxx invalid: Schedule Connection entry Red The SWSI database has not been properly configured

not found for the SIC. The message is dropped. The SWSI DBA at
DSMC should be contacted to correct the error.

IRV ID #xxxxxxx invalid: <reason for invalid request> Red The state vector is not properly formatted and will be
dropped. This error should not occur and is an indication
of a SWSI software error. SWSI development support
should be notified.

Table A-6. SNIF TSW Alert Messages

Alert Message Severity | Explanation

TSW File xxxx, SUPIDEN xxxxxxx, TDRS xxx, Set ID Green TSW file successfully transmitted to NCC.

XXXXXXX transmitted to NCC
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Error transmitting TSW File xxxx, SUPIDEN XXXXXXX, Yellow There was an error in transmitting the TSW file to

TDRS xxx, Set ID xxxxxxx to NCC, will retry later NCCDS. The message is saved and transmission will be
attempted later. Another alert will be displayed when
transmission is successful.

Unable to connect to NCC, will attempt later to send Yellow There was a problem connecting to the NCCDS. The

TSW File xxxx, SUPIDEN xxxxxxx, TDRS xxx, Set ID TSW file is saved and trans mission will be attempted

XXXXXXX later. Another alert will be displayed when transmission
is successful.

TSW File xxxx Invalid: error opening file Red This error should not occur and is an indication of a
SWSI software error. SWSI development support should
be notified.

TSW File xxxx Invalid: file too large (max size 8600 Yellow The maximum allowed size for a TSW file has been

bytes) exceeded.

TSW File xxxx Invalid: invalid size Yellow The file size for a TSW is less than the minimum size.
There isn’t even enough data for a header (items 1-11).

TSW File xxxx Invalid: invalid message type Yellow The TSW Message Type (item 1) should be “99".

TSW File xxxx Invalid: invalid message class Yellow The TSW Message Class (item 3) should be “25".

TSW File xxxx Invalid: SIC/SUPIDEN mismatch Red This error should not occur and is an indication of a
SWSI software error. SWSI development support should
be notified.

TSW File xxxx Invalid: invalid Timespan Start Yellow The TSW Timespan Start (Item 9) is not a valid format
(YYDDDHHMMSS).

TSW File xxxx Invalid: invalid Timespan End Yellow The TSW Timespan End (Item 10) is not a valid format
(YYDDDHHMMSS).

TSW File xxxx Invalid: TSW count/message length Yellow The TSW file is not the correct length based on the

mismatch Number of TSWs (item 11).

TSW File xxxx Invalid: Schedule Connection entry not Red The SWSI database has not been properly configured

found

for the SIC. The TSW message is dropped. The SWSI
DBA at DSMC should be contacted to correct the error.

Table A-7. SNIF Performance Data Alert Messages

Alert Message Severity | Explanation
RCTDM Received, SUPIDEN xxxxxxx, <TDRS> Green Return Channel Time Delay Message received from
<Service> NCCDS.
TTM Received, SUPIDEN xxxxxxx, <TDRS> <Service> | Green Time Transfer Message received from NCCDS.
Acquisition Failure, SUPIDEN xxxxxxx, <TDRS> Yellow Acquisition Failure Notification message received from
<Service> NCCDS.
Error processing Performance Data message ID Red A performance data message received from NCCDS
#xXxXxxxx: <explanation of error> was improperly formatted, or the SWSI server
experienced an error processing the message. DSMC
operations should be contacted.
Error processing UPD ID #xxxxxxx: <explanation of Red A UPD message received from NCCDS was improperly
error> formatted, or the SWSI server experienced an error
processing the message. DSMC operations should be
contacted.
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Appendix B. NCC Active Schedule File Format

B.1 General

The generd format of the active schedule file for NCC-scheduled events stored automeaticaly on the

Client workstation as described in Section 8.8 is as follows:

CREATI ONTI ME="YYYY/ DDD HH: MM SS"
EVENTCOUNT="n"
SCHEDULEDEVENT1

<Event - | evel paraneters>

SERVI CECOUNT=" nt

SERVI CE1
SERVI CETYPE="<servi ce_type>"
<Service-| evel paraneters>

PARAMETERCOUNT=" p”
PARAMETERS
<Servi ce paraneter val ues>

ENDPARAMETERS
ENDSERVI CE1
SERVI CE2

ENDSERVI CE2
SERVI CEm

ENDSERVI CEm
ENDSCHEDUL EDEVENT1
SCHEDUL EDEVENT2

ENDSCHEDUL EDEVENT?2
SCHEDULEDEVENTN

ENDSCHEDUL EDEVENTN
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In generd, parameter or keyword assgnments are of the following format:
<keyword>="<vaue>"
Where the <vaue> is dways provided within quotes. In cases where a parameter may have no vaue,

such as with the PROTOTYPE_EVENTID in the sample file in Section B.7, the vdue is ill provided
asanull vaue (eg., PROTOTYPE _EVENTID="").

The block definition keywords are defined as follows:
CREATIONTIME — time thet file was creeted on SWS| server.
EVENTCOUNT - totd number of eventsinfile.

SCHEDULEDEVENT — gat of an event-levd information block. Rdaive event number is
used as a uffix.

ENDSCHEDULEDEVENT — end of an event-leve information block.
SERVICECOUNT - tota number of services for an event.

SERVICE - gart of asarvice-leve information block. Service number is used as a suffix.
ENDSERVICE - end of aservice-leve information block.

PARAMETERCOUNT - totd number of service parameters. Included only if configured to
receive parameter values.

PARAMETERS — dart of a parameter value block. Included only if configured to receive
parameter values.

ENDPARAMETERS - end of a parameter value block.

B.2 Event-Level Parameters
Thefallowing event-level parameters are provided:
EVENTSTART — gart time of the event in the format “YYYY/DDD HH:MM:SS'.
EVENTSTOP — gtop time of the event in the format “YYYY/DDD HH:MM:SS'.
EVENTID — unique 7-character number used to reference the event.
SUPIDEN — Support I dentifier.
TDRS— TDRS name
VIC — Vehicle Identification Code.
USMTY PE — class of latest USM received for this event may have one of the following vaues:
0 Fixed-Normal
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0 Fixed-Premium
0 Fixed-Sm

0 Hexible-Normal
0 Hexibe-Sm

PROTOTYPE_EVENTID - Prototype Event ID code, if it was specified in the origind
request.

SBANDPNCODE — S-band PN code assignment
KBANDPNCODE - K/Ka band PN code assignment

B.3 Service-Level Parameters

Thefollowing service-level parameters are provided:
SERVICETY PE — sarvice type (MAF, SSAF, MAR, c.)
SSCCODE — Service Specification Code (SSC) used to specify this service.
SERVICESTART — gart time of the sarvice in theformat “YYYY/DDD HH:MM:SS'.
SERVICESTOP — stop time of the service in the format “YYYY/DDD HH:MM:SS'.
LINKID — antenna.or link 1D.

B.4 Service Parameter Values

The service parameter values for each service type are listed in Tables B1 through B13. The
parameter name used in the active schedule file, description, units, and possible enumeration vaues are
provided for each parameter.

B.5 Sample File

Following is a sample of an active schedule file. In this case only one scheduled event is shown with
three services. Service parameter values are included with enumerated parameters expanded to show a
text string. For brevity not dl service parameters are shown.

CREATI ONTI ME="2002/ 338 01: 19: 48"
EVENTCOUNT="1"
SCHEDUL EDEVENT1
EVENTSTART="2002/ 338 23: 00: 00"
EVENTSTOP="2002/ 338 23: 20: 00"
EVENTI D="0102792"
SUPI DEN="D8603W\D"
TDRS=" TDE"
VI C="01"
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USMTYPE="Fi xed- Nor mal "
SERVI CECOUNT=" 3"
PROTOTYPE_EVENTI D=""
SBANDPNCCODE=" 71"
KBANDPNCODE=" 71"
SERVI CE1
SERVI CETYPE=" SSAF"
SSCCODE="H91"
SERVI CESTART="2002/ 338 23: 00: 00"
SERVI CESTOP="2002/ 338 23: 20: 00"
LI NKI D="2"
PARAMETERCOUNT="11"
PARAMETERS
ANTENNA=" None"
CCPN="Yes"
DATARATEMAXF="2000"
DOPC=" Yes"

ENDPARAMETERS
ENDSERVI CE1
SERVI CE2

SERVI CETYPE=" SSAR"'

SSCCODE="1 83"

SERVI CESTART="2002/ 338 23: 00: 00"

SERVI CESTOP="2002/ 338 23: 20: 00"

LI NKI D="2"

PARAMETERCOUNT=" 42"

PARAMETERS
ANTENNA=" None"
Bl PHLOCVTI =" No"
Bl PHLOCVTQ=" No"
CPR="+00"
CROSSFL="MA"
DATACHANNELCONFI G="Si ngl e source, identical data"
DATACODI NGl =" Code 1"
DATACODI NGQ=" Code 1"
DATARATEMAXI =" 2048"
DATARATEMAXQ="2048"

ENDPARAMETERS
ENDSERVI CE2
SERVI CE3
SERVI CETYPE=" TRKN"
SSCCODE="T72"
SERVI CESTART="2002/ 338 23: 00: 00"
SERVI CESTOP="2002/ 338 23: 20: 00"
LI NKI D=""
PARAMETERCOUNT=" 10"
PARAMETERS
FLCC="HI91"
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MARLI NKI D=" "
NORMAL DOPPLERTRACKI NG=" Two- way"
NORMAL RANGETRACKI NG=" Yes"

ENDPARAMETERS
ENDSERVI CE3
ENDSCHEDUL EDEVENT1

Table B-1. MAF/SMAF Service Parameters

Parameter Name Description Units Enumeration Values
DATARATEMAXF Maximum Data Rate bps
DOPC Doppler Compensation Required 0="No”,
1="Yes”
DTR1 Data Rate bps
FRQ1 Receive Frequency 10 Hz
UDAN User Despun Antenna Type 0="No type”,
1="Type 17,
2="Type 2"
UIFCADDRESSF User Interface Channel

Table B-2. SSAF Service Parameters

Parameter Name Description Units Enumeration Values

ANTENNA SA Antenna 0="None",
1="SA1",
2="SA2"

CCPN Command Channel PN Modulation 0="No",
1="Yes"

DATARATEMAXF Maximum Data Rate bps

DOPC Doppler Compensation Required 0="No",
1="Yes"

DTR1 Data Rate bps

FRQ1 Receive Frequency 10 Hz

POLN Polarization 0="LCP",
1="RCP"

POWERMODE Power Mode 0="Normal",
1="High"

SERVICECONFIG Service Configuration 1="Normal User"

UDAN User Despun Antenna Type 0="No type",
1="Type 1",
2="Type 2"

UIFCADDRESSF User Interface Channel

Table B-3. KSAF/KASAF Service Parameters

Parameter Name

Description

| Units

| Enumeration Values

AB-5

452-UG-SWSl




ANTENNA SA Antenna 0="None",
1="SAl",
2="SA2"

CCPN Command Channel PN Modulation 0="No",
1="Yes"

DATARATEMAXF Maximum Data Rate bps

DOPC Doppler Compensation Required 0="No",
1="Yes"

DTR1 Data Rate bps

FRQ1 Receive Frequency 10 Hz

POLN Polarization 0="LCP",
1="RCP"

POWERMODE Power Mode 0="Normal",
1="High"

SERVICECONFIG Service Configuration 1="Normal User"

UIFCADDRESSF User Interface Channel

Table B-4. MAR Service Parameters

Parameter Name Description Units Enumeration Values

BIPHLOCVTI Symbol Format Conversion | Channel 0="No",
1="Yes"

BIPHLOCVTQ Symbol Format Conversion Q Channel 0="No",
1="Yes"

CONFIGURATION Configuration 0="| Channel only",
1="Q Channel only",
2="Both | and Q Channel"

CPR 1/Q Channel Power Ratio 0.1dB

CROSSFL Cross-Support Forward Link 1="SSAl",
2="SSA2"

DATACHANNELCONFIG Data Channel Configuration 0="Single Data Source",
1="Dual Data Source"

DATARATEMAXI Maximum Data Rate | Channel bps

DATARATEMAXQ Maximum Data Rate Q Channel bps

DSD1 Data Stream ID | Channel octal

DSD2 Data Stream ID Q Channel octal

DTF1 Data Format Channel | 0="NRZ-L",
1="NRZ-M",
2="NRZ-S"

DTF2 Data Format Channel Q 0="NRZ-L",
1="NRZ-M",
2="NRZ-S"

DTR1 Data Rate | Channel bps

DTR2 Data Rate Q Channel bps

ERP1 Maximum EIRP 0.1dBW

ERP2 Mimimum EIRP 0.1dBW

FRQ1 Transmit Frequency 10 Hz

G2l G2 Inversion | Channel 0="Normal",
1="Invert"

G2IQ G2 Inversion Q Channel 0="Normal",
1="Invert"

JTR1 Data Bit Jitter | Channel 0="None",
1="0.01%",
2="0.1%"
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JTR2 Data Bit Jitter Q Channel 0="None",
1="0.01%",
2="0.1%"
MDMMAXI Maximum MDM Data Rate | Channel bps
MDMMAXQ Maximum MDM Data Rate Q Channel bps
MODE Mode 1="Mode 1 (Coherent)",
2="Mode 2 (Non-coherent)"
RECEIVERCONFIG Receiver Configuration 0="Normal",
1="Cross Support"
RTNCHANDLYDATA Return Channel Time Delay Data 0="No",
Required 1="Yes"
UDAN User Despun Antenna Type 0="No type",
1="Type 1",
2="Type 2"
UIFCADDRESSI User Interface Channel ID | Channel
UIFCADDRESSQ User Interface Channel ID Q Channel

Table B-5. SSAR Service Parameters

Parameter Name Description Units Enumeration Values
ANTENNA SA Antenna 0="None",

1="SAl",

2="SA2"
BIPHLOCVTI Symbol Format Conversion | Channel 0="No",

1="Yes"
BIPHLOCVTQ Symbol Format Conversion Q Channel 0="No",

1="Yes"
CPR 1/Q Channel Power Ratio 0.1 dB
CROSSFL Cross-Support Forward Link 0="MA",

1="SSAl",

2="SSA2",

3="SMA"
DATACHANNELCONFIG Data Channel Configuration 0="Single source, identical data",

1="Dual source",

2="Single source, alternate data"
DATACODINGI Data Coding | Channel 0="Uncoded",

1="Code 1",

2="Code 2",

3="Code 3"
DATACODINGQ Data Coding Q Channel 0="Uncoded",

1="Code 1",

2="Code 2",

3="Code 3"
DATARATEMAXI Maximum Data Rate | Channel bps
DATARATEMAXQ Maximum Data Rate Q Channel bps
DG Data Group 1="DG1",

2="DG2"
DG1CONFIGURATION DG1 Configuration 0="I Channel only",

1="Q Channel only",

2="Both | and Q Channel"
DG1IM DG1 Mode 1="Mode 1, Coherent",

2="Mode 2, Noncoherent",
3="Mode 3, Coherent, no Q deinterleave",
4="Mode 3, Coherent, Q deinterleave”
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DG2M DG2 Modulation 0="QPSK",
1="BPSK"

DG2T DG2 Type 0="Noncoherent, | and Q deinterleave",
1="Noncoherent, no deinterleave",
2="Coherent, no deinterleave",
3="Coherent, | and Q deinterleave",
4="Noncoherent, | deinterleave",
5="Noncoherent, Q deinterleave",
6="Coherent, Q deinterleave",
7="Coherent, | deinterleave”

DSD1 Data Stream ID | Channel octal

DSD2 Data Stream ID Q Channel octal

DTF1 Data Format Channel | 0="NRZ-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"

DTF2 Data Format Channel Q 0="NRZ-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"

DTR1 Data Rate | Channel bps

DTR2 Data Rate Q Channel bps

ERP1 Maximum EIRP 0.1dBW

ERP2 Mimimum EIRP 0.1dBW

FRQ1 Transmit Frequency 10 Hz

G2l G2 Inversion | Channel 0="Normal",
1="Invert"

G2IQ G2 Inversion Q Channel 0="Normal",
1="Invert"

HDRMMAXI Maximum HDRM Data Rate | Channel bps

HDRMMAXQ Maximum HDRM Data Rate Q Channel bps

HDRMPORTI High Data Rate Multiplexer Port | Channel

HDRMPORTQ High Data Rate Multiplexer Port Q

Channel

JTR1 Data Bit Jitter | Channel 0="None",
1="0.01%",
2="0.1%"

JTR2 Data Bit Jitter Q Channel 0="None",
1="0.01%",
2="0.1%"

MDMMAXI Maximum MDM Data Rate | Channel bps

MDMMAXQ Maximum MDM Data Rate Q Channel bps

POLN Polarization 0="LCP",
1="RCP"

RECEIVERCONFIG Receiver Configuration 0="Normal",
1="Cross Support"

RTNCHANDLYDATA Return Channel Time Delay Data 0="No",

Required 1="Yes"

SERVICECONFIG Service Configuration 1="Normal User"

SSACOMBINING SSA Combining 0="No",
1="Yes"

UDAN User Despun Antenna Type 0="No type",
1="Type 1",
2="Type 2"
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UIFCADDRESSI

User Interface Channel ID | Channel

UIFCADDRESSQ

User Interface Channel ID Q Channel
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Table B-6. SMAR Service Parameters

Parameter Name

Description

Units

Enumeration Values

BIPHLOCVTI

Symbol Format Conversion | Channel

0="No",
1="Yes"

BIPHLOCVTQ

Symbol Format Conversion Q Channel

0="No"
1="Yes"

CPR

1/Q Channel Power Ratio

0.1dB

CROSSFL

Cross-Support Forward Link

0="MA",
1="SSAl",
2="SSA2",
3="SMA"

DATACHANNELCONFIG

Data Channel Configuration

0="Single source, identical data",
1="Dual source",
2="Single source, alternate data"

DATACODINGI

Data Coding | Channel

0="Uncoded",
1="Code 1",
2="Code 2",
3="Code 3"

DATACODINGQ

Data Coding Q Channel

0="Uncoded",
1="Code 1",
2="Code 2",
3="Code 3"

DATARATEMAXI

Maximum Data Rate | Channel

bps

DATARATEMAXQ

Maximum Data Rate Q Channel

bps

DG

Data Group

1="DG1",
2="DG2"

DG1CONFIGURATION

DG1 Configuration

0="| Channel only",
1="Q Channel only",
2="Both | and Q Channel"

DG1IM

DG1 Mode

1="Mode 1, Coherent",

2="Mode 2, Noncoherent",

3="Mode 3, Coherent, no Q deinterleave",
4="Mode 3, Coherent, Q deinterleave"

DG2M

DG2 Modulation

0="QPSK",
1="BPSK"

DG2T

DG2 Type

0="Noncoherent, | and Q deinterleave",
1="Noncoherent, no deinterleave",
2="Coherent, no deinterleave"
3="Coherent, | and Q deinterleave",
4="Noncoherent, | deinterleave",
5="Noncoherent, Q deinterleave"
6="Coherent, Q deinterleave",
7="Coherent, | deinterleave"

DSD1

Data Stream ID | Channel

octal

DSD2

Data Stream ID Q Channel

octal

DTF1

Data Format Channel |

0="NRZ-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"
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DTF2 Data Format Channel Q 0="NRZ-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"

DTR1 Data Rate | Channel bps

DTR2 Data Rate Q Channel bps

ERP1 Maximum EIRP 0.1dBW

ERP2 Mimimum EIRP 0.1dBW

FRQ1 Transmit Frequency 10 Hz

G2l G2 Inversion | Channel 0="Normal",
1="Invert"

G2IQ G2 Inversion Q Channel 0="Normal",
1="Invert"

HDRMMAXI Maximum HDRM Data Rate | Channel bps

HDRMMAXQ Maximum HDRM Data Rate Q Channel bps

HDRMPORTI High Data Rate Multiplexer Port | Channel

HDRMPORTQ High Data Rate Multiplexer Port Q

Channel

JTR1 Data Bit Jitter | Channel 0="None",
1="0.01%",
2="0.1%"

JTR2 Data Bit Jitter Q Channel 0="None",
1="0.01%",
2="0.1%"

MDMMAXI Maximum MDM Data Rate | Channel bps

MDMMAXQ Maximum MDM Data Rate Q Channel bps

RECEIVERCONFIG Receiver Configuration 0="Normal",
1="Cross Support"

RTNCHANDLYDATA Return Channel Time Delay Data 0="No",

Required 1="Yes"

SERVICECONFIG Service Configuration 1="Normal User"

UDAN User Despun Antenna Type 0="No type",
1="Type 1",
2="Type 2"

UIFCADDRESSI User Interface Channel ID | Channel

UIFCADDRESSQ User Interface Channel ID Q Channel

Table B-7. KSAR Service Parameters

Parameter Name Description Units Enumeration Values
ANTENNA SA Antenna 0="None",
1="SA1",
2="SA2"
ATBW Autotrack Enable/Disable 00000000="Enable",
00000001="Disable"
BIPHLOCVTI Symbol Format Conversion | Channel 0="No",
1="Yes"
BIPHLOCVTQ Symbol Format Conversion Q Channel 0="No",
1="Yes"
CPR 1/Q Channel Power Ratio 0.1 dB
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DATACHANNELCONFIG Data Channel Configuration 0="Single Data Source",
1="Dual Data Source"

DATACODINGI Data Coding | Channel 0="Uncoded",
1="Code 1"

DATACODINGQ Data Coding Q Channel 0="Uncoded",
1="Code 1"

DATARATEMAXI Maximum Data Rate | Channel bps

DATARATEMAXQ Maximum Data Rate Q Channel bps

DG Data Group 1="DG1",
2="DG2"

DG1CONFIGURATION DG1 Configuration 0="| Channel only",
1="Q Channel only",
2="Both | and Q Channel"

DG1M DG1 Mode 1="Mode 1, Coherent (PN on | and Q)",
2="Mode 2, Noncoherent (PN on | and Q)",
3="Mode 3, Coherent (PN on I)"

DG2M DG2 Modulation 0="QPSK",
1="BPSK"

DG2T DG2 Type 1="Noncoherent",
2="Coherent"

DSD1 Data Stream ID | Channel octal

DSD2 Data Stream ID Q Channel octal

DTF1 Data Format Channel | 0="NRZ-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"

DTF2 Data Format Channel Q 0="NRZz-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"

DTR1 Data Rate | Channel bps

DTR2 Data Rate Q Channel bps

ERP1 Maximum EIRP 0.1dBW

ERP2 Mimimum EIRP 0.1dBW

FRQ1 Transmit Frequency 10 Hz

G2lI G2 Inversion | Channel 0="Normal",
1="Invert"

G2IQ G2 Inversion Q Channel 0="Normal",
1="Invert"

HDRMMAXI Maximum HDRM Data Rate | Channel bps

HDRMMAXQ Maximum HDRM Data Rate Q Channel bps

JTR1 Data Bit Jitter | Channel 0="None",
1="0.01%",
2="0.1%"

JTR2 Data Bit Jitter Q Channel 0="None",
1="0.01%",
2="0.1%"

MDMMAXI Maximum MDM Data Rate | Channel bps

MDMMAXQ Maximum MDM Data Rate Q Channel bps

POLN Polarization 0="LCP",
1="RCP"

RTNCHANDLYDATA Return Channel Time Delay Data 0="No",

Required 1="Yes"
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SERVICECONFIG

Service Configuration

1="Normal User"

UIFCADDRESSI User Interface Channel ID | Channel

UIFCADDRESSLI User Interface Channel ID Low Rate Port
| Channel

UIFCADDRESSLQ User Interface Channel ID Low Rate Port
Q Channel

UIFCADDRESSQ User Interface Channel ID Q Channel

Table B-8. KASAR Service Parameters

Parameter Name Description Units Enumeration Values

ANTENNA SA Antenna 0="None",
1="SAl",
2="SA2"

ATBW Autotrack Enable/Disable 00000000="Enable",
00000001="Disable"

BIPHLOCVTI Symbol Format Conversion | Channel 0="No",
1="Yes"

BIPHLOCVTQ Symbol Format Conversion Q Channel 0="No",
1="Yes"

CPR 1/Q Channel Power Ratio 0.1dB

DATACHANNELCONFIG Data Channel Configuration 0="Single Data Source",
1="Dual Data Source"

DATACODINGI Data Coding | Channel 0="Uncoded",
1="Code 1"

DATACODINGQ Data Coding Q Channel 0="Uncoded",
1="Code 1"

DATARATEMAXI Maximum Data Rate | Channel bps

DATARATEMAXQ Maximum Data Rate Q Channel bps

DG Data Group 2="DG2"

DG1CONFIGURATION DG1 Configuration 0="I Channel only",
1="Q Channel only",
2="Both | and Q Channel"

DG2M DG2 Modulation 0="QPSK",
1="BPSK"

DG2T DG2 Type 1="Noncoherent"

DSD1 Data Stream ID | Channel octal

DSD2 Data Stream ID Q Channel octal

DTF1 Data Format Channel | 0="NRZ-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"

DTF2 Data Format Channel Q 0="NRZ-L",
1="NRZ-M",
2="NRZ-S",
3="Biphase-L",
4="Biphase-M",
5="Biphase-S"

DTR1 Data Rate | Channel bps

DTR2 Data Rate Q Channel bps

ERP1 Maximum EIRP 0.1dBW

ERP2 Mimimum EIRP 0.1dBW

FRQ1 Transmit Frequency 10 Hz
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G2l G2 Inversion | Channel 0="Normal",
1="Invert"
G2IQ G2 Inversion Q Channel 0="Normal",
1="Invert"
HDRMMAXI Maximum HDRM Data Rate | Channel bps
HDRMMAXQ Maximum HDRM Data Rate Q Channel bps
JTR1 Data Bit Jitter | Channel 0="None",
1="0.01%",
2="0.1%"
JTR2 Data Bit Jitter Q Channel 0="None",
1="0.01%",
2="0.1%"
KAWIDEBAND? Data Channel Configuration
MDMMAXI Maximum MDM Data Rate | Channel bps
MDMMAXQ Maximum MDM Data Rate Q Channel bps
POLN Polarization 0="LCP",
1="RCP"
RTNCHANDLYDATA Return Channel Time Delay Data 0="No",
Required 1="Yes"
SERVICECONFIG Service Configuration 1="Normal User"
UIFCADDRESSI User Interface Channel ID | Channel
UIFCADDRESSLI User Interface Channel ID Low Rate Port
| Channel
UIFCADDRESSLQ User Interface Channel ID Low Rate Port
Q Channel
UIFCADDRESSQ User Interface Channel ID Q Channel

Table B-9. KSARWRB Service Parameters

Parameter Name Description Units Enumeration Values

ANTENNA SA Antenna 0="None",
1="SA1",
2="SA2"

DATARATEMAXI Maximum Data Rate | Channel bps

DATARATEMAXQ Maximum Data Rate Q Channel bps

FRQ1 Transmit Frequency 10 Hz

HDRMMAXI Maximum HDRM Data Rate | Channel bps

HDRMMAXQ Maximum HDRM Data Rate Q Channel bps

KAWIDEBAND? Data Channel Configuration

MDMMAXI Maximum MDM Data Rate | Channel bps

MDMMAXQ Maximum MDM Data Rate Q Channel bps

POLN Polarization 0="LCP",
1="RCP"

SERVICECONFIG Service Configuration 1="Normal User"

Table B-10. TRKN Service Parameters

Parameter Name Description Units Enumeration Values
FLCC Reference Forward Link
MARLINKID MA/SMA Return Link ID
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NORMALDOPPLERTRACKING Doppler Tracking Required 0="Not Required",
1="One-way",
2="Two-way"

NORMALRANGETRACKING Range Tracking Required 0="No",
1="Yes"

NORMALRETURNSERVICE Return Service Type 0="MA",
1="SSA",
2="KSA",
5="SMA"

RLCC Reference Return Link

SRRQ Sample Rate samples/se | 0="1/1",

c 1="1/5",
2="1/10",
3="1/60",
4="1/300"

TRACKINGCONFIG Tracking Configuration 0="Normal Tracking"

TTNR Time Transfer Number of Samples sample

TTTR Time Transfer Required 0="No",
1="Yes"

Table B-11. TRKC Service Parameters

Parameter Name Description Units Enumeration Values
CROSSTRACKINGTYPE Range/Doppler for Cross Support 0="Range",
1="Two-way Doppler",
2="Both",
FLCC Reference Forward Link
FWDLINK Forward Link 0="MA",
1="SSAl",
2="SSA2",
3="SMA",
RLCC Reference Return Link
RTNLINK Return Link 0="MA",
1="SSA1",
2="SSA2",
3="SMA",
SRRQ Sample Rate samples/se | 0="1/1",
c 1="1/5",
2="1/10",
3="1/60",
4="1/300",
TRACKINGCONFIG Tracking Configuration 1="Cross Support",
TTNR Time Transfer Number of Samples sample
TTTR Time Transfer Required 0="No",
1="Yes",

Table B-12. EETF Service Parameters

Parameter Name

Description

Units

Enumeration Values

FORWARDGAIN

Simulation Gain/Temperature

0.1dB/K
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LOCALDATASUPPORT

Local or MOC Data

0="Local signal source",
1="MOC signal source"

DATASTREAMID

Data Stream ID

octal

UIFCADDRESSI

User Interface Channel ID

Table B-13. EETR Service Parameters

Parameter Name Description Units Enumeration Values

LOCALDATASUPPORT Local or MOC Data 0="Local signal source",
1="MOC signal source"

RTNEIRP Simulation EIRP 0.1dBW

UIFCADDRESSA User Interface Channel ID

UIFCADDRESSB User Interface Channel ID
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Appendix C. DAS Active Schedule File Format

C.1 General

The generd format of the active schedule file for DAS-scheduled events stored automaticaly on the
Client workgtation as described in Section 8.8 isas follows:

CREATI ONTI ME="YYYY/ DDD HH: MM SS"
EVENTCOUNT="n"
SCHEDULEDEVENT1

<Event - | evel paraneters>

SERVI CECOUNT=" nt
SERVI CE1
SERVI CETYPE="<servi ce_type>"
PARAMETERCOUNT=" p”
PARAMETERS
<Servi ce paraneter val ues>

ENDPARAMETERS
SERVI CEPERI ODCOUNT="1"
SERVI CEPERI OD1

<Service period val ues>
ENDSERVI CEPERI OD1

SERVI CEPERI ODt
<Service period val ues>
ENDSERVI CEPERI ODt
ENDSERVI CE1

SERVI CEm

ENDSERVI CEm
ENDSCHEDUL EDEVENT1
SCHEDUL EDEVENT2

ENDSCHEDUL EDEVENT2

SCHEDULEDEVENTN
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ENDSCHEDUL EDEVENTN

In generd, parameter or keyword assgnments are of the following format:
<keyword>="<vaue>"
Where the <value> is aways provided within quotes. In cases where a parameter may have no value,
the vaue is dtill provided asanull value (e.g., PROTOTYPE_EVENTID="").
The block definition keywords are defined as follows:
CREATIONTIME — time thét file was created on SWS| server.
EVENTCOUNT - totd number of eventsin file.

SCHEDULEDEVENT — gart of an event-levd information block. Rdative event number is
used as a uffix.

ENDSCHEDULEDEVENT —end of an event-leve information block.
SERVICECOUNT - tota number of services for an event.

SERVICE - start of aservice-level information block. Service number is used as a suffix.
ENDSERVICE - end of aservice-leve information block.

PARAMETERCOUNT - totd number of service parameters. Included only if configured to
receive parameter values. Not provided for playback events.

PARAMETERS — dat of a parameter vaue block. Included only if configured to recelve
parameter values. Not provided for playback events.

ENDPARAMETERS - end of a parameter value block.

SERVICEPERIODCOUNT - total number of service periods. Not provided for playback
events.

SERVICEPERIOD — gart of a service period-leve information block. Service period number
isused asasuffix. Not provided for playback events.

ENDSERVICEPERIOD - end of asarvice period-leve information block.

C.2 Event-Level Parameters
Thefalowing event-level parameters are provided:
EVENTSTART — gat time of theevent intheformat “YYYY/DDD HH:MM:SS'.
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SERVICEPERIODTDRS — TDRS name.
SUPPORTSTATUS — datus of the support period may have one of the following vaues:



o Granted
o Pending

C.6 Sample File

Following isa sample of an active schedule file. In this case only two scheduled events are shown, each
with one service. Service parameter values are included with enumerated parameters expanded. For
brevity not al service parameters and TDRS service periods are shown.

CREATI ONTI ME="2002/ 365 19:52:51"

EVENTCOUNT="2"

SCHEDUL EDEVENT1
EVENTSTART="2003/ 001 00: 00: 00"
EVENTSTOP="2003/ 001 00: 25: 29"
EVENTI D="4997125"

TDRS="275"
SI C="6951"
SERVI CECOUNT="1"
SERVI CE1
SERVI CETYPE=" DASPBK"
| PADDRESS="1.1.1. 1"
PORTNUMBER="7000"
REALTI MEEVENTREQUESTI D="4990278"
STARTTI MEOFREALTI MEDATASEGMVENT=" 2002/ 365 00: 54: 05"
ENDSERVI CE1

ENDSCHEDUL EDEVENT1

SCHEDUL EDEVENT?2
EVENTSTART="2002/ 365 23: 30: 00"
EVENTSTOP="2003/ 001 10: 00: 00"
EVENTI D="8901484"

TDRS=" ANY"
SI C="6951"
SERVI CECOUNT="1"
SERVI CE1
SERVI CETYPE=" DASMAR"
PARAMETERCOUNT=" 15"
PARAMETERS
Pr ot ocol s_Dat a=" Async"
St orage_Durati on="3"
| P_Add_I| ="150. 144.173. 78"
Dat a_Fnt _| =" NRZ- L"

ENDPARAMETERS

SERVI CEPERI ODCOUNT="21"

SERVI CEPERI OD1
SERVI CEPERI ODSTARTTI ME=" 2002/ 365 23: 30: 00"
SERVI CEPERI ODSTOPTTI ME=" 2002/ 365 23: 41: 00"
SERVI CEPERI ODTDRS=" TDW
TDRSSUPPORTSTATUS=" Gr ant ed"
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ENDSERVI CEPERI OD1

SERVI CEPERI 0CD21
SERVI CEPERI ODSTARTTI ME=" 2003/ 001 09: 59: 00"
SERVI CEPERI ODSTOPTTI ME=" 2003/ 001 10: 00: 00"
SERVI CEPERI CDTDRS=" TDE"
TDRSSUPPORTSTATUS=" Gr ant ed"

ENDSERVI CEPERI OD21

ENDSERVI CE1
ENDSCHEDUL EDEVENT2

Table C-1. DASMAR Service Parameters

Parameter Name Description Units Enumeration Values
Acq_Mode Acquisition Mode Mode A="Mode A (700 Hz)"
Mode B="Mode B (3000 Hz)"
Carrier_Freq_Ref Acquisition Center Frequency Hz
Data Fmt_| Data Format | Channel L="NRZ-L"
M="NRZ-M"
S="NRZ-S"
Data_ Fmt Q Data Format Q Channel L="NRZ-L"
M="NRZ-M"
S="NRZ-S"
Data_Rate | Data Rate | Channel bps
Data_Rate Q Data Rate Q Channel bps
Data_class_ID Data Class ID Not Applicable
CCSDS frame
CCSDS packet
TDM frame
Stripped TDM frame
Frame_length_| Frame length | Channel bytes
Frame_length_Q Frame length Q Channel bytes
Frame_sync_| Frame Synchronization | Channel On
Off
Frame_sync_Q Frame Synchronization Q Channel On
Off
G2_Symb_Inv_| G2 Symbol Inversion | Channel Upright
Inverted
G2_Symb_Inv_Q G2 Symbol Inversion Q Channel Upright
Inverted
IBU_Mode Independent Beamforming Unit Mode Adaptive mode
Pointing mode
IP_Add | Destination IP Address | Channel
IP_Add_Q Destination IP Address Q Channel
Mission_ID Mission Identifier
Modulation_Data_Ch Modulation/Data Channel BPSK
SQPN single channel
SQPN dual channel
PN_Code_| Pseudo-random noise code | Channel octal
PN_Code_Q Pseudo-random noise code Q Channel octal
Port Num_| Destination TCP Port Number | Channel
Port Num_Q Destination TCP Port Number Q Channel
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Protocols_Data Protocols (Data Format) ACE
AXAF-1
IPDU
LEO-T
SFDU
Async
Storage_Duration Data storage duration days
Symb_Fmt | Symbol Format | Channel NRZ="NRZ"
Biphase="BIO-L"
Symb_Fmt_Q Symbol Format Q Channel NRZ="NRZ"
Biphase="BIO-L"
Sync_mask_| Frame Sync Mask | Channel hex
Sync_mask Q Frame Sync Mask Q Channel hex
Sync_pattern_| Frame Sync Pattern | Channel hex
Sync_pattern_Q Frame Sync Pattern Q Channel hex
Sync_pattern_lock_| Allowable frame sync pattern errors
during lock | Channel
Sync_pattern_lock_Q Allowable frame sync pattern errors
during lock Q Channel
Sync_pattern_search_| Allowable frame sync pattern errors
during search | Channel
Sync_pattern_search_Q Allowable frame sync pattern errors
during search Q Channel
VCP_CRC | Virtual Channel Processing CRC | On
Channel Off
VCP_CRC_Q Virtual Channel Processing CRC Q On
Channel Off
VCP_CRC_Location_| Virtual Channel Processing CRC
Location | Channel
VCP_CRC_Location_Q Virtual Channel Processing CRC
Location Q Channel
VCP_| Virtual Channel Processing | Channel On
Off
VCP_Q Virtual Channel Processing Q Channel On
Off
VCP_RS Interleave_| Virtual Channel Processing Reed
Solomon Interleave Depth | Channel
VCP_RS_Interleave_Q Virtual Channel Processing Reed
Solomon Interleave Depth Q Channel
VCP_RS_Location_| Virtual Channel Processing Reed
Solomon Codeword Location | Channel
VCP_RS_Location_Q Virtual Channel Processing Reed
Solomon Codeword Location Q Channel
VCP_RS_Virtual_Fill_I Virtual Channel Processing Reed
Solomon Virtual Fill | Channel
VCP_RS_Virtual_Fill_Q Virtual Channel Processing Reed
Solomon Virtual Fill Q Channel
VCP_Reed_Solomon_| Virtual Channel Processing Reed On
Solomon | Channel Off
VCP_Reed_Solomon_Q Virtual Channel Processing Reed On
Solomon Q Channel Off
VCP_Segregation_| Virtual Channel Processing Segregation | On
Channel Off
VCP_Segregation_Q Virtual Channel Processing Segregation On
Q Channel Off

VCP_Segregation_IP_Address_|

Virtual Channel Processing Segregation
Destination IP Address | Channel
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VCP_Segregation_IP_Address_Q

Virtual Channel Processing Segregation
Destination IP Address Q Channel

VCP_Segregation_Port_ Num_|

Virtual Channel Processing Segregation
Destination TCP Port Number | Channel

VCP_Segregation_Port_Num_Q

Virtual Channel Processing Segregation
Destination TCP Port Number Q Channel
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Appendix D. UPD Detail Panel Contents

D.1 General

The UPD parameter vaues that are displayed in the UPD Detal Pand standard layouts are listed in
Tables D-1 through D-15. The Parameter Name is used when editing a layout to specify which
mnemonicName (parameter) is used for a display component. These names are dso used in the UPD
log file described in Appendix D. For enumerated parameters, the server sends numeric vaues to the
Client, which then performs a trandation to text according to the Enumeration Vaue assgnments.

Enumeration parameters that are do limit-checked are indicated in the tables by a Severity assgnment
for each enumeration value. Limit-checking and its effect on the UPD displays is described in more
detail in Section 9.2.

Table D-1. MAF/SMAF UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities

SUPIDEN SUPIDEN

Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acq/Reacq" (Yellow)

Azimuth Azimuth deg

Elevation Elevation deg

Radiated_Freq Radiated Carrier Frequency MHz

Signal EIRP Signal EIRP dBW

Clock_Presence Clock Presence 0="No" (Red)
1="Yes" (Green)

Data_Density Data Transition Density %

TDRS_Yaw TDRS Yaw deg

TDRS_Roll TDRS Roll deg

TDRS_Pitch TDRS Pitch deg

Table D-2. SSAF UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Link_Status Link Status 0="Active" (Green)

1="Pending" (Red)
2="Acq/Reacq" (Yellow)

Azimuth Azimuth deg

Elevation Elevation deg

Polarization Polarization 0="LCP"
1="RCP"

Signal_EIRP Signal EIRP dBW
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Radiated_Freq Radiated Carrier Frequency MHz

Power_Mode Power Mode 0="Normal"
1="High"

Doppler_Comp Doppler Compensation 0="Off"
1="On"

PN_Modulation Command Channel PN Modulation 0="No"
1="Yes"

Clock_Presence Clock Presence 0="No" (Red)
1="Yes" (Green)

Data_Density Data Transition Density %

TDRS_Yaw TDRS Yaw deg

TDRS_Roll TDRS Roll deg

TDRS_Pitch TDRS Pitch deg

Table D-3. KSAF UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acq/Reacq" (Yellow)
Azimuth Azimuth deg
Elevation Elevation deg
Polarization Polarization 0="LCP"
1="RCP"
Signal EIRP Signal EIRP dBW
Radiated_Freq Radiated Carrier Frequency MHz
Power_Mode Power Mode 0="Normal"
1="High"
Doppler_Comp Doppler Compensation 0="0Off"
1="On"
PN_Modulation Command Channel PN Modulation 0="No"
1="Yes"
Clock_Presence Clock Presence 0="No" (Red)
1="Yes" (Green)
Data_Density Data Transition Density %
TDRS_Yaw TDRS Yaw Deg
TDRS_Roll TDRS Roll Deg
TDRS_Pitch TDRS Pitch Deg

Table D-4. KaSAF UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acq/Reacq" (Yellow)
Azimuth Azimuth deg
Elevation Elevation deg
Polarization Polarization 0="LCP"
1="RCP"
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Signal_EIRP Signal EIRP dBW

Radiated_Freq Radiated Carrier Frequency MHz

Power_Mode Power Mode 0="Normal"
1="High"

Doppler_Comp Doppler Compensation 0="Off"
1="On"

PN_Modulation Command Channel PN Modulation 0="No"
1="Yes"

Clock_Presence Clock Presence 0="No" (Red)
1="Yes" (Green)

Data_Density Data Transition Density %

TDRS_Yaw TDRS Yaw deg

TDRS_Roll TDRS Roll deg

TDRS_Pitch TDRS Pitch deg

Table D-5. MAR UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities

SUPIDEN SUPIDEN

Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acq/Reacq" (Yellow)

Azimuth Azimuth deg

Beamforming_Equip_ID Scheduled MA Return Link ID

Elevation Elevation deg

Doppler_Tracking Doppler Tracking Status 0="Inactive"
1="One-way"
2="Two-way"
3="Cross-support"

Mode Mode 1="Mode 1 (Coherent)
2="Mode 2 (Non-coherent)

IR_Lock Integrated Receiver Lock Indicator 0="No Lock" (Red)
1="Lock" (Green)

IR_Signal_Strength Integrated Receiver Signal Strength dB-Hz

Symbol_Sync_Lock_| Symbol Synchronizer Lock Indicator, | 0="No Lock"

Channel 1="Lock"
Symbol_Sync_Lock_Q Symbol Synchronizer Lock Indicator, Q 0="No Lock"
Channel 1="Lock"

BER_Status_|

BER Status, | Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)
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BER_Status_Q

BER Status, Q Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)

8="BER < 10-9" (Green)

Frame_Sync_Mode_|

Frame Sync Mode, | Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Frame_Sync_Mode_Q

Frame Sync Mode, Q Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Clock_Presence_|

Clock Presence, | Channel

0="No" (Red)
1="Yes" (Green)

Clock_Presence_Q

Clock Presence, Q Channel

0="No" (Red)
1="Yes" (Green)

Data_Density |

Data Transition Density, | Channel

%

Data_Density Q

Data Transition Density, Q Channel

%

Frames_in_Lock_|

Percent Frames in Lock, | Channel

%

Frames_in_Lock_Q

Percent Frames in Lock, Q Channel

%

Sync_Dropout_Count_|

Sync Lock Dropout Count, | Channel

Sync_Dropout_Count_Q

Sync Lock Dropout Count, Q Channel

Frame_Sync_Word_BER_|

Frame Sync Word BER, | Channel

Frame_Sync Word BER Q

Frame Sync Word BER, Q Channel

Range_Tracking_Status

Range Tracking Status

0="Inactive"
1="Active"
2="Cross-support"

Receiver_Coherency

Receiver Coherency Indicator

0="Noncoherent"

1="Coherent"
Channel_Power_Ratio 1/Q Channel Power Ratio dB
Configuration Configuration 0="I Channel Only"
1="Q Channel Only"
2="I and Q Channels"
Data_Channel_Config Data Channel Configuration 0="Single source"
1="Dual source"
Data Format Conv | Data Format Conversion Configuration, | 0="No"
- - - Channel " "
1="Yes
Data_Format_Conv_Q Data Format Conversion Configuration, Q 0="No"
- - - Channel " "
1="Yes
Symbol_Fmt_Conv_BFNRZ_| Symbol Format Conversion Biphase to 0="No"
NRZ, | Channel 1="Yes"
Symbol_Fmt_Conv_BFNRZ_Q Symbol Format Conversion Biphase to 0="No"
NRZ, Q Channel 1="Yes"
G2_Inversion_| G2 Inversion, | Channel 0="Not inverted"
1="Inverted"
G2_lInversion_Q G2 Inversion, Q Channel 0="Not inverted"
1="Inverted"
TDRS_Yaw TDRS Yaw deg
TDRS_Roll TDRS Roll deg
TDRS_Pitch TDRS Pitch deg
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Table D-6. SSAR DG1 UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities

SUPIDEN SUPIDEN

Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acq/Reacq" (Yellow)

Azimuth Azimuth deg

Elevation Elevation deg

Polarization Polarization 0="LCP"
1="RCP"

Doppler_Tracking Doppler Tracking Status 0="Inactive"
1="One-way"
2="Twoway"
3="Cross-support"

IR_Lock Integrated Receiver Lock Indicator 0="No Lock" (Red)
1="Lock" (Green)

IR_Signal_Strength Integrated Receiver Signal Strength dB-Hz

Receiver_Coherency

Receiver Coherency Indicator

0="Noncoherent"
1="Coherent"

DG1_Mode

DG1 Mode

1="Mode 1"
2="Mode 2"
3="Mode 3"

Dinterleaving

Deinterleaving Selection

0="No deinterleaving"
1="I Deinterleaved"
2="Q Deinterleaved"
3="l and Q Deinterleaved

Symbol_Sync_Lock_| Symbol Synchronizer Lock Indicator, | 0="No Lock"
Channel 1="Lock"

Symbol_Sync_Lock_Q Symbol Synchronizer Lock Indicator, Q 0="No Lock"
Channel 1="Lock"

BER_Status_|

BER Status, | Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >=10-9" (Green)
8="BER < 10-9" (Green)

BER_Status_Q

BER Status, Q Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

Frame_Sync_Mode_|

Frame Sync Mode, | Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"
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Frame_Sync_Mode_Q

Frame Sync Mode, Q Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Clock_Presence_|

Clock Presence, | Channel

0="No" (Red)
1="Yes" (Green)

Clock_Presence_Q

Clock Presence, Q Channel

0="No" (Red)
1="Yes" (Green)

Data_Density |

Data Transition Density, | Channel

%

Data_Density Q

Data Transition Density, Q Channel

%

Frames_in_Lock_|

Percent Frames in Lock, | Channel

%

Frames_in_Lock _Q

Percent Frames in Lock, Q Channel

%

Sync_Dropout_Count_|

Sync Lock Dropout Count, | Channel

Sync_Dropout_Count_Q

Sync Lock Dropout Count, Q Channel

Frame_Sync_Word_BER_|

Frame Sync Word BER, | Channel

Frame_Sync Word BER Q

Frame Sync Word BER, Q Channel

DG1_Configuration

DG1 Configuration

0="l Channel Only"
1="Q Channel Only"
2="I and Q Channels"

Receiver_Configuration

Receiver Configuration

0="Normal"
1="Cross-support"

Channel_Power_Ratio 1/Q Channel Power Ratio dB
Data_Channel_Config Data Channel Configuration 0="Single source, identical data"
1="Dual source"
2="Single source, alternate data"
SSA_Combining SSA Combining 0="No"
1="Yes"
Range_Tracking_Status Range Tracking Status 0="Inactive"
1="Normal"
2="Cross-support"
Data Format Conv | Data Format Conversion Configuration, | 0="No"
- - - Channel
1="Yes"
Data_Format_Conv_Q Data Format Conversion Configuration, Q 0="No"
- - - Channel " "
1="Yes
Symbol_Fmt_Conv_BINRZ_| Symbol Format Conversion Biphase to 0="No"
NRZ, | Channel 1="Yes"
Symbol_Fmt_Conv_BFNRZ_Q Symbol Format Conversion Biphase to 0="No"
NRZ, Q Channel 1="Yes"
Data_Coding_| Data Coding, | Channel 0="Uncoded"
1="Code 1 (Rate 1/2)"
2="Code 2 (Rate 1/2, G1 inv)"
3="Code 3 (Rate 1/3)"
Data_Coding_Q Data Coding, Q Channel 0="Uncoded"
1="Code 1 (Rate 1/2)"
2="Code 2 (Rate 1/2, G1 inv)"
3="Code 3 (Rate 1/3)"
G2_lInversion_| G2 Inversion, | Channel 0="Not inverted"
1="Inverted"
G2_Inversion_Q G2 Inversion, Q Channel 0="Not inverted"
1="Inverted"
TDRS_Yaw TDRS Yaw deg
TDRS_Raoll TDRS Roll deg
TDRS_Pitch TDRS Pitch deg

AB-6

452-UG-SWSl




Table D-7. SSAR DG2 UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities

SUPIDEN SUPIDEN

Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acg/Reacq" (Yellow)

Azimuth Azimuth deg

Elevation Elevation deg

Polarization Polarization 0="LCP"
1="RCP"

Doppler_Tracking Doppler Tracking Status 0="Inactive"
1="One-way"
2="Two-way"
3="Cross-support"

IR_Lock Integrated Receiver Lock Indicator 0="No Lock" (Red)
1="Lock" (Green)

IR_Signal_Strength Integrated Receiver Signal Strength dB-Hz

Receiver_Coherency

Receiver Coherency Indicator

0="Noncoherent"
1="Coherent"

DG2_Modulation

DG2 Modulation

0="QPSK"
1="BPSK"

Dinterleaving

Deinterleaving Selection

0="No deinterleaving"
1="| Deinterleaved"

2="Q Deinterleaved"

3="I and Q Deinterleaved"

Symbol_Sync_Lock_| Symbol Synchronizer Lock Indicator, | 0="No Lock"
Channel 1="Lock"

Symbol_Sync_Lock_Q Symbol Synchronizer Lock Indicator, Q 0="No Lock"
Channel 1="Lock"

BER_Status_|

BER Status, | Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >=10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >=10-9" (Green)
8="BER < 10-9" (Green)

BER_Status_Q

BER Status, Q Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >=10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

Frame_Sync_Mode_|

Frame Sync Mode, | Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Frame_Sync_Mode_Q

Frame Sync Mode, Q Channel

0="Search"
1="Check"
2="Lock"
3="Flyw heel"
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Clock_Presence_| Clock Presence, | Channel 0="No" (Red)
1="Yes" (Green)
Clock_Presence_Q Clock Presence, Q Channel 0="No" (Red)

1="Yes" (Green)

Data_Density |

Data Transition Density, | Channel

%

Data_Density_Q

Data Transition Density, Q Channel

%

Frames_in_Lock |

Percent Frames in Lock, | Channel

%

Frames_in_Lock_Q

Percent Frames in Lock, Q Channel

%

Sync_Dropout_Count_|

Sync Lock Dropout Count, | Channel

Sync_Dropout_Count_Q

Sync Lock Dropout Count, Q Channel

Frame_Sync Word_BER_|

Frame Sync Word BER, | Channel

Frame_Sync Word BER Q

Frame Sync Word BER, Q Channel

Receiver_Configuration

Receiver Configuration

0="Normal"
1="Cross-support"

Channel_Power_Ratio 1/Q Channel Power Ratio dB
Data_Channel_Config Data Channel Configuration 0="Single source"
1="Dual source"
2="Single source, alternate data"
SSA_Combining SSA Combining 0="No"
1="Yes"
Data Format Conv | Data Format Conversion Configuration, | 0="No"
- - - Channel
1="Yes"
Data Format Conv Q Data Format Conversion Configuration, Q 0="No"
- - - Channel " "
1="Yes
Symbol_Fmt_Conv_BIFNRZ_| Symbol Format Conversion Biphase to 0="No"
NRZ, | Channel 1="Yes"
Symbol_Fmt_Conv_BIFNRZ_Q Symbol Format Conversion Biphase to 0="No"
NRZ, Q Channel 1="Yes"
Data_Coding_| Data Coding, | Channel 0="Uncoded"
1="Code 1 (Rate 1/2)
2="Code 2 (Rate 1/2, G1 inv)
3="Code 3 (Rate 1/3)
Data_Coding_Q Data Coding, Q Channel 0="Uncoded"
1="Code 1 (Rate 1/2)
2="Code 2 (Rate 1/2, G1 inv)
3="Code 3 (Rate 1/3)
G2_lInversion_| G2 Inversion, | Channel 0="Not inverted"
1="Inverted"
G2_lInversion_Q G2 Inversion, Q Channel 0="Not inverted"
1="Inverted"
TDRS_Yaw TDRS Yaw deg
TDRS_Raoll TDRS Roll deg
TDRS_Pitch TDRS Pitch deg

Table D-8. SMAR DG1 UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acqg/Reacq" (Yellow)
Azimuth Azimuth deg
Equipment_String_ID SMAR Link ID
Elevation Elevation deg
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Polarization Polarization 0="LCP"
1="RCP"

Doppler_Tracking Doppler Tracking Status 0="Inactive"
1="One-way"
2="Two-way"

3="Cross-support"

IR_Lock

Integrated Receiver Lock Indicator

0="No Lock" (Red)
1="Lock" (Green)

IR_Signal_Strength

Integrated Receiver Signal Strength

dB-Hz

Receiver_Coherency

Receiver Coherency Indicator

0="Noncoherent"
1="Coherent"

DG1_Mode

DG1 Mode

1="Mode 1"
2="Mode 2"
3="Mode 3"

Dinterleaving

Deinterleaving Selection

0="No deinterleaving"
1="I Deinterleaved"
2="Q Deinterleaved"
3="| and Q Deinterleaved

Symbol_Sync_Lock_| Symbol Synchronizer Lock Indicator, | 0="No Lock"
Channel 1="Lock"

Symbol_Sync_Lock_Q Symbol Synchronizer Lock Indicator, Q 0="No Lock"
Channel 1="Lock"

BER_Status_|

BER Status, | Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

BER_Status_Q

BER Status, Q Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >=10-9" (Green)
8="BER < 10-9" (Green)

Frame_Sync_Mode_|

Frame Sync Mode, | Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Frame_Sync_Mode_Q

Frame Sync Mode, Q Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Clock_Presence_|

Clock Presence, | Channel

0="No" (Red)
1="Yes" (Green)

Clock_Presence_Q

Clock Presence, Q Channel

0="No" (Red)
1="Yes" (Green)

Data_Density_|

Data Transition Density, | Channel

%

Data_Density Q

Data Transition Density, Q Channel

%

Frames_in_Lock_|

Percent Frames in Lock, | Channel

%

Frames_in_Lock Q

Percent Frames in Lock, Q Channel

%

Sync_Dropout_Count_|

Sync Lock Dropout Count, | Channel

Sync_Dropout_Count_Q

Sync Lock Dropout Count, Q Channel
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Frame_Sync_Word_BER_|

Frame Sync Word BER, | Channel

Frame_Sync_Word BER_Q

Frame Sync Word BER, Q Channel

DG1_Configuration

DG1 Configuration

0="I Channel Only"
1="Q Channel Only"
2="I and Q Channels"

Receiver_Configuration

Receiver Configuration

0="Normal"
1="Cross-support"

Channel_Power_Ratio 1/Q Channel Power Ratio dB
Data_Channel_Config Data Channel Configuration 0="Single source, identical data"
1="Dual source"
2="Single source, alternate data"
Range_Tracking_Status Range Tracking Status 0="Inactive"
1="Normal"
2="Cross-support"
Data Format Conv | Data Format Conversion Configuration, | 0="No"
- - - Channel " "
1="Yes
Data_Format_Conv_Q Data Format Conversion Configuration, Q 0="No"
Channel " "
1="Yes
Symbol_Fmt_Conv_BINRZ_| Symbol Format Conversion Biphase to 0="No"
NRZ, | Channel 1="Yes"
Symbol_Fmt_Conv_BFNRZ_Q Symbol Format Conversion Biphase to 0="No"
NRZ, Q Channel 1="Yes"
Data_Coding_| Data Coding, | Channel 0="Uncoded"
1="Code 1 (Rate 1/2)"
2="Code 2 (Rate 1/2, G1 inv)"
3="Code 3 (Rate 1/3)"
Data_Coding_Q Data Coding, Q Channel 0="Uncoded"
1="Code 1 (Rate 1/2)"
2="Code 2 (Rate 1/2, G1 inv)"
3="Code 3 (Rate 1/3)"
G2_lInversion_| G2 Inversion, | Channel 0="Not inverted"
1="Inverted"
G2_Inversion_Q G2 Inversion, Q Channel 0="Not inverted"
1="Inverted"
TDRS_Yaw TDRS Yaw deg
TDRS_Roll TDRS Roll deg
TDRS_Pitch TDRS Pitch deg

Table D-9. SMAR DG2 UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities

SUPIDEN SUPIDEN

Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acq/Reacq" (Yellow)

Azimuth Azimuth deg

Equipment_String_ID SMAR Link ID

Elevation Elevation deg

Polarization Polarization 0="LCP"
1="RCP"

Doppler_Tracking Doppler Tracking Status 0="Inactive"
1="One-way"
2="Two-way"

3="Cross-support"

AB-10

452-UG-SWSl




IR_Lock Integrated Receiver Lock Indicator 0="No Lock" (Red)
1="Lock" (Green)
IR_Signal_Strength Integrated Receiver Signal Strength dB-Hz
Receiver_Coherency Receiver Coherency Indicator 0="Noncoherent"
1="Coherent"
DG2_Modulation DG2 Modulation 0="QPSK"
1="BPSK"
Dinterleaving Deinterleaving Selection 0="No deinterleaving"
1="I Deinterleaved"
2="Q Deinterleaved"
3="I and Q Deinterleaved"
Symbol_Sync_Lock_| Symbol Synchronizer Lock Indicator, | 0="No Lock"
Channel 1="Lock"
Symbol_Sync_Lock_Q Symbol Synchronizer Lock Indicator, Q 0="No Lock"
Channel 1="Lock"
BER_Status_| BER Status, | Channel 0="Status not valid" (Red)
1="BER >= 10-3" (Red)
2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)
BER_Status_Q BER Status, Q Channel 0="Status not valid" (Red)
1="BER >= 10-3" (Red)
2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >=10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)
Frame_Sync_Mode_| Frame Sync Mode, | Channel 0="Search"
1="Check"
2="Lock"
3="Flywheel"
Frame_Sync_Mode_Q Frame Sync Mode, Q Channel 0="Search"
1="Check"
2="Lock"
3="Flywheel"
Clock_Presence_| Clock Presence, | Channel 0="No" (Red)
1="Yes" (Green)
Clock_Presence_Q Clock Presence, Q Channel 0="No" (Red)
1="Yes" (Green)
Data_Density | Data Transition Density, | Channel %
Data_Density_Q Data Transition Density, Q Channel %
Frames_in_Lock | Percent Frames in Lock, | Channel %
Frames_in_Lock_Q Percent Frames in Lock, Q Channel %
Sync_Dropout_Count_| Sync Lock Dropout Count, | Channel
Sync_Dropout_Count_Q Sync Lock Dropout Count, Q Channel
Frame_Sync Word_BER_| Frame Sync Word BER, | Channel
Frame_Sync_Word_BER_Q Frame Sync Word BER, Q Channel
Receiver_Configuration Receiver Configuration 0="Normal"
1="Cross-support"
Channel_Power_Ratio 1/Q Channel Power Ratio dB
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Data_Channel_Config

Data Channel Configuration

0="Single source"
1="Dual source"
2="Single source, alternate data"

Data_Format_Conv_|

Data Format Conversion Configuration, |
Channel

0="No"

1="Yes"
Data Format Conv Q Data Format Conversion Configuration, Q 0="No"
- - - Channel
1="Yes"
Symbol_Fmt_Conv_BINRZ_| Symbol Format Conversion Biphase to 0="No"
NRZ, | Channel 1="Yes"
Symbol_Fmt_Conv_BFNRZ_Q Symbol Format Conversion Biphase to 0="No"
NRZ, Q Channel 1="Yes"
Data_Coding_| Data Coding, | Channel 0="Uncoded"

1="Code 1 (Rate 1/2)
2="Code 2 (Rate 1/2, G1inv)
3="Code 3 (Rate 1/3)

Data_Coding_Q

Data Coding, Q Channel

0="Uncoded"

1="Code 1 (Rate 1/2)
2="Code 2 (Rate 1/2, G1inv)
3="Code 3 (Rate 1/3)

G2_lInversion_| G2 Inversion, | Channel 0="Not inverted"
1="Inverted"

G2_Inversion_Q G2 Inversion, Q Channel 0="Not inverted"
1="Inverted"

TDRS_Yaw TDRS Yaw deg

TDRS_Roll TDRS Roll deg

TDRS_Pitch TDRS Pitch deg

Table D-10. KSAR DG1 UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acq/Reacq" (Yellow)
Azimuth Azimuth deg
Elevation Elevation deg

Autotrack_Status

Autotrack Status

0="Disabled"

1="No Signal Presence"
2="Signal Presence"
3="Zero Crossing"
4="Autotrack"

Polarization

Polarization

0="LCP"
1="RCP"

Doppler_Tracking

Doppler Tracking Status

0="Inactive"
1="One-way"
2="Two-way"

DG1_Mode

DG1 Mode

1="Mode 1"
2="Mode 2"
3="Mode 3"

Receiver_Coherency

Receiver Coherency Indicator

0="Noncoherent"
1="Coherent"
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First_Demod_Type

First Demodulator Type Indicator, |
Channel

1="IR"
2="HDRR"

First_Demod_Lock

First Demodulator Lock Indicator, |
Channel

0="No Lock" (Red)
1="Lock" (Green)

First_Demod_Signal_Strength First Demodulator Signal Strength, | dB-Hz
Channel
Second_Demod_Type Second Demodulator Type Indicator, Q 1="IR"
Channel 2="HDRR"
Second_Demod_Lock Second Demodulator Lock Indicator, Q 0="No Lock" (Red)
Channel 1="Lock" (Green)
Second_Demod_Signal_Strengt | Second Demodulator Signal Strength, Q | dB-Hz

h

Channel

Symbol_Sync_Lock_| Symbol Synchronizer Lock Indicator, | 0="No Lock"
Channel 1="Lock"

Symbol_Sync_Lock_Q Symbol Synchronizer Lock Indicator, Q 0="No Lock"
Channel 1="Lock"

BER_Status_|

BER Status, | Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >=10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

BER_Status_Q

BER Status, Q Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >=10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

Frame_Sync_Mode_|

Frame Sync Mode, | Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Frame_Sync_Mode_Q

Frame Sync Mode, Q Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Clock_Presence_|

Clock Presence, | Channel

0="No" (Red)
1="Yes" (Green)

Clock_Presence_Q

Clock Presence, Q Channel

0="No" (Red)
1="Yes" (Green)

Data_Density |

Data Transition Density, | Channel

%

Data_Density_Q

Data Transition Density, Q Channel

%

Frames_in_Lock |

Percent Frames in Lock, | Channel

%

Frames_in_Lock_Q

Percent Frames in Lock, Q Channel

%

Sync_Dropout_Count |

Sync Lock Dropout Count, | Channel

Sync_Dropout_Count_Q

Sync Lock Dropout Count, Q Channel

Frame_Sync Word_BER_|

Frame Sync Word BER, | Channel

Frame_Sync_ Word BER Q

Frame Sync Word BER, Q Channel

Data_Format_Conv_| Data Format Conversion Configuration, 0="No"
| Channel 1="Yes"
Data_Format_Conv_Q Data Format Conversion Configuration, 0="No"
Q Channel 1="Yes"
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Symbol_Fmt_Conv_BIFNRZ_|

Symbol Format Conversion Biphase to

0="No"

NRZ, | Channel 1="Yes"
Symbol_Fmt_Conv_BIFNRZ_Q Symbol Format Conversion Biphase to 0="No"
NRZ, Q Channel 1="Yes"
Data_Coding_| Data Coding, | Channel 0="Uncoded"
1="Code 1 (Rate 1/2)
Data_Coding_Q Data Coding, Q Channel 0="Uncoded"

1="Code 1 (Rate 1/2)

G2_lInversion_| G2 Inversion, | Channel 0="Not inverted"
1="Inverted"

G2_lInversion_Q G2 Inversion, Q Channel 0="Not inverted"
1="Inverted"

Receiver_Configuration Receiver Configuration 0="Normal"

1="Cross-support"

Channel_Power_Ratio 1/Q Channel Power Ratio dB

Data_Channel_Config Data Channel Configuration 0="Single source"
1="Dual source"

DG1_Configuration DG1 Configuration 0="I Channel Only"
1="Q Channel Only"
2="l and Q Channels

Range_Tracking_Status Range Tracking Status 0="Inactive"
1="Normal"

TDRS_Yaw TDRS Yaw deg

TDRS_Roll TDRS Roll deg

TDRS_Pitch TDRS Pitch deg

Table D-11. KSAR/KaSAR DG2 UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Link_Status Link Status 0="Active" (Green)
1="Pending" (Red)
2="Acqg/Reacq" (Yellow)
Azimuth Azimuth deg
Elevation Elevation deg

Autotrack_Status

Autotrack Status

0="Disabled"

1="No Signal Presence"
2="Signal Presence"
3="Zero Crossing"
4="Autotrack"

Polarization Polarization 0="LCP"
1="RCP"
Doppler_Tracking Doppler Tracking Status 0="Inactive"
1="One-way"
2="Two-way"
DG2_Modulation DG2 Modulation 0="QPSK",
1="BPSK"
Receiver_Coherency Receiver Coherency Indicator 0="Noncoherent"
1="Coherent"
First_ Demod_Type First Demodulator Type Indicator, | 1="IR"
Channel 2="HDRR"
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First_ Demod_Lock

First Demodulator Lock Indicator, |
Channel

0="No Lock" (Red)
1="Lock" (Green)

First_Demod_Signal_Strength First Demodulator Signal Strength, | dB-Hz
Channel
Second_Demod_Type Second Demodulator Type Indicator, Q 1="IR"
Channel 2="HDRR"
Second_Demod_Lock Second Demodulator Lock Indicator, Q 0="No Lock" (Red)
Channel 1="Lock" (Green)
Second_Demod_Signal_Strengt | Second Demodulator Signal Strength, Q | dB-Hz

h

Channel

Symbol_Sync_Lock_| Symbol Synchronizer Lock Indicator, | 0="No Lock"
Channel 1="Lock"

Symbol_Sync_Lock Q Symbol Synchronizer Lock Indicator, Q 0="No Lock"
Channel 1="Lock"

BER_Status_|

BER Status, | Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

BER_Status_Q

BER Status, Q Channel

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

Frame_Sync_Mode_|

Frame Sync Mode, | Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Frame_Sync_Mode_Q

Frame Sync Mode, Q Channel

0="Search"
1="Check"
2="Lock"
3="Flywheel"

Clock_Presence_|

Clock Presence, | Channel

0="No" (Red)
1="Yes" (Green)

Clock_Presence_Q

Clock Presence, Q Channel

0="No" (Red)
1="Yes" (Green)

Data_Density_|

Data Transition Density, | Channel

%

Data_Density Q

Data Transition Density, Q Channel

%

Frames_in_Lock |

Percent Frames in Lock, | Channel

%

Frames_in_Lock_Q

Percent Frames in Lock, Q Channel

%

Sync_Dropout_Count_|

Sync Lock Dropout Count, | Channel

Sync_Dropout_Count_Q

Sync Lock Dropout Count, Q Channel

Frame_Sync_Word_BER_|

Frame Sync Word BER, | Channel

Frame_Sync_Word BER_Q

Frame Sync Word BER, Q Channel

Data_Format_Conv_| Data Format Conversion Configuration, 0="No"
| Channel 1="Yes"
Data_Format_Conv_Q Data Format Conversion Configuration, 0="No"
Q Channel 1="Yes"
Symbol_Fmt_Conv_BINRZ_| Symbol Format Conversion Biphase to 0="No"
NRZ, | Channel 1="Yes"
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Symbol_Fmt_Conv_BFNRZ_Q Symbol Format Conversion Biphase to 0="No"
NRZ, Q Channel 1="Yes"
Data_Coding_| Data Coding, | Channel 0="Uncoded"
1="Code 1 (Rate 1/2)
Data_Coding_Q Data Coding, Q Channel 0="Uncoded"

1="Code 1 (Rate 1/2)

G2_Inversion_|

G2 Inversion, | Channel

0="Not inverted"

1="Inverted"
G2_lInversion_Q G2 Inversion, Q Channel 0="Not inverted"

1="Inverted"
Receiver_Configuration Receiver Configuration 0="Normal"

1="Cross-support"

Channel_Power_Ratio 1/Q Channel Power Ratio dB

Data_Channel_Config Data Channel Configuration 0="Single source"
1="Dual source"

TDRS_Yaw TDRS Yaw deg

TDRS_Roll TDRS Roll deg

TDRS_Pitch TDRS Pitch deg

Table D-12. KaSARWB DG2 UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Azimuth Azimuth deg
Elevation Elevation deg
Polarization Polarization 0="LCP"
1="RCP"
TDRS_Yaw TDRS Yaw deg
TDRS_Raoll TDRS Roll deg
TDRS_Pitch TDRS Pitch deg

Table D-13. EETF UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Polarization Antenna Polarization 0="LCP"
1="RCP"
Sim_Gain_Temp Simulation Gain/Temperature dB/K
Forward_Link_Freq Forward Link Frequency MHz
Sim_Command_Channel_Lock Simulation Command Channel Lock 0="No Lock"
1="Lock"
Sim_Carrier_Lock Simulation Carrier Lock 0="No Lock"
1="Lock
Sim_Bit_Sync_Lock Simulation Bit Sync Lock 0="No Lock"
1="Lock"
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BER_Status

0="Status not valid" (Red)
1="BER >= 10-3" (Red)

2="10-3 > BER >= 10-4" (Red)
3="10-4 > BER >= 10-5" (Red)
4="10-5 > BER >= 10-6" (Green)
5="10-6 > BER >= 10-7" (Green)
6="10-7 > BER >= 10-8" (Green)
7="10-8 > BER >= 10-9" (Green)
8="BER < 10-9" (Green)

TDRS_Yaw

TDRS Yaw

deg

TDRS_Roll

TDRS Roll

deg

TDRS_Pitch

TDRS Pitch

deg

Table D-14. EETR UPD Detail Parameters

Parameter Name Description Units | Enumeration Values/Severities
SUPIDEN SUPIDEN
Polarization Antenna Polarization 0="LCP"
1="RCP"
Simulation_EIRP Simulation EIRP dBW
Return_Link_Freq Return Link Frequency MHz
TDRS_Yaw TDRS Yaw deg
TDRS_Roll TDRS Roll deg
TDRS_Pitch TDRS Pitch deg

Table D-15. DASMAR UPD Detail Parameters (TBS)

Parameter Name

Description

Units

Enumeration Values/Severities
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Appendix E. UPD Log File Format

E.1 General

The generd format of the UPD log file stored on the Client workstation as described in Section 9.4 isas
follows

UPD
Ti meTag="YYYY/ DDD_HHMMSS"
SI C/ Supi den="<supi den>"
Servi ceType="<upd_type>"
TDRS=" <TDRS>"
Ant ennaLi nkNunmber =" <ant enna_l i nk_i d>"
Mbde="<npde>"
<par anilnane>=<" par amlval ue” >
<par annane>=<" par ankval ue”
<par anBnane>=<" par anval ue” >

\

<par anmnane>=<"par ammval ue” >
ENDUPD

In generd, parameter or keyword assgnments are of the following format:
<keyword>="<va ue>"

Where the <value> is dways provided within quotes. In cases where aparameter may have no vaue,
such as with the Antennalink for MAF in the example, the vaue is gill provided as a null vaue (eg.,
AntennaLink ="").

The keywords shown above are defined asfollows:
UPD — gart of asingle UPD message.
TimeTag — time tag from UPD message.
SIC/Supiden — Support Identifier. SIC isstored instead of SUPIDEN for DAS services.

ServiceType — UPD sarvice type. A ligt of vaid typesis shown in Table 9-2. Thesetypesare
derived from the UPD service types described in detail in Section 8 of the NCCDS/MOC ICD.
Each type also contains data from the associated header packets. Separate UPD service types
are provided for the various Data Group (DG) configurations. Optional Data Quality
Monitoring (DQM) dataisincluded with the gppropriate return service packet.

TDRS— TDRS name.
AntennalinkNumber — antenna number or link ID.
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Mode — OPS or EIF
ENDUPD — end of asingle UPD message.

E.2 UPD Parameter Values

The remainder of astored UPD consgts of alist of parameter names and their values. These names are
defined for each service in Appendix D, Tables D-1 through D-15. For enumerated parameters, the
text value is stored.

E.3 Sample File

Following is a sample of a UPD log file. In this case only two UPD messages are shown. For brevity
not dl UPD parameter vaues are shown.

UPD
Ti meTag="2002/ 310_213205"
SI C/ Supi den="B1294CS"
Servi ceType=" MAF"
TDRS=" TDE"
Ant ennalLi nkNunmber =""
Mode="El F"
El evati on="+45. 0"
TDRS_Rol | =" 000. 0"
TDRS_Pi t ch="000. 0"
TDRS_Yaw="000. 0"
SUPI DEN="B1294Cs"
Cl ock_Presence="Yes"
Azi nmut h="+90. 0"
Si gnal _EI RP="+30. 0"
Li nk_St at us="Active"
Radi at ed_Freg="02106. 40854"
Dat a_Densi t y="30"

ENDUPD

UPD
Ti meTag="2002/ 310_213205"
SI C/ Supi den="B1294CS"
Servi ceType="MAR"
TDRS=" TDE"
Ant ennalLi nkNunmber =" 01"
Mode="El F"
Beanf or m ng_Equi p_I D="03"
Mode="Mode 2 (Non-coherent)™
Symbol _Fmt _Conv_BI - NRZ_Q=" No"

Dat a_For mat _Conv_Q=" No"

TDRS_Yaw="000. 0"

Sync_Dr opout _Count _1 ="99999999"
ENDUPD
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Abbreviations and Acronyms

ASAR Alternate Schedule Add Request
ANCC Auxiliary Network Control Center
CCR Configuration Change Request

CCS Communications and Control Segment
DAS Demand Access System

DASCON Demand Access System Controller
DBA Database Adminigtrator

DCN Document Change Notice

DSMC Data Services Management Center
EIF Engineering Interface

FOUO For Officid Use Only

GCMR Ground Control Message Request
GMT Greenwich Mean Time

GSFC Goddard Space Flight Center, Greenbelt, MD
GUI Graphica User Interface

ICD Interface Control Document

IRV Improved Interrange Vector

IONET Internet Protocol Operational Network
IP Internet Protocol

JRE Java Runtime Environment

VM Java Virtud Machine

MA Multiple Access

MOC Mission Operations Center

NISN NASA Integrated Services Network
NCC Network Control Center
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NCCDS
NPG
RR

SDR
SN
SDIF
SIC
SNIF
SPS
SRM
SSC
SSL
STDN
STGT
SUPIDEN
SWS
TBD
TBS
TCP
TDRS
TDRSS
TSW
TUT
UPD
Usv
WLR

NCC Data System

NCCDS Protocol Gateway
Replace Request

Single Access

Schedule Add Request
Schedule Delete Request
Space Network

SWSI-DAS Interface
Support Identification Code
SWSI-NCCDS Interface
Searvice Planning Segment
Schedule Result Message
Service Specification Code
Secure Socket Layer
Spaceflight Tracking and Data Network
Second TDRSS Ground Termina
Support Identifier

SN Web Services Interface
To Be Determined

To Be Supplied

Transmisson Control Protocol

Tracking and Data Rdlay Satdllite

Tracking and Data Relay Satellite System

TDRS Scheduling Window
TDRSS Unscheduled Time
User Performance Data
User Schedule Message
Wait List Request
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WSC White Sands Complex
WSGT White Sands Ground Termina
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